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Preface

This manual tells you how to install the Invisible LAN network operating
system software.

Part 1 describes the basic installation procedure. You'll learn how to
install the network software in the most commonly-used configurations,
and how to establish a connection between a workstation and a file serve
You'll also learn the basic procedure for installing the Windows driver,
and how to use Invisible LAN in conjunction with memory management
software.

Part 2 describes the advanced installation procedure. You'll learn abou
all the installation options of the Invisible LAN software, and how you
can configure the software to your exact requirements. You'll also learn
about all the available options for installing the Windows driver.

Part 3 describes the Invisible RAM memory managers. This memory
management software gives you extra memory by increasing the size ©
DOS memory, creating “shadow RAM” that you can use for memory-res-
ident programs, and providing expanded memory. You'll learn how to
install and configure the Invisible RAM software.

Part 4 contains appendices and a comprehensive index.
This manual does not describe how to operate the Invisible LAN software

after it is installed. Refer to tH2OS User Manuabr Windows User Manual
for operating instructions.

Preface ix
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CHAPTER 1

Introduction to
Invisible LAN

Invisible LAN is a network operating system. This chapter presents the basi
concepts of a network operating system and some of the specific features «
Invisible LAN. Even if you are a computer expert, you should read this chaptel
to get an overview of Invisible LAN.

The topics covered in this chapter include:
Network operating systems
Components of Invisible LAN
Servers and redirectors
Print spoolers and print queues
Memory management
Disk cache
Diskless workstations and the Remote Program Load Server
Electronic mail
Command line utilities
Network management
Windows driver and Network Manager
Bulletin board
NetBIOS and TransBIOS
Ultra Server
Remote login and remote bridging

Network Operating Systems

A network operating systeis an extension of DOS. DOS provides a variety
of functions for controlling the disk drives and printers on a single computer.
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These functions include reading and writing disk files, organizing files into
directories and subdirectories, printing files, and executing programs. A net:
work operating system extends these functions to operate over a network.

For example, suppose that your computer has a floppy disk drive, a fixed dis
drive, and a printer. In this case, DOS refers to the floppy drive as A:, the fixec
disk as C:, and the printer as LPT1. DOS also organizes the files on the flopp
and fixed disks.

Here are examples of some simple commands and the actions DOS takes
perform them:

COPY C:MYFILE.TXT A:

DOS finds the file named MYFILE.TXT on the fixed disk and reads it into
main memory. It then writes the file onto the floppy disk.

COPY A:ACCTS.DOC LPT1

DOS reads the file named ACCTS.DOC from the floppy disk, then sends it tc
the printer.

TYPE C:LETTER.TXT

DOS reads the file named LETTER.TXT from the fixed disk, then displays it
on the screen.

Now suppose that your computer is connected to a network that is running th
Invisible LAN operating system. In this case, you may want D: to refer to
another computer’s fixed disk, and LPT2 to refer to another computer’s
printer. These are calledappings Your mappings would be as follows:

A: ==> Your floppy disk

C: ==> Your fixed disk

D: ==> Another computer’s fixed disk
LPT1 ==> Your printer
LPT2 ==> Another computer’s printer

DOS controls A:, C:, and LPT1. Invisible LAN controls D: and LPT2. Here
are examples of some simple commands and the actions that DOS ar
Invisible LAN take to execute them:

COPY D:MYFILE.TXT C:

Invisible LAN reads the file named MYFILE.TXT from the other computer’s
fixed disk. Then DOS writes the file onto your fixed disk.
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COPY A:ACCTS.DOC LPT2

DOS reads the file named ACCTS.DOC from your floppy disk, then Invisible
LAN sends it to the other computer’s printer.

TYPE D:LETTER.TXT

Invisible LAN reads the file named LETTER.TXT from the other computer’s
fixed disk. DOS then displays the file on the screen.

COPY D:OLDFI D:NEWFI

Invisible LAN reads the file named OLDFI from the other computer’s fixed
disk. Invisible LAN then writes a copy of the file onto the other computer’s
fixed disk, and names the copy NEWFI.

As you can see, you access the other computer’s disk or printer with the sar
commands you use to access your own disk or printer. DOS and Invisible LAN
work together to execute your commands. DOS handles the portion of the
command that refers to your own disk or printer, and Invisible LAN handles
the portion of the command that refers to the other computer’s disk or printer

In this example, we say that A: and C: éweal disks because they are
attached to your own computer. We say that Dnistevork diskbecause it is
attached to another computer and accessed across the network. Similarly, v
say that LPT1 is bocal printer, and LPT2 is aetwork printer

SUMMARY: Invisible LAN extends the functions of DOS onto the net-
work. When Invisible LAN is installed, you use standard DOS commands
to access both your own devices, and devices attached to other compute
on the network.

Components of Invisible LAN

Invisible LAN includes a wide variety of functions. When you use Invisible
LAN, you select which components you want to use and which functions you
want to perform. You can select just the basic network functions, or you car
select advanced functions such as security, memory management, netwo
management, and disk caching.

The components included with Invisible LAN are:

1. Redirector — A program that allows your computer to use disks and
printers that are attached to other computers on the network.
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2. Server— A program that allows other computers on the network to use
your disks and printers.

3. Print Spooler— Stores up files waiting to be printed, and sends them to
the printer one-by-one.

4. Memory Managers— A collection of programs that let you utilize your
computer’s memory management capabilities to increase the amount of men
ory available to DOS applications.

5. Disk Cache— A program that speeds up hard disks by storing disk data in
the computer’'s memory.

6. Remote Program Load Server— Supports the use of diskless work-
stations on the network.

7. Electronic Mail — Sends and receives messages to other users on th
network.

8. Command Line Utilities — A variety of simple programs that let you
control the operation of the network.

9. Network Manager — A menu-driven program that lets you manage
mappings, security, server usage, and other functions on the network.

10. Windows Network Driver — A program that allows Microsoft Windows
to function on the network, extending Windows onto the network in much the
same way that Invisible LAN extends DOS onto the network.

11. Windows Network Manager— A graphical “point-and-click” program
for Microsoft Windows that lets you manage mappings, security, server usage
mail, and other functions on the network.

12. Bulletin Board — A store-and-forward mail system that doubles as an
electronic forum for exchanging ideas and information.

13. NetBIOS— A standard network communication protocol that is used by
many network application programs.

14. TransBIOS— A special high-performance network communication pro-
tocol that is used by Invisible LAN.

15. Ultra Server — A high-performance version of the Invisible LAN file
server, that is used mainly for dedicated servers.

16. Remote Login Client— A program that allows your computer to connect
to the network through a modem.

17. Remote Login Host— A program that runs on one computer in the
network and transfers data between the network and a modem.

You can use the various components of Invisible LAN in any combination you
want. All the components can be adjusted to match your exact requirement:
The end result is a very flexible system that can be configured for any desire
combination of performance, functionality, and memory usage.
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Invisible LAN includes a menu-driven Setup program ca8&d UP3Q The
Setup program provides a convenient way to specify which components yol
want to use, and how to configure each component.

SUMMARY: Invisible LAN includes a variety of components that perform
a wide range of functions. You can select which components to use, an
tailor the system to your exact needs.

Servers and Redirectors

The server and the redirector are complementary programsenverlets
other computers on the network use your disks and printersedihectorlets
your computer use disks and printers that are attached to other computers.

Your computer can be both a server and a redirector at the same time. In th
case, you can use other computers’ disks and printers, while other compute
can simultaneously use your disks and printers.

In Invisible LAN, you can elect to use the server, or the redirector, or both.

SUMMARY: A redirector can use disks and printers attached to other
computers. Aervermakes its disks and printers available to other comput-
ers.

Print Spoolers and Print Queues

Suppose that your computer is a server, and that other computers can use yc
printer. Now suppose that two other computers both send documents to yol
printer at the same time. Do the documents get mixed together as they print

The answer is no. All documents sent to your printer are handled by a speci:
program called @rint spooler When the print spooler receives a document,
it does not send the document directly to your printer. Instead, it stores the
document in a temporary file on your disk. When the entire document has bee
copied into the temporary file, then the print spooler sends the temporary file
to your printer.

If the print spooler receives two documents at the same time, they are store
in individual temporary files. The print spooler first sends one temporary file
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to your printer, advances the paper to the top of the page, then sends the ott
temporary file to your printer. The documents do not get mixed together as
they print.

When there are several documents waiting to be printed, they line up in th
print queue Newly arriving documents go to the end of the line. The docu-
ment at the head of the line is sent to your printer. When the document i
finished printing, then the next document in line is printed.

In Invisible LAN, the print spooler is built into the server. If you allow other
computers to use your printers, the print spooler function is provided automat
ically.

SUMMARY: Theprint spoolerstores a document in a temporary disk file,
and then sends the temporary file to the printer. If there are several doctL
ments to be printed, they wait in thant queue so they can be printed
sequentially without getting mixed together.

Memory Management

One of the unique features of Invisible LAN is its extensive memory manage-
ment capabilities. Invisible LAN includes Invisible Software’s complete line
of Invisible RAM™ memory managers, which are also sold as stand-alone
utilities.

The memory managers are an optional part of Invisible LAN. They give you
the following capabilities:

Increase the size of DOS memory from the normal 640K up to as muct
as 736K.

Load memory-resident programs and device drivers outside of DOS
memory, so that they do not use up memory that you need for your
application programs. This works with both the network software, and
other memory-resident programs.

Provide expanded memory, compatible with the expanded memory spec
ification (EMS) version 4.0. The network software can be loaded into the
expanded memory.

The end result is that after installing the Invisible LAN network operating
system, you may have more DOS memory available than before! In addition
the memory managers are extensively configurable, so you can create tf
exact memory configuration that you want.
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Most computers already have memory hardware that can be used by tt
Invisible RAM memory managers. The following types of hardware are
supported:

Any computer with a 386 or 486 microprocessor, and at least 2MB of
RAM.

Any computer with a 286, 386, or 486 microprocessor, and one of the
following four chipsets made by Chips and Technologies: the NEAT
chipset, the AT/386 chipset, the SCAT chipset, or the PEAK chipset.

Any computer with an EMS 4.0 hardware expanded memory board, suct
as the Invisible EMS board.

Of course, if you don’t have any of the above memory hardware, you can stil
install the network software into DOS memory. Invisible LAN is designed to
use the smallest possible amount of DOS memory.

In addition to the Invisible RAM memory managers, Invisible LAN is also
compatible with other memory managers, including Microsoft's EMM386,
Quarterdeck’s QEMM-386, and Qualitas’ 386-MAX. So, regardless of
whether you use one of the Invisible RAM memory managers or anothel
memory manager, Invisible LAN automatically makes the best possible use
of your memory.

SUMMARY: Thelnvisible RAMmemory managers support a wide range
of memory hardware. They increase the size of DOS memory, load mem
ory-resident programs outside of DOS memory, and include an expande:
memory manager. The network software can utilize the memory created b
the Invisible RAM memory managers, as well as other popular memory
managers.

Disk Cache

A disk caches a program that speeds up the hard disk.

The basic idea of a disk cache is simple. Whenever information is read fron
the hard disk, the disk cache program keeps a copy of the information ir
memory. Then, the next time the information is needed, it can be obtainec
from memory instead of the disk. Since memory is much faster than the har
disk, the end result is that information can be obtained much more quickly.

The disk cache is an optional part of Invisible LAN. The cache is especially
valuable on a file server, because all workstations using the file server will
benefit from the increased speed. In fact, most network operations are twic
as fast when the disk cache is installed on the server.
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SUMMARY: Thedisk cachespeeds up the hard disk. It is designed espe-
cially to speed up file server performance.

Remote Program Load Servers and
Diskless Workstations

Some networks include diskless workstationsdigkless workstations a
personal computer with no disk drives, floppy disk or hard disk. The diskless
workstation has the same keyboard, screen, and central processing unit as
regular computer.

But what use is a computer without disks? Recall that with Invisible LAN, you
can make some of your drive letters refer to disk drives attached to othe
computers. If your computer is a diskless workstation, you make all your drive
letters refer to disks on other computers. Then you can run the same progran
as a regular computer; the only difference is that whenever you read or writt
a disk file, you access a disk that is connected to another computer on th
network.

When you start up a computer, it usually reads in DOS from the disk drive.
Since a diskless workstation has no disk drives, it requires a different proce
dure to start up. Adiskless workstation reads in DOS from a network compute
called theRemote Program Load Server

A Remote Program Load Server is a special type of server that makes DO
available to other computers on the network. When you start a diskles:
workstation, it automatically contacts the Remote Program Load Server an
reads in DOS from the Remote Program Load Server.

In Invisible LAN, the Remote Program Load Server function is built into the
server. If you configure your server as a Remote Program Load server, the
diskless workstations can load DOS from your server.

SUMMARY: A Remote Program Load Serverakes a copy of DOS
available to other computers on the netwdiskless workstationsan
read this copy of DOS and start up without the use of a disk drive.
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Electronic Mail

Invisible LAN includes the capability to transmit and receive messages ovel
the network. Thenail program is resident on your computer but is not visible
until you press a speciabt keyto make it active. You compose a message to
another network user and send it via the network.

When someone else sends you a message, the mail program on your compu
pops up and displays the message. It then gives you options for responding
the message.

SUMMARY: Theelectronic mailsystem in Invisible LAN allows you to
transmit messages to and receive messages from other network users.

Command Line Utilities

Invisible LAN includes a variety of useful utilities that can be run from the
DOS command line, or from a batch file. Here are examples of some of the
utility programs:

MAP — Controls your drive and printer mappings. You can display your
current mappings, create new mappings, and discontinue existing map

pings.
NETCLOCK — Obtains the current date and time from a server, and
then sets the clock in your computer.

TRUNCATE — Establishes a timeout for network printers.
PSETUP— Establishes a setup procedure for network printers.

PQ — Controls a server’s print queue. It can display the status of the
queue, pause printing, cancel print jobs, control page feeds, and set th
printing priority.

NW — Network software control. This program lets you pause the server,
hide the network software, and control the use of the speaker.

CACHE — Cache control. You can display the status of the disk cache,
and enable or disable the cache.

SUMMARY: The command line utilities perform a variety of useful func-
tions, and can be used from the DOS command line or a batch file.
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| Machine Name: MIKE Invisible LAN Network Manager

NETWORK MANAGEMENT MAIN MENU

Drive Mappings

Printer Mappings

Automatic Print Stream Truncation
Print Queue Contents

Print Spooler Status

Uzer Definitions And Security
Group Def initions And Security
Shortname Def initions And Security
Miscellaneous Security

Server Usage Statistics

Lists all the network stations, and lets you select a station to manage

[ERd F1 NI Enter RN E=c EIRd t | PgUp PgDn Home End A-Z
Figure 1-1. Network Manager Main Menu

Network Management

To facilitate management of the network, Invisible LAN provides a menu-
driven Network Manageprogram. The manager’s Main Menu is shown in
figure 1-1. The functions on the Main Menu are:

Poll Network, Select Machine— Lists the computers on the network and
allows you to select a computer to manage.

Drive Mappings — Displays drive mappings of the selected computer and
allows you to change the mappings on the local computer.

Printer Mappings — Displays printer mappings of the selected computer and
allows you to change the mappings on the local computer.

Automatic Print Stream Truncation — Provides a means for automatically
printing files created by applications that do not signal the end of a print file.

Print Queue Contents— Lists the files in the print queue, and lets you
rearrange or delete the files.

Print Spooler Status— Controls various parameters of the print spooler.
User Definitions and Security— Lets you define network users.

Group Definitions and Security— Lets you define groups of network users,
and control which users belong to each group.

Shortname Definitions and Security— Provides a way to define shortnames
(shorthand references to particular directories) and to control access to then
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Miscellaneous Security— Provides a means to control various security
aspects of Invisible LAN not covered on other menu choices on the manage
Main Menu.

Server Usage Statistics— Lets you monitor the performance of the file
server and disk cache.

SUMMARY: The network manageprovides a menu-driven means for
managing the Invisible LAN.

Windows Driver and Network Manager

One of the outstanding features of Invisible LAN is the way it supports
Microsoft Windows. Invisible LAN actually extends Windows so that it
operates smoothly on the network. In addition, Invisible LAN includes a
graphical network management program that lets you control all aspects o
network operation from within Windows.

The Windows network drivels the program that extends Windows so that it
can operate on the network. All Windows utilities and applications can acces:
network disks, network printers, and other network resources. The networ}
driver supports all three modes of Windows — real mode, standard mode, an
386 enhanced mode.

When Windows is running in 386 enhanced mode, the network driver ever
allows you to createirtual network stationsEach “virtual” network station

acts like an independent workstation, with its own drive mappings, printer
mappings, user name, and security permissions. With this powerful feature
you can run several network applications on your computer at the same time

The Windows Network Manageés a graphical, “point-and-click” Windows
program for managing the network. The main screen of the network manage
is shown in figure 1-2. The functions appearing on the main screen are:

Poll — Lists all the stations in the network, and lets you select a station tc
manage.

Drives — Displays the current drive mappings. Also lets you discontinue
drive mappings, and create new drive mappings.

Printers — Displays the current printer mappings. Also lets you discontinue
printer mappings, and create new printer mappings.

Preferences— Adjusts the way Invisible LAN works on your own computer.
Logon — Lets you enter your user name and password.
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= Invisible LAN Network Manager - MIKE
[ Mappings [ Print Spooler
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[ Local Station [ Administration
™
[ Information [ Electronic Mail
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Invigible LAM Frogram
M anager

Figure 1-2. Windows Network Manager

About — Displays the Invisible LAN version number and copyright message.

Help — Starts the help system and displays help information. The Windows
Network Manager includes extensive context-sensitive help, plus a complet
on-line reference manual.

Status — Shows the status of the server’s network printers. Lets you pause
printing and configure the printers.

Queue— Lists the print jobs waiting to be printed on the server’s network
printers. Lets you rearrange the print queue.

Security — Displays and changes security information. Lets you define users
and groups, and specify who has access to network resources.

Usage— Monitors the usage of server resources, such as open files and reco
locks.

Message— Sends a message to another network user.

BBS— Enters the network bulletin board system. You can leave messages fc
other users, and retrieve messages that others have left for you.
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SUMMARY: TheWindows network driveextends Windows to operate on
the network, and gives all Windows programs access to network resource:
TheWindows Network Manage a graphical Windows program that gives
you full control over the network from within Windows.

Bulletin Board

The bulletin board is a store-and-forward mail syst&tore-and-forward
means that when you send a message, it is stored on a file server. When t
recipient logs in to the bulletin board, the message is then forwarded to th
recipient.

When you send a message, it does not “pop up” on the recipient’s screen. |
fact, the recipient does not have to be on the network at all. Messages you se
simply remain on the server’s disk until the recipient logs in and reads them.

You can send a message to either an individual user or a grogmoup
functions like a mailing list. When you send a message to a group, the messa
is automatically forwarded to every member of the group.

A message can be either private or publiprikate message can be viewed
only by its intended recipient. (A private message sent to a group can b
viewed only by members of the group.pAblic message can be viewed by
anyone on the bulletin board. With public messages, the bulletin board act
like an “electronic forum” that allows users to exchange information and learn
from each other’s experiences.

When you receive a message, you have the option of sending a reply. All th
replies to a message are automatically grouped together rafyachain

This allows you to quickly locate all the replies to a given message. In fact,
reply chains make it possible for two or more users to carry on a “conversa
tion” about a topic; each reply chain is a different “conversation.”

SUMMARY: The bulletin board is a store-and-forward mail system which
also functions as an electronic forum. You can send messages to individua
or groups, and messages can be public or private. The bulletin board keej
track of replies, organizing all reply messages into reply chains.
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NetBIOS and TransBIOS

Invisible LAN includes two complete network protocols: NetBIOS and Trans-
BIOS. Anetwork protocols a method that programs use to communicate on
the network. Users do not have to deal with the protocols.

NetBIOSis a standard network protocol defined by IBM. There are many
network application programs that use the NetBIOS protocol. Since Invisible
LAN includes NetBIOS, you can use any application program that is designec
for NetBIOS networks.

TransBIOSis a special high-performance protocol defined by Invisible Soft-
ware. All of the Invisible LAN programs use TransBIOS for network commu-
nication. This allows Invisible LAN to operate at very high speed.

By including two complete network protocols, Invisible LAN gives you the
best of both worlds: the compatibility of NetBIOS, and the high performance
of TransBIOS.

SUMMARY: NetBIOSand TransBlIOSare the two network protocols in-
cluded with Invisible LAN.

Ultra Server

Ultra Serveris a high-performace version of the Invisible LAN file server. It
is intended for dedicated server applications, where the highest possibl
performance is required. (dedicated serveis a computer that is used
exclusively as a file server, with no local user.) However, you can also run
Ultra Server in non-dedicated mode if you wish.

Ultra Server speeds up all disk operations, and it is particularly effective a
speeding up CD-ROMs and other optical disk drives. In addition, Ultra Server
can support large numbers of network files and record locks, so it is suitabl
for large networks with many users.

Ultra Server requires a 386 or 486 computer, and it is designed to take ful
advantage of the capabilities of the 386 and 486. The key features of Ultr:
Server are:

Written in 32-bit code.
Runs in protected mode on a 386 or 486.
Caches all drives in the system, including CD-ROMs, SCSI drives, bus
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master drives, etc.

Supports up to 4095 megabytes of cache memory.

Supports up to 32768 open files.

Supports up to 65535 recored locks.

Uses true multitasking so multiple users can access data simultaneousl

Uses DOS for disk accesses, so it is compatible with all DOS device
drivers.

When you install Ultra Server, it runs in parallel with the standard Invisible

LAN file server. Ultra Server handles all file operations on cached drives. The
standard server handles file operations on uncached drives, as well as printin
security, and management functions. As a result, switching from the standar
server to Ultra Server, or vice-versa, is completely transparent to users. Ultr
Server appears to users to be exactly the same as the standard file server, j
faster.

SUMMARY: Ultra Serveris a high-performance version of the Invisible
LAN file server, that is used mainly for dedicated server applications.

Remote Login and Remote Bridging

Invisible LAN Remotis an add-on to Invisible LAN that lets you extend your
network by using modems. Invisible LAN Remote provides two functions:
remote login and remote bridge.

Remote logidets you connect a computer to the network through a modem.
Once connected, the remote computer becomes a network workstation, ar
has access to all network resources.

To perform remote login, one computer on the network remste login host
software. The remote computer rur@smote login clientsoftware. Then
modems are used to establish a connection between the host and the clie
Once connected, the host computer is responsible for transferring data be
tween the network and the remote computer.

Remote bridgindets you connect two networks together through modems.
Once connected, any user on either network can access resources on the ot
network.

To set up a remote bridge, one computer on each network runs the remo
login host software. Then modems are used to establish a connection betwe:
the two hosts. Once connected, each host is responsible for transferring da
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between its network and the other host.

Invisible LAN Remote has its own built-in security system, which lets you
control who can log in to the network remotely, and what resources can b
accessed through a remote bridge. Invisible LAN Remote’s security systen
operates independently of the Invisible LAN security system, and provides ar
extra layer of security protection.

Invisible LAN Remote is not described in this manual. Refer tdrthisible
LAN Remote Instruction Manufdr an explanation of how to install and use
Invisible LAN Remote.

SUMMARY: Remote logirets you connect a computer to the network
through a modem connection. Once connected, the remote computer fun
tions as a network statioRemote bridgindets you connect two networks
together through a modem connection. Once connected, any user on eith
network can access resources on the other network. Both functions ar
provided by Invisible LAN Remote.
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CHAPTER 2

Network Configuration

Installing Invisible LAN requires the following operations:
Copy the software onto your hard disk.
Configure the software.
Modify CONFIG.SYS.

All these operations can be performed conveniently using the Invisible LAN
Setup program. This chapter describes the procedure.

This chapter focuses on installing the network in a basic configuration, using
the Setup programiEasy Configuration option. The Setup program also has
anAdvanced Configuration option which provides access to many advanced
features of the network. The advanced features are described in later chapte
of this manual.

Starting the Setup Program

To start the Setup program, insert the Invisible LAN program diskette #1 into
drive A:, and then type

A:SETUP30

If your computer has a monochrome VGA display (like many laptop comput-
ers do), the display may be easier to read if you use the command

A:SETUP30 /B

In either case, the Setup program Main Menu appears, as shown in figure 2-

The Setup program is controlled by a sequence of menus, so it is very easy
use. The keys that control the Setup program are shown in a bar at the botto
of the screen. You can get help at any time by pre$sing

SUMMARY: Use theSETUP30command to start the Invisible LAN Setup
program.
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| Invisible LAN Setup

NETWORK SETUP MAIN MENU

Copy Files to Hard Disk

LoadsCreate Initialization File
Easy Conf iguration

Advanced Conf iguration

Bave Initialization File

Modify CONFIG.SYS

Exit from Setup Program

[ENdF1 A Enter RN E=c IRl t | PglUp PgDn Home End A-Z
Figure 2-1. Setup Program Main Menu

Copying the Software onto the Hard Disk

The next step is to copy the software from the Invisible LAN program
diskettes to your hard disk. You need to create a new directory on your har
disk, and then copy all the Invisible LAN program files into the new directory.

In addition, you need to copy the DOS program SHARE.EXE into the new
directory. SHARE.EXE is supplied on your original DOS diskettes; it is not
supplied as a part of Invisible LAN. Make sure you have a copy of
SHARE.EXE handy, either on a diskette or on the hard disk.

Note that the files on the Invisible LAN program diskettes are stored in a
compressed form. You cannot copy the files to the hard disk using the DOS
COPY command. You must uS&ETUP30(or QSETUP) to copy the files.

Step 1. Selectopy Files to Hard Diskfrom the Setup program Main Menu.
Use the up/down arrow keys to highligtwpy Files to Hard Disk and then
pressEnter.

Step 2. A panel appears showing the source and destination directories for tt
copy, as shown in figure 2-2. By default, the source directory is A:\, and the
destination directory is C:\NET30. If these are not the directories you want,
you can type over them. (For example, if you prefer to install the software or
drive D:, you could change the destination directory to D:\NET30.) When the
directory names are correct, pr&ger or F9 to continue.
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| Invisible LAN Setup

COPY FILES TO HARD DISK

Files will be copied from this directory:
Files will be written to this directory:

C:\NET38

[Nl F1 P Fo [ENEAA E=c EId Enter t 4 Tab [AJ§d -+ «— Ins Del Home End
Figure 2-2. Copying Files to the Hard Disk

Step 3. The Setup program automatically copies all the files. The Setuy
program will prompt you to change diskettes when necessary.

Step 4. After copying the program files, the Setup program asks you for the
location of SHARE.EXE. You can insert a diskette with a copy of
SHARE.EXE, or you can enter the name of a directory on the hard disk tha
contains SHARE.EXE. When ready, pré&ger or F9 to continue.

Step 5. The Setup program copies SHARE.EXE into the Invisible LAN
directory, and then returns to the Main Menu. The file copy is now complete.

Note — If you have a computer without a hard disk (that is, a computer with
only a floppy diskette), refer to the text file FLOPPY.TXT for instructions on
copying the Invisible LAN program files to the floppy diskette.

SUMMARY: UseCopy Files to Hard Disk on the Setup program Main
Menu to copy all the Invisible LAN program files to your hard disk.
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| Invisible LAN Setup

NETWORK SETUP MAIN MENU

Copy Files to Hard Disk
LoadsCreate Initialization File
Easy Conf iguration

Advanced Conf iguration

Bave Initialization File

Mod

LOAD/CREATE INITIALIZATION FILE

You may either use this name or make changes
to it. When ready press ENTER.

C:\NET3A\NET3A.INI

Enter the name of the initialization file you want to load or create

[ERd F1 P Enter F9 [ENEAN E=c Il — +— Ins Del Home End
Figure 2-3. Loading or Creating an Initialization File

Configuring the Software

The configuration of the Invisible LAN software is stored iriratialization

file. Some of the information stored in the initialization file is: your name; the
type of network hardware you have; and the network programs you want tc
use (server, redirector, mail).

Step 1. Seledtoad/Create Initialization File from the Setup program Main
Menu. The Setup program displays the name of the initialization file, as in
figure 2-3. The default name is NET30.INI. For this basic installation, accept
the default name by pressiigter or F9.

Step 2. SeledEasy Configuration from the Main Menu. The Easy Configu-
ration panel appears, as shown in figure 2-4.

Step 3. In theJser Namefield, enter your name. This will be your name on
the network. Each network user must have a different name.

Step 4. In theSoftware Version field, select which version of the Invisible
LAN software you want to use. Prdss andF6 to select the desired option.
The available versions depend on which software you have purchased; pre:
F1 for a complete list.
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STANDARD selects the standard version of Invisible LAN, which can be
used on all computers running DOS or Windows.

ULTRA_SERVER selects the high-performance file server software, which

is used mainly to set up a dedicated server. This version requires a 386 or 4¢
computer with extended memory. In addition, if you select this version, then
you cannot use any 386 memory manager (like EMM386 or QEMM-386).
Also, if possible, you should not use HIMEM.SYS.

REMOTE_LOGIN selects the remot login client software. This option is
described in thénvisible LAN Remote Instruction Manual

Step 5. In theNetwork Hardware Type field, select the type of network
hardware you are using. U6 andF6 to select the correct option.

If you need help in making the correct selection, pkdstr an explanation
of the different hardware types. If you need additional help, refer to the text
file HARDWARE.TXT.

Step 6. Entel in thelnstall Electronic Mail field if you want to install the
electronic mail software; enté¥ if you don’t want to install the electronic
mail.

If you enterY, then you can send messages to, and receive messages fror
other network users. Each user that sends and receives messages must ins
the electronic mail software.

| C:INNET3BMNET38. INI Invisible LAN Setup |

EASY NETWORK CONFIGURATION

User Name (1-15 characters) MIKE

Software Version (option) STANDARD
Network Hardware Type (option) ETHERNET_Z888
Install Electronic Mail (Y¥-/N)

Install Windows Support (Y¥-/N)

Install File Server (Y/N)
Network Printer #1 (option)
Network Printer #2 (option)

Install Disk Cache (¥/N)
Cache Data Location (option)
Cache Size (kilobytes)

Use Shadow RAM for Network (Y¥/N)
Use EMS for Network (Y¥/N)

the name of your network station
paRan g Enter t 1 Tab m—-) «— Ins Del Home End

Figure 2-4. Easy Configuration Screen
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Step 7. Entely in the Install Windows Support field if you want to run
Microsoft Windows; enteN if you don’t want to run Microsoft Windows.

Important Note — If you want to run Microsoft Windows on the network,
then you must install the Invisible LAN Windows Driver. Refer to chapter 5
for instructions on installing the Windows Driver.

Step 8. Entel in thelnstall File Server field if you want to want to install
the file server software; entlrif you don’t want to install the file server.

If you enterY, then other users will have access to your disks and, optionally,
your printers. If you enteM, then other users will not have access to your disks
and printers.

Step 9. If you installed the file server, you can optionally make your printers
available to other network users.

If you don’t want to share your printers, chod8@NE in theNetwork
Printer #1 field (useF5 andF6 to make your choice). Thdetwork
Printer #2 field will be blank.

If you want to share one of your printers, choose the printer name in the
Network Printer #1 field; usingF5 and F6, you can choosé€PT1,
LPT2, LPT3, COM1, or COM2. ChooseNONE in the Network
Printer #2 field.

If you want to share two printers, choose the name of the first printer in
the Network Printer #1 field, and the name of the second printer in the
Network Printer #2 field.

Step 10. EnteY in thelnstall Disk Cachefield if you want to install the disk
cache software; enté\tif you don't want to install the disk cache.

If you enterY, the disk cache software will speed up your computer’s hard
disk by storing disk data in memory.

Step 11. In th€ache Data Locationfield, useF5 andF6 to choose the type
of memory you want to use for the cache. You have three options:

EMS — Uses expanded memory. This type of memory requires a specia
expanded memory managgrogram, which must conform to the Ex-
panded Memory Specification 4.0 (also called EMS 4.0 or LIM 4.0).

EXTENDED — Uses the extended memory present in many 286, 386,
and 486 computers.
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XMS — Uses extended memory, except that the cache accesses tt
extended memory through 2MS device drivesuch as Microsoft's
HIMEM.SYS.

If you have installed HIMEM.SYS and you want to use extended mem-
ory, you should chooseMS. If you have not installed HIMEM.SY'S and
you want to use extended memory, you shouldE}EENDED. Also,

note that if you want to run Microsoft Windows, then you cannot choose
EXTENDED ; you must usXMS instead.

Step 12. In th&€ache Sizéfield, enter the amount of expanded or extended
memory that you want to use for the cache. If you leave the field blank, or
enter zero, then the cache uses all available memory.

If you are using Ultra Server, this value divides extended memory between th
cache and Ultra Server. As a starting point, we recommand using one-fourtl
of extended memory for the cache, and three-fourths for Ultra Server.

Step 13. In théJse Shadow RAM for Networkfield, enterY if you want to
load the network software into shadow RAM (also callpger memonor
above 640K memoyyEnterN if you don’t want to load the network software
into shadow RAM.

If you enterY in this field, you must install a memory manager program to
create shadow RAM. You can use any of the following memory managers
Invisible RAM, or Quarterdeck’s QEMM-386, or Microsoft's EMM386, or
Qualitas’ 386MAX. (Invisible LAN can use any memory manager that sup-
ports XMS UMB function calls, or DOS 5 UMB function calls.)

Step 14. In théJse EMS for Networkfield, enterY if you want to load the
network software into expanded memory. EMef you don't want to load
the network software into expanded memory.

If you enterY in this field, you must have expanded memory in your
computer, compatible with EMS version 4.0.

Note— You can specify for bothUse EMS for Network SoftwareandUse
Shadow RAM for Network Software. The following table shows the results
for each possible option.
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Table 2-1. Network Software Memory Usage Options
Use EMS? |Use Shadow? Result

The entire network software is loaded into

N N )
conventional DOS memory

N v The entire network software is loaded into
shadow RAM
Most of the network software is loaded into EMS,

Y N and the remainder is loaded into conventional
DOS memory

v v Most of the network software is loaded into EMS,
and the remainder is loaded into shadow RAM

Step 15. When your configuration is correct, ptester or F9 to complete
the data entry and return to the Main Menu.

If you want to change any of your entries, use the up/down arrow keys to mov
the cursor to the entry you want to change, and then make your changes.

Step 16. SelecBave Initialization File from the Main Menu. The Setup
program displays the name of the initialization file, as in figure 2-5. The
default name is NET30.INI. For this basic installation, accept the default name
by pressindgenter or F9.

| C:INNET3BMNET38. INI Invisible LAN Setup

NETWORK SETUP MAIN MENU

Copy Files to Hard Disk
LoadsCreate Initialization File
Easy Conf iguration

Advanced Conf iguration

Bave Initialization File

Mod

SAVE INITIALIZATION FILE

You may either use this name or make changes
to it. When ready press ENTER.

C:\NET3A\NET3A.INI

Enter the name of the initialization file you want to save
HELF J3 Nl DONE BANAS B3Il CANCEL =1+ m—-) «— Ins Del Home End

Figure 2-5. Saving the Initialization File
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The network software configuration is now complete.

SUMMARY: UselLoad/Create Initialization File to create a new initial-
ization file or load an existing file into memory. Then &sesy Configu-
ration to enter your desired configuration for the network software. On the
Easy Configuration panel, you specify your user name, the network hard:
ware type, file server and print spooler options, electronic mail option,
Windows support option, disk cache configuration, and desired memory
usage. Finally, us8ave Initialization File to save your selected configu-
ration to the disk.

Modifying CONFIG.SYS

You need to modify your CONFIG.SYS file to prepare for network use. You
can either use the Setup program to modify the CONFIG.SYS file, or you car
use a text editor to modify the CONFIG.SYS file yourself.

We recommend that the following lines be placed into the CONFIG.SYS file:

BUFFERS = 20
FILES = 100
FCBS = 16,8

LASTDRIVE = Z

STACKS = 32,128

DEVICE = C:\NET30\CACHE30.SYS
DEVICE = C:\NET30\N30DEV.SYS

Exception — If you are using Ultra Server, the recommended value of
STACKS is 32,256

Important—CACHE30.SYS must be the first device driver installed.
N30DEV.SYSmust be the last device driver installed. For example, if you
want to install the ANSIL.SYS device driver, your CONFIG.SYS file might
look like this:
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BUFFERS = 20

FILES = 100

FCBS = 16,8

LASTDRIVE = Z

STACKS = 32,128

DEVICE = C:\NET30\CACHE30.SYS
DEVICE = ANSILSYS

DEVICE = C:\NET30\N30DEV.SYS

If you want to use the Setup program to change your CONFIG.SYS file,
proceed as follows:

Step 1. Seledlodify CONFIG.SYS from the Main Menu.

Step 2. The Setup program asks you which drive you boot from. Enter the
drive letter of the disk you use to start the system and load DOS; in most case
this is driveC. Pres€nter to continue.

Step 3. The Setup program asks you the name of the directory where th
Invisible LAN program files are installed; in most cases, this is C:ANET30. If
the default value supplied by the Setup program is not correct, enter the corre
value. PresEnter to continue.

| C:INNET3BMNET38. INI Invisible LAN Setup

MODIFY CONFIG.SY¥S FILE

These are the values that will be placed in
your CONFIG.EYS file.

BUFFERS = &
FILES 188

LASTDRIVE = |4

STACKS 32

FCBS =16 , 8

DEVICE = C:N\NET3B\CACHE38.SYS
DEVICE = C:N\NET38\N3BDEV.SYS

QIR F1 POLEFI Qe Wl Esc RIARNMY Enter T 1 Tab m—-) «— Ins Del Home End

Figure 2-6. Modifying the CONFIG.SYS File

2-10 Network Configuration



Step 4. The Setup program displays a panel showing the proposed changes
CONFIG.SYS, as in figure 2-6. On this panel you can change the values o
BUFFERS, FILES, LASTDRIVE, and STACKS, if you are not satisifed with
the recommended values. When the values are acceptablegipieser F9

to complete the operation.

If you need assistance in understanding the CONFIG.SYS commands, yo
can refer to chapter 7, or else refer to your DOS Reference Manual.

SUMMARY: You need to prepare your CONFIG.SYS file for network use

by installing the CACHE30.SYS and N30DEV.SYS device drivers, and by
setting appropriate values for BUFFERS, FILES, LASTDRIVE, and

STACKS.

Exiting from Setup

To exit from the Setup program, return to the Main Menu. Then delct
from Setup Program, or pres€sc

You may want to change your DOS PATH to include your new Invisible LAN
directory, C:\NET30. You can do this by editing your AUTOEXEC.BAT file.

If you change your CONFIG.SYS or AUTOEXEC.BAT file, you need to
reboot your system in order for the new CONFIG.SYS or AUTOEXEC.BAT
to take effect. Presgtrl-Alt-Del to reboot the system.

SUMMARY: UseExit from Setup Program to leave the Setup program
and return to DOS. Be sure to reboot your system if you change CON-
FIG.SYS or AUTOEXEC.BAT.
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CHAPTER 3

Starting the Network

Once you have installed and configured the software, you are ready to start tf
network. This chapter describes:

Starting Invisible LAN
Using network disks and printers
Getting help with Invisible LAN commands

Starting Invisible LAN

To start Invisible LAN, type
NET30

The NET30 program reads your initialization file and loads the appropriate
programs.

SUMMARY: TheNET30 command starts the Invisible LAN software.

Using Network Disks and Printers

This section gives you a quick way to establish a link between your compute
and a network disk or printer using tMAP command. ThédOS User
Manualdiscusses th®IAP command in more detail. The disk or printer you
want to use must be attached to a server.
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Network Disks

To use a disk attached to a server, type
MAP d: \\server\d:\
Replace the firgd: with the drive letter to be used to refer to the server’s disk.

Replaceserverwith the network name of the server. Replace the sedond
with the server’s drive letter.

Example 1— A server named JIM has a fixed disk named C:. To use drive
letter D: to refer to JIM’s fixed disk, type
MAP D: WJIM\C:\

Example 2— A server named TOM has a floppy disk named B:. To use drive
letter E: to refer to TOM's floppy disk, type

MAP E: \TOM\B:\

Network Printers

To use a printer attached to a server, type
MAP LPTx \\server\n

Replacd PT x with the name to be used for the printer: LPT1, LPT2, or LPT3.
Replaceserver with the network name of the server. Replacwith the
number of the printer: 1 or 2. Recall that the printer numbers were set whel
you configured the Invisible LAN server.

Example — Suppose that server MIKE was configured to use COM1 for
network printer #1, and LPT1 as network printer #2.

Touse LPT2 on your computer to refer to MIKE'’s network printer 1 and LPT3
to refer to MIKE's network printer 2, type

MAP LPT2 \\WMIKE\1
MAP LPT3 \\WMIKE\2

Files you send to your printer LPT2 are now printed on MIKE's printer COM1
and files you send to your printer LPT3 are printed on MIKE's printer LPT1.
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Discontinuing a Network Disk

After creating a drive mapping, you can useM#&P command to terminate
the mapping.

To discontinue a drive mapping, type

MAP d: /D

Example—Suppose you are using drive letter F: to refer to a server’s disk.
You can terminate the mapping by typing

MAP F: /D

Now your drive letter F: no longer refers to the server’s disk.

Discontinuing a Network Printer

After creating a printer mapping, you can useMi#d® command to terminate
the mapping.

To discontinue a printer mapping, type

MAP LPTx /D

Example—Suppose you are using print device LPT2 to refer to a server’s
printer. You can terminate the mapping by typing

MAP LPT2 /D

Now your print device LPT2 no longer refers to the server’s printer.

Displaying Mappings

You can display all your drive and printer mappings by usingMi¢
command with no parameters. Simply type

MAP
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Note—if you install the server and you share one or two printers, the Setur
program automatically establishes printer mappings for your own printer(s).
This makes your printer output go through the print spooler. Whenever you
share a printer, it is important that you establish a mapping to your own printer
so that your printer output does not conflict with other users’ printer output.

SUMMARY: TheMAP command lets you access disks and printers that
are attached to servers.

Getting Help With Invisible LAN
Commands

All Invisible LAN commands have on-line help information. To display the
help information, enter the name of the command followed by a question
mark. For example, to get help using AP command, type

MAP ?
You can also use a slash followed by a question mark, for example

MAP [?

SUMMARY: To get help using a command, enter the name of the commanc
followed by a question mark.
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CHAPTER 4

Changing the
Configuration

This chapter describes:
Changing the Network Configuration
Using Multiple Configurations

Changing the Network Configuration

From time to time, you may want to change your Invisible LAN configuration.
Here is how to do it:

Step 1. Start the Invisible LAN Setup program by entering the command
SETUP30
Step 2. Seledtoad/Create Initialization File from the Main Menu, and read

your initialization file into memory.

Step 3. SeledEasy Configuration (or Advanced Configuration) from the
Main Menu, and enter your new configuration.

Step 4. SelecBave Initialization File from the Main Menu, and save your
initialization file back to disk.

The next time you start Invisible LAN, your new configuration will take
effect.

SUMMARY: Use the Setup program to change the Invisible LAN config-
uration. You read the initialization file into memory, make the desired
changes, and then write the initialization file back to disk.
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Multiple Configurations

The Invisible LAN configuration is stored in an initialization file. You might
find it convenient to have more than one initialization file on your disk.

For example, it may be that sometimes you want to install the file server, an
other times you don't. In this case, you would have two initialization files: one
file that you use when you install the server, and another file that you use whe
you don't install the server.

Invisible LAN allows you to have more than one initialization file. The only
restrictions are that an initialization file must be located in the same directory
as the Invisible LAN program files, and the name of an initialization file must
end in .INI. For example, initialization files could have names like MIKE.INI,
VINCE.INI, or REGINA.INI.

Using Multiple Configuration Files

When you start Invisible LAN, you can specify the name of an initialization
file on the DOS command line. For example,

NET30 MIKE

would start Invisible LAN using the initialization file MIKE.INI. Notice that
you don'’t type the “.INI” on the command line.

Creating Multiple Configuration Files

Initialization files are created using the Invisible LAN Setup program. The
Setup program automatically supplies the default initialization file name,
NET30.INI. However, you can tell the Setup program to use a different file
name.

There are two ways you can create a new initialization file: you can create i
from scratch, beginning with the default parameter values; or you can modify
an existing initialization file.

To create a new initialization file from scratch:

Step 1. Seledtoad/Create Initialization File from the Setup program Main
Menu.
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Step 2. Enter the name of your new initialization file. The Setup program
creates the file and initializes all parameters to their default values.

Step 3. SeledEasy Configuration (or Advanced Configuration) from the
Main Menu, and enter your configuration.

Step 4. SelecBave Initialization File from the Main Menu, and save your
new initialization file back to disk.

To create a new initialization file by modifying an existing initialization file:

Step 1. Seledtoad/Create Initialization File from the Setup program Main
Menu.

Step 2. Enter the name of your existing initialization file. The Setup program
reads the file into memory.

Step 3. SeledEasy Configuration (or Advanced Configuration) from the
Main Menu, and make the desired changes to the configuration.

Step 4. SelecBave Initialization File from the Main Menu, and enter the
name of your new initialization file. The Setup program creates the file, and
the information in memory is written to disk in the new initialization file.

SUMMARY: Invisible LAN lets you have multiple initialization files, so
you can switch between configurations easily. You can specify which
initialization file to use on th&lET30 command line. You create your
initialization files with the Setup program, either by starting from scratch
or by modifying an existing initialization file.
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CHAPTER 5

Windows Driver
Installation

If you want to run Microsoft Windows on the network, you must install the
Invisible LAN Windows driver. This chapter will help you get the Invisible
LAN Windows driver up and running as quickly as possible. The topics
covered are:

Installation overview

Installing Windows

Installing Invisible LAN

Installing the Invisible LAN Windows driver
Installing the Invisible LAN icons

Starting the software

This chapter only gives basic information for installing the Invisible LAN
Windows driver. Chapter 10 provides more detailed information, and de-
scribes additional installation optiorisaportant — If you are using Win-
dows For Workgroups, see README.TXT or WORKGRP.TXT for special
instructions.

Installation Overview

Windows and Invisible LAN are both large programs with many functions.
Both of them need to be configured during installation.

The easiest way to begin is by installing Windows and Invisible LAN sepa-
rately. Installing the programs separately makes it much easier to diagnose ar
fix any problems that may arise. When both programs are installed anc
running, then you can link them together to complete your Invisible LAN
Windows installation.

In the following sections, we describe how to install Windows, and how to
install Invisible LAN. Then we describe how to link them together by install-
ing the Invisible LAN Windows driver.
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SUMMARY: The quickest way to install Invisible LAN for Windows is to
first install Windows, then install Invisible LAN, and then link them
together by installing the Windows network driver.

Installing Windows

Begin by installing Windows. This should be done without the network
running.

To install Windows, you need to copy the Windows program files onto your
hard disk, configure Windows for your computer, and modify your CON-
FIG.SYS file. All these tasks are performed with the Windows Setup program.

Follow the instructions in your Microsoft Windows User’s Guide for running
the Windows Setup program.

The Windows Setup program may ask you what type of network you are
using. At this time, you should select “No Network.” We will configure
Windows for network operation later, when we install the Invisible LAN
Windows driver.

SUMMARY: Install Windows in the usual way, in a “No Network” config-
uration. We will add the network support later.

Installing Invisible LAN

To install Invisible LAN, you need to copy the Invisible LAN program files
onto your hard disk, create the Invisible LAN initialization file, and modify
your CONFIG.SYS file. All these tasks are performed with the Invisible LAN
Setup program3ETUP30.

Chapters 2 and 8 describe how to use the Invisible LAN Setup program tc
configure the network software. If you are going to run Windows, you must
observe the following special requirements:

You must enable the Windows Support option when configuring Invisible
LAN. To do this, entely’ for Windows Support in the Invisible LAN
Setup program.

Do not install any of the Invisible RAM memory managers.
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If you install the disk cache, the Cache Data Location must be XM@&r
or EMS.

SUMMARY: Use SETUP30to perform the Invisible LAN installation.
EnterY for the Windows Support option in the Invisible LAN Setup
program.

Installing the Invisible LAN Windows
Driver

After installing both Windows and Invisible LAN, you are ready to install the
Invisible LAN Windows driver. Theetwork driveris the program that links
Windows and Invisible LAN together. With the network driver installed, you
have the full functionality of Invisible LAN for Windows.

The following procedure installs the Windows network driver. In addition, it
also creates an Invisible LAN group in Program Manager, and installs severa
icons in the group. The icons provide quick access to network functions fromn
within Windows.

The following instructions assume that your DOS PATH includes the directory
where Invisible LAN is installed (usually C:\NET30).

Step 1. SeledRun from the Program Managele menu.
Step 2. Type “QSETUPW” and choddK .

Step 3. A dialog box appears, asking if you want to install the Windows
network driver for Invisible LAN. Choos8K to install the driver.

Step 4. Wait while QSETUPW installs the driver and creates the Invisible
LAN group. This will take approximately 20 seconds.

Step 5. When the installation is complete, QSETUPW displays a dialog
box informing you that you have to restart Windows for the changes to
take effect. Chooseesto restart Windows.

SUMMARY: Use the QSETUPW program to install the Invisible LAN
Windows driver. This also creates an Invisible LAN group in Program
Manager.
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Starting the Software

Always start the network before starting Windows. A typical start-up sequence
looks like this:

NET30
WIN

The NET30 command starts the Invisible LAN software, and W&N
command starts Windows.

SUMMARY: Always start Invisible LAN before starting Windows.
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CHAPTER 6

Memory Usage

One of the outstanding features of Invisible LAN is its ability to optimize the
use of your computer’s memory. This chapter describes how to use Invisible
LAN when running a memory manager. The topics covered are:

Using shadow RAM
Using expanded memory
HIMEM.SYS

Using Shadow RAM

Shadow RAN memory that is located above 640K, and below 1M. You can
use shadow RAM to hold memory-resident programs, such as the Invisible
LAN network software. This frees up more conventional DOS memory for
your DOS applications. (Shadow RAM is also knowmupper memonand

high DOS memoty

In order to use shadow RAM, you need to insta@imory managesoftware.
You can use one of the Invisible RAM memory managers; refer to chapters
11-13. Alternatively, you can use another memory manager such as
Microsoft's EMM386, Quarterdeck’s QEMM-386, or Qualitas’ 386-MAX.

Loading Invisible LAN Into Shadow RAM

Most memory managers include a “loadhigh” utility that is used to load
memory-resident programs into shadow RAfdu should never attempt to
use a “loadhigh” utility to load Invisible LAN into shadow RAM.

You use the Invisible LAN Setup program to load the network sofware into
shadow RAM. When you configure the network software, the Setup program
asks if you want to use shadow RAM. Simply eMeiThen, when you start
Invisible LAN it automatically loads itself into shadow RAM.

Using the Setup program is more convenient than using a “loadhigh” utility.
And more importantly, this procedure yields much more efficient use of
shadow RAM, because Invisible LAN can allocate exactly the amount of
shadow RAM needed for the memory-resident portion of the software.
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Memory Manager Requirements

In order for Invisible LAN to load itself into shadow RAM, it has to commu-
nicate with the memory manager and allocate the memory it needs. For this t
work, Invisible LAN and the memory manager must speak the same “lan-
guage.”

Fortunately, Invisible LAN knows how to speak four different “languages”
when communicating with the memory manager:

The Microsoft XMS UMB Specificatiohhis is a standard developed by
Microsoft for allocating shadow RAM (the UMB stands for Upper Mem-
ory Block).

The MS-DOS 5.0 UMB Specificatidrhis is another standard developed
by Microsoft, that is provided if you run DOS 5.0 and use the command
DOS=UMB in your CONFIG.SYS file.

The Invisible RAM SpecificatioThis standard for allocating shadow
RAM was developed by Invisible Software, and is used in all the Invisible
RAM memory managers.

The QEMM-386 Specificatiohis standard was developed by Quarter-
deck, and is used in almost all versions of QEMM-386.

In order for Invisible LAN to utilize shadow RAM, you must have a memory
manager that implements at least one of the above four specifications. Luckily
almost every memory manager on the market today meets this requirement

Loading SHARE Into Shadow RAM

SHARE is a program provided as part of DOS. It is used on the file server tc
help manage file sharing. Because SHARE is closely associated with the
network, the Invisible LAN program loader has been designed to automati-
cally load SHARE for you.

In most cases, Invisible LAN can load SHARE into shadow RAM along with
the rest of the network software. However, there are certain unusual systel
configurations where Invisible LAN can’t load SHARE into shadow RAM,
even though itanload the rest of the network software into shadow RAM.

If you find that Invisible LAN isn't loading SHARE into shadow RAM, you
can use your memory manager’'s “loadhigh” utility to load SHARE into
shadow RAM. You should do this before starting Invisible LAN. For example:

LOADHIGH SHARE.EXE /F:2048 /L:20
NET30

In this example, LOADHIGH is the memory manager’s utility. Thand/L
are parameters to the SHARE program, that specify the filespace size and tt
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number of record locks.

Shadow RAM and Windows

You can use shadow RAM when running Microsoft Windows, provided that
your memory manager is Windows-compatible.

You should be aware that if you run Windows in 386 enhanced mode, it
requires some shadow RAM for its own use. Invisible LAN uses shadow
RAM so efficiently that it can fill up all the shadow RAM space, leaving
nothing for Windows.

If you find that Windows won't run when the network sofware is loaded into
shadow RAM, it may be that all the shadow RAM space is filled up. If this
happens, you should remove some of the network modules from shadov
RAM. (The advanced configuration section of the Setup program lets you
control shadow RAM usage on a module-by-module basis.)

SUMMARY: Shadow RAMalso calledupper memorpr high DOS mem-

ory) is memory that is located between 640K and 1M. To use shadow RAM,
you need to install a memory manager. With the memory manager installec
you can use the Invisible LAN Setup program to configure the network
software to use shadow RAM. Then, when you start Invisible LAN it
automatically copies itself into shadow RAM. Never try to use a “loadhigh”
utility to load Invisible LAN into shadow RAM.

Using Expanded Memory (EMS)

Expanded memoiig a way of making many megabytes of additional memory
that is accessible to DOS program. (Expanded memory is also kndstfiSas
memoryandLIM memory)

In order to use expanded memory, you need to inetgdanded memory
managersoftware. Most of the Invisible RAM programs can function as
expanded memory managers. Alternatively, you can use another memor
manager such as: Microsoft's EMM386, Quarterdeck’s QEMM-386, or
Qualitas’ 386-MAX.

Loading Invisible LAN Into Expanded Memory

Most of the network software can be loaded into expanded memory. You dc
this with the Invisible LAN Setup program. When you configure the network
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software, the Setup program asks if you want to use expanded memon
Simply enterY. Then, when you start Invisible LAN it automatically loads
most of itself into expanded memory.

Note — Loading the network software into expanded memory makes the
network run significantly slower.

Memory Manager Requirements

In order for Invisible LAN to load itself into expanded memory, it has to
communicate with the expanded memory manager and allocate the memoi
it needs.

Invisible LAN requires that the expanded memory manager be compatible
with the Expanded Memory Specificaton (EMS) version 4.0. Since virtually
every expanded memory manager conforms to EMS 4.0, you should be abl
to use any expanded memory manager that you happen to have.

Using Expanded Memory With Shadow RAM

It is possible to use both expanded memory and shadow RAM at the sam
time. Table 6-1 shows the result of each possible selection.

Table 6-1. Invisible LAN Software Memory Usage Options
Use EMS? |Use Shadow? Result

N N The entire network software is loaded into
conventional DOS memory

N v The entire network software is loaded into
shadow RAM
Most of the network software is loaded into EMS,

Y N and the remainder is loaded into conventional
DOS memory

v v Most of the network software is loaded into EMS,
and the remainder is loaded into shadow RAM
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SUMMARY: Expanded memorfalso calledEMS memonpor LIM mem-

ory) is a way of adding several megabytes of memory to a DOS system. Tt
use expanded memory, you need to install an expanded memory manage
compatible with EMS 4.0. With the expanded memory manager installed,
you can use the Invisible LAN Setup program to configure the network
software to use expanded memory. Then, when you start Invisible LAN it
automatically copies most of itself into expanded memory, leaving the
remainder in conventional DOS memory or shadow RAM.

HIMEM.SYS

HIMEM.SYS is a device driver that can be used with 286, 386, and 486
systems. HIMEM.SY'S controls access to the computer’s extended memory.

Loading DOS High

With DOS 5.0, if you install HIMEM.SY'S you can load most of DOS into the
high memory aredthe first 64K of extended memory). To do this, place the
following lines into your CONFIG.SYS file:

DEVICE = C:\DOS\HIMEM.SYS
DOS = HIGH

The DOS=HIGH statement tells DOS to load itself into the high memory area.
This frees up more conventional memory for DOS applications.

Invisible LAN doesn't care if DOS is loaded high or not. Invisible LAN works
either way.

Using the Disk Cache with HIMEM.SYS

The Invisible LAN disk cache supports two methods for accessing extendec
memory. The method used depends on how you configure the Cache Dat
Location in the Invisible LAN initialization file:

If the Cache Data Location EXTENDED, the cache uses the BIOS
(INT 15) interface for accessing extended memory.
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If the Cache Data Location ¥MS, the cache uses the XMS (eXtended
Memory Specification) interface for accessing extended memory.

If you are using HIMEM.SYS, the configuration of HIMEM.SYS must match
the configuration of the disk cache, as described below:

Configuration 1: Cache Data Location is EXTENDED

If the Cache Data Location SXTENDED, then you have to use the /INT15
parameter on HIMEM.SY'S to allocate extended memory for the cache.

Example — Suppose you want to use 2048K of extended memory for the
cache. If you set the Cache Data LocatioBXd ENDED, you need to install
HIMEM.SYS as follows:

DEVICE = C:\DOS\HIMEM.SYS /INT15=2048

Configuration 2: Cache Data Location is XMS

If the Cache Data Location XMS, then you mushot use the /INT15
parameter to allocate extended memory for the cache. If the Cache Dat
Location isXMS, the cache makes direct calls to HIMEM.SYS to obtain the
extended memory it needs.

Example — Suppose you want to use 2048K of extended memory for the
cache. If you set the Cache Data LocationXidS, you need to install
HIMEM.SYS as follows:

DEVICE = C:\DOS\HIMEM.SYS

In this example, you have to set the Cache Data Size to 2048, to tell Invisibl
LAN that you want to use 2048K of extended memory for the cache. (If you
don't specify a value for Cache Data Size, the cache automatically uses a
available extended memory.)

SUMMARY: HIMEM.SYS is the Microsoft device driver that controls

access to extended memory. It allows DOS 5.0 to load itself into the high
memory area. When using the cache together with HIMEM.SYS, the two
programs must be configured so they cooperate in using extended memor
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CHAPTER 7

Setting Up Invisible
LAN

Invisible LAN can be configured in a wide variety of ways, to fully exploit the
capabilities of your computer system and meet your exact requirements
Chapters 2 through 6 gave quick-start procedures for installing some basi
configurations. In this chapter, we begin the discussion of Invisible LAN’s
advanced configuration options.

The topics covered in this chapter are:
Starting Invisible LAN
Creating an Initialization File
Setting Up CONFIG.SYS

Starting Invisible LAN

The configuration of Invisible LAN is controlled by a wide varietypafam-

eters Each parameter controls some specific aspect of Invisible LAN. For
example, one parameter specifies whether or not to load the server; anoth
parameter specifies the type of network hardware to use; another specifies tt
number of network files that the redirector can support; and so on.

You are probably familiar with computer programs that accept parameters ol
the DOS command line. Invisible LAN has too many parameters to be entere
on the DOS command line. Therefore, the Invisible LAN parameters are
stored in arnitialization file. When you give thBIET30 command to start up
Invisible LAN, it reads the initialization file and takes its parameters from the
file.

The default name of the initialization file is NET30.INI. However, you can
specify a different name if you want to. The procedure for starting Invisible
LAN is shown below.
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To start Invisible LAN, type
NET30 [init_file]

The command-line parameter has the following meaning:

init_file The name of an initialization file. The file must be
located in the same directory as the Invisible LAN
program files. The name of the initialization file must
end in .INI, however, you should not type .INI on the
command line. The square brackets indicate that
init_file is optional; if omitted, it defaults to NET30.

Example—Suppose you have an initialization file named MICHAEL.INI.
You would tell Invisible LAN to take its parameters from the initialization file
MICHAEL.INI by entering

NET30 MICHAEL

SUMMARY: Theinitialization file contains the parameters that define the
configuration of Invisible LAN. With theNET30 command, you can
specify which initialization file to use.

Creating an Initialization File

To create an initialization file, you use the Invisible LAN Setup program.
To start the Invisible LAN Setup program, type

SETUP30

If your computer has a monochrome VGA display (like many laptop comput-
ers do), the display may be easier to read if you use the command

SETUP30 /B

The program loads into memory and displays its Main Menu as shown in
figure 7-1. The keys used to control the Setup program are shown in a line ¢
the bottom of the screen. The Setup program also has on-line help. To acce
the on-line help, predsl.

7-2 Setting Up Invisible LAN



| Invisible LAN Setup

NETWORK SETUP MAIN MENU

Copy Files to Hard Disk

LoadsCreate Initialization File
Easy Conf iguration

Advanced Conf iguration

Bave Initialization File

Modify CONFIG.SYS

Exit from Setup Program

oples nvisl e rrogram

|HELP Rl ACT IVATE P TeN Esc 1‘ 4 PgUp PgDn Home End A-Z
Figure 7-1. Setup Program Main Menu

Step 1: Enter the File Name

Select_oad/Create Initialization File from the Setup program’s Main Menu.
Then type in the name of the initialization file that you want to create. The
Setup program provides a default file name of NET30.INI, but you can type
over this name.

If the file you specify does not exist, the Setup program creates the file
and sets all parameters to their default values.

If the file you specify already exists, the Setup program loads the file into
memory so you can modify the parameters.

Remember that the name of the initialization file must end in .INI, and the file
must be stored in the same directory as the Invisible LAN program files.

After you enter the file name, the Setup program displays the file name in the
upper left corner of the screen.

Step 2: Select Parameters

SelectAdvanced Configuration from the Setup program’s Main Menu. The
Advanced Configuration Menu appears as shown in figure 7-2. From this
menu, you can select which parameters you want to modify.
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| C:\NET3B~HET38.INI Invisible LAN Setup

CONF IGURATION

General Hetwork Parameters

Transbios Parameters

Server Parameters

Print Spooler Parameters

Ultra Server Parameters

Share Parameters

Disk Cache Parameters

Redirector Parameters

Drive Mappings

Printer Happings

Hail Parameters

Hetbios Parameters

Remote Login Client Parameters

Remote Login Host Parameters
¥ Memory Manager Parameters

Selects which Invisible LAN programs to load

[ENIF1 NI Enter [NIMIAE=c E3REglt | Pglp Pgln Home End A-Z
Figure 7-2. Advanced Configuation Menu

For convenience, the parameters are divided into seventeen categories. Y
need to select a category, and then the Setup program lets you modify th
parameters in that category.

The first twelve categories control the network software, and are described i
chapter 8. The next two categories control the remote login software, and ar
described in thénvisible LAN Remote Instruction Manudihe last three
categories control the Invisible RAM memory managers, and are described il
chapter 13.

After you have modified the parameters, pEEssto return to the Main Menu.

Step 3: Save the File

SelectSave Initialization File from the Setup program’s Main Menu. The
Setup program writes the initialization file back out to the disk, with your
parameters in the file.

You can use the new initialization file when you start Invisible LAN.

SUMMARY: With the Setup program, you can enter the name of an
initialization file, modify the Invisible LAN parameters, and then save the
initialization file with the new parameter values.
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Setting Up CONFIG.SYS

DOS reads the text file CONFIG.SYS at startup and uses the information ther
to set the system configuration. In effect, CONFIG.SYS is the initialization
file for DOS, just as NET30.INI is the initialization file for Invisible LAN.

When using Invisible LAN, you need to place some statements into your
CONFIG.SYS file. There are two ways you can modify your CONFIG.SYS
file. One way is to load the Invisible LAN Setup progra®ETUP30 and
selectModify CONFIG.SYS from the Main Menu. The other way is to use a
text editor to edit the CONFIG.SYS file. Either method is acceptable.

Invisible LAN Device Drivers

To use Invisible LAN, you need to install tvaevice driversn the CON-
FIG.SYS file. The device drivers are calleddACHE30.SYS and
N30DEV.SYS These device drivers use very little memory (about 100 bytes
each), and it is safe to leave them in your CONFIG.SYS file all the time, even
when you are not using the network.

To install the Invisible LAN device drivers, place the following two lines
in the CONFIG.SYS file:

DEVICE=C:\NET30\CACHE30.SYS

DEVICE=C:\NET30\N30DEV.SYS

You can specify a drive and path different from C:\\NET30, if you wish.
CACHE30.SYS mustbe thevery first device driver installed in your
CONFIG.SYS file. SimilarlyN30DEV.SY Smustbe thevery lastdevice
driver installed in your CONFIG.SYS file. If there are any otbér
VICE= statements in your CONFIG.SYS file, they must caafter
DEVICE=CACHE30.SYS andbeforeDEVICE=N30DEV.SYS.
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Disk Buffers

DOS usesuffersin memory to temporarily hold data being sent to or from
the disk. In general, the more buffers you have, the faster the system run
Having a large number of buffers is particularly important for a computer that
is used as a server. Each buffer uses approximately 528 bytes of memory.

If you are using the disk cache, then the number of DOS buffers has only
slight effect on system performance. Therefore, if you use the disk cache yo
may want to save memory by reducing the number of buffers.

To specify the number of disk buffers, the CONFIG.SYS file should
contain the command

BUFFERS=number

The parameter has the following meaning:

number The desired number of buffers (1 to 99). In general, the
recommended command for Invisible LANBSFF-
ERS=2Q If you use the disk cache, you can save
memory by specifyinUFFERS=4.

Drive Letters

The LASTDRIVE command in the CONFIG.SYS file specifies the
number of different drive letters that you can use. The command syntax
is:

LASTDRIVE=drive_letter

The parameter has the following meaning:

drive_letter An alphabetic character ranging from Ato Z. It repre-
sents the last valid drive letter. For the redirector, it is
important to specify a large number of different drive
letters, because you need a different letter for each
network disk you access. The recommended com-
mand for Invisible LAN i ASTDRIVE=Z .
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File Control Blocks and File Handles

There are two ways to open a disk file under DOS: usifilg aontrol
block, and using éile handle TheFCBS command in the CONFIG.SYS
file specifies the number of files that can be open using file control blocks.
The command syntax is:

FCBS=max_number,prot_number

The parameters have the following meanings:

max_number The maximum number of files that can be opened by
file control blocks (1 to 255).

prot_number The number of file control blocks that cannot be
closed automatically by DOS (0 to 255). If a program
tries to open too many files with file control blocks,
DOS automatically closes the least recently used file
control block. The firstprot_number file control
blocks are protected from being closed. The recom-
mended command for Invisible LAN KCBS=16,8

The FILES command in the CONFIG.SYS file specifies the number of
files that can be open using file handles. The command syntax is:

FILES=number

The parameter has the following meaning:

number The maximum number of files that can be opened
using file handles (8 to 255). Each handle uses approx-
imately 48 bytes of memory. For a server, it is import-
ant to specify a large number in thkES command,
because each file opened by another computer on the
network uses a file handle on the server. (Exception —
If you configure the server to allocate a private file
table, then the value &fILES has no effect on the
number of files that can be opened by network work-
stations.) The recommended value for Invisible LAN
is FILES=100.
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System Stack Resources

7-8

The STACKS command in the CONFIG.SYS file specifies the number
and size of the stacks that are used for processing interBIREKS
can only be used with DOS version 3.2 or later. The command syntax is:

STACKS=number,size

The parameters have the following meanings:
number The number of stacks to allocate (8 to 64).

size The size (in bytes) of each stack (32 to 512). The
recommended command for Invisible LAN is
STACKS=32,128 Exceptions: If you use Ultra
Server (the high-performance file server), the recom-
mended command 8TACKS=32,256 If you use the
386 Virtual Mode memory manager (Invisible RAM
386), you can save memory by specifying
STACKS=0,0.

SUMMARY: You use the CONFIG.SYS file to install the two device
drivers required by Invisible LAN. You also use CONFIG.SYS to configure
DOS so that it works smoothly in combination with Invisible LAN.
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CHAPTER 8

Advanced Network
Configuration

This chapter describes all the parameters that are available for configuring th
network software.

Invisible LAN has a large number of parameters, so you can configure it tc
match your exact needs. By changing parameters, you can optimize th
network’s performance, control the use of system memory, and configure the
software to match the size of the network — anything from 2 stations to 10C
or more.

All the parameters can be adjusted using the Invisible LAN Setup prograrn
(SETUP30. The parameters are stored in the Invisible LAN initialization file,
and they go into effect the next time you start Invisible LAN.

The parameters covered in this chapter are:
General parameters
TransBIOS parameters
NetBIOS parameters
Server parameters
Print Spooler parameters
Redirector parameters
Drive Mapping parameters
Printer Mapping parameters
Cache parameters
SHARE parameters
Mail parameters
Ultra Server parameters

Parameters that control the Invisible RAM memory managers are describe
separately, in Chapter 13.
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General Parameters

The General Parameters select which programs you want to load. They als
define your user name on the network.

The general parameters are entered on the General Parameters screen,
shown in figure 8-1.

8-2

User Nameis your name on the network. You can enter a name from 1 to
15 characters in length. Each network user must have a different name.

Software Versionis the Invisible LAN software version you want to use.
UseF5 andF6 to select the version. The available versions depend on
which software you have purchased; ptes$or a complete list.

STANDARD selects the standard version of Invisible LAN, which can
be used on any computer running DOS or Windows.

ULTRA_SERVER selects the high-performance file server software,
which is used mainly to set up a dedicated server. This version requires
386 or 486 computer with extended memory. In addition, if you use Ultra
Server, you cannot use any 386 memory manager (such as EMM386 c
QEMM-386). Also, if possible, you should not use HIMEM.SYS. These
restrictions allow Ultra Server to have direct access to extended memory

REMOTE_LOGIN selects the remot login client software. This option
is described in thivisible LAN Remote Instruction Manual

Network Hardware is the type of network hardware you are using. Use
F5 andF6 to select the type that corresponds to your network hardware.

If you need help selecting the correct hardware type, [preder an
explanation of the different hardware types. If you need additional help,
refer to the text file HARDWARE.TXT, which contains an extensive
description of the supported network hardware.

Load Server specifies if you want to load the Invisible LAN server. The
server allows other users to make use of your disks and printersYEnter
orN.

Load SHARE indicates whether to load the DOS SHARE program. You
mustload SHARE if you are loading the server. Enfeor N. Note —
There are two ways to load SHARE: you can eMtéor this parameter
and let Invisible LAN load SHARE; or you can load the SHARE program
from the DOS command line (or batch file) before starting Invisible LAN.

Load Cachespecifies if you want to load the Invisible LAN disk cache.
The disk cache speeds up hard disk operation by keeping recently use
disk data in memory. The disk cache is very beneficial for servers,
however it can be used on workstations as well. Bhi@rN.
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| C:\NET3B~HET38.INI Invisible LAN Setup

|| ADVANCED CONFIGURATION
SET GENERAL NETHORK PARAMETERS

User Hame [MIKE |
Softuware Version STANDARD

Hetwork Hardware ETHERHET_Z888

Load Server
Load SHARE

Load Cache

Load Redirector
Load Mail
Hindows Support

Type the name of your network station

[ENdr1 POEArFY [N E=c EIWEgd Enter t 4 Tab EIEI -+ +— Ins Del Home End
Figure 8-1. General Parameters screen

Load Redirector specifies if you want to load the Invisible LAN redirec-
tor. The redirector lets you use disks and printers that are attached t
servers. EnteY orN.

Load Mail indicates whether or not to load the electronic mail program.
Mail lets you send brief, one-line messages to other users.\EoteN.
Note that if you load mail, then you must also load the redirector.

Windows Supportindicates whether or not to load the Windows version
of Invisible LAN. You must load the Windows version if you want to run
Microsoft Windows. EnteY or N.

SUMMARY: The General Parameters screen lets you select which Invisible
LAN programs to load, and define your user name on the network.

TransBIOS Parameters

TransBIOSis the basic network communication software used by Invisible
LAN. TransBIOS is responsible for controlling the network hardware and
providing communication services used by all the other Invisible LAN pro-
grams.

The TransBIOS parameters are entered on the TransBIOS Parameters scre
as shown in figure 8-2.
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| C:\NET3B~HET38.INI Invisible LAN Setup |

| ADVANCED CONFIGURATION |
SET TRANSBIOS PARAMETERS

Code Memory Location Applications (4-256)
Data Memory Location Data Size (B-256) ]
Retry Linit Hardware I-0 Port [ ]

Hardware IR0 Level [ ]

Sessions (4-256)

Polls (2-16) Hardware Memory Addres= [N

32|

Hames (4-256) Hardware DHMA Channel [ ]
(4|
[16_]

Responses (4-256) Haximum Packet Size [ ]

progran code

[ER F1 ml—'ﬁ Esc Enter 1t 1 Tab I-'5 Back F6=Next A-Z
Figure 8-2. TransBIOS Parameters Screen

RAM Versus ROM

There are two ways to start TransBIOS. One way is to load TransBIOS intc
memory from disk, using theET30 command. The second way is to use the
TransBIOS/NetBIOS ROM located on the network card; if you use the BIOS
ROM, then TransBIOS starts automatically when you turn on your computer.
(Note — Not all network cards have TransBIOS/NetBIOS ROMSs.)

If your computer is a 286, 386, or 486, then the RAM version of TransBIOS
is considerably faster than the ROM version. For this reason, it is generally
good idea to disable the TransBIOS/NetBIOS ROM and use the RAM version

All the parameters described in this section are effective with the RAM
version of TransBIOS. The parametersrareeffective with the ROM version

of TransBIOS, except for thRetry Limit andData Location parameters.
The ROM version of TransBIOS simply uses the default values for all the
parameters (except the two mentioned).

Memory Allocation

With the memory allocation parameters, you can control the amount and typ
of memory (conventional, shadow, or EMS) used by TransBIOS. These
parameters also control the type of memory used by NetBIOS.

The TransBIOS program is divided in two piecesode segmergnd adata
segmentThe code segment contains the TransBIOS program code, and i
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approximately 16K in size. The data segment contains TransBIOS data table
and network packet buffers, and is variable size. (On Ethernet hardware,
typical size for the data segment is 24K.) Separate parameters are provided
control these two segments.

Code Memory Location specifies the type of memory used for the
TransBIOS code segmenDOS, SHADOW, or EMS. To use
SHADOW, you must load a memory manager that provides shadow
RAM or upper memory. To udeMS, you must have expanded memory
in your system compatible with EMS version 4.0. The default value for
this parameter iBOS. Note — For the ROM version of TransBIOS, the
code segment is located in the ROM.

Data Memory Location specifies the type of memory used for the
TransBIOS data segmemOS or SHADOW. To useSHADOW, you

must load a memory manager that provides shadow RAM or upper
memory. The default value for this parameteD{®S. Note — This
parameter is effective for both RAM and ROM versions of TransBIOS.

Data Sizespecifies the size of the TransBIOS data segment, in kilobytes.
The value can range from 0 to 256. The default value varies depending
on the type of network hardware you use; the default is 24 for most
Ethernet boards. To specify the default value, leave this field blank.
Entering O does not give a zero-size data segment; instead, it gives th
minimum allowed segment size (which varies depending on the network
hardware, and is only a little smaller than the default size). On a dedicate:
file server, you can improve performance by increasing this parameter s
that there are more network packet buffers available to handle worksta
tion requests.

Timing
There is one parameter to control the session timeout used by TransBIOS.

When you reboot a server, all the workstations automatically re-map thei
drives and printers by creating new network sessions with the server. How
ever, before this can happen, the old network sessions have to be aborted. T
following parameter controls how long it takes to abort old network sessions.

Retry Limit is the number of times that TransBIOS retries a network

transmission before aborting a session. Each retry takes one or twi
seconds. Thus, this parameter controls the amount of time it takes fo
network sessions to die. The default value is 32. The allowable range o
values varies depending on the network hardware; however, if the value
you enter is out of range, TransBIOS simply uses the closest legal value
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Resource Allocation

These parameters are very technical in nature, and most users will not have
modify them. They control TransBIOS resources, which determine how many
different things TransBIOS can do simultaneously (for example, how many
network sessions there can be).

In general, increasing these parameters increases the memory consumed
TransBIOS data tables (which are part of the TransBIOS data segment).

Sessiongs the number of network sessions that TransBIOS supports. The
value can range from 4 to 256, and the default is 32edgsionis a
“connection” between two programs on the network, that allows them to
transfer data. For example, the server has a session with each redirect
that is mapped to it, and the mail program uses a session to send ma
messages across the network. Thus, this parameter determines how ma
programs you can be “connected” to simultaneously. If you are making a
server that needs to support more than 30 workstations, you need t
increase this parameter.

Namesis the number of network names that TransBIOS supports. The
value can range from 4 to 256, and defaults to 18. Most network program:
identify themselves on the network by name. So this parameter indirectly
determines how many network programs you can use at one time
Note — TransBIOS uses 2 names internally, and Invisible LAN uses 2 or
3 names.

Applications is the number of TransBIOS application programs that can

be running on your computer at one time. Allowed values are 4 to 256,
and the default is 16. The server, the redirector, the network managel
NetBIOS, and TransBIOS each count as one application.

Polls is the number of network poll commands that can be processec
concurrently. Allowed values are 2 to 16, with a default dfldte —
There is no known reason to change this parameter.

Responsess the number of network poll responses that can be pending
concurrently. Allowed values are 4 to 256, with a default oNithe —
There is no known reason to change this parameter.

Hardware Configuration

When TransBIOS loads, it automatically detects the configuration of the
network hardware. This includes such things as the hardware’s 1/O por
address or interrupt level.
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In some instances, you may want to override the auto-detection mechanisi
and manually specify the hardware configuration. You might want to do this
if the auto-detect mechanism is interfering with other equipment in the
computer; or if your hardware has an unusual configuration that the auto-de
tect mechanism can't handle; or if you have two network boards installed anc
you want to direct TransBIOS to use a particular board. In these cases, you c:
use the following parameters to specify the hardware configuration. Refer tc
HARDWARE.TXT for a description of how these parameters affect the

particular type of network hardware you're using.

Hardware 1/O Port is the address of the network hardware 1/O port, in
hexadecimal. The allowed values depend on the type of hardware you're
using. If you leave this field blank, TransBIOS attempts to detect the port
address automatically.

Hardware IRQ Level is the interrupt level used by the network hard-
ware. It can be a decimal number from 2 to 15. (On XT-type computers,
it can be from 2 to 7.) If you leave this field blank, TransBIOS attempts
to detect the interrupt level automatically.

Hardware DMA Channel is the DMA (direct memory access) channel
used by the network hardware. It can be a decimal number from 0 to 7
(On XT-type computers, it can be from 1 to 3.) Most network hardware
does not use a DMA channel. If you leave this field blank, TransBIOS
attempts to detect the DMA channel automatically.

Hardware Memory Address is the segment address of the network
hardware’s shared memory, in hexadecimal. The allowed values depen
on the type of hardware you are using. Most hardware does not use an
shared RAM. If you leave this field blank, TransBIOS attempts to detect
the memory address automatically.

Packet Size

There is one parameter you can use to specify the size of the packets th
TransBIOS sends on the network.

Normally, TransBIOS sends the largest possible packets, since these are t
most efficient. This can create a problem if your network includes devices like
bridges and routers that cannot handle large packets. For example, mar
Ethernet bridges and routers cannot handle packets larger than 1514 bytes.
this case, you can use this parameter to force TransBIOS to limit its packet
to a size that the bridges and routers can handle.

Maximum Packet Sizeis the largest packet that TransBIOS can send on
the network, in bytes. You can enter a decimal number to specify the
maximum packet size, or leave this field blank to use the default. The
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default packet size varies depending on the type of network hardware
This parameter can only reduce the packet size below the default, i
cannot increase the packet size.

Note — On most Ethernet hardware, TransBIOS uses packets that ar
larger than the official Ethernet specification allows. Enter 1514 if you
want TransBIOS to adhere strictly to the official Ethernet specification.

SUMMARY: The TransBIOS parameters control the type and amount of
memory used by TransBIOS, the timing of TransBIOS sessions, the amourn
of resources that TransBIOS makes available, the network hardware cor
figuration, and the network packet size.

NetBIOS Parameters

NetBIOSis a standard network communication interface defined by IBM.
Many network application programs use NetBIOS to establish communica-
tion between different computers on the network.

Invisible LAN comes with two network protocols: NetBIOS and TransBIOS.
All the Invisible LAN programs (server, redirector, etc.) use TransBIOS, since
TransBIOS is faster. However, NetBIOS is included in order to make Invisible
LAN compatible with all the application programs that require NetBIOS.

The NetBIOS parameters are entered on the NetBIOS Parameters screen,
shown in figure 8-3.

| C:\NET3B~HET38.INI Invisible LAN Setup

| ADVANCED CONFIGURATION

| General Hetwork Parameters

SET HETBIDS PARAMETERS
Sessions (4-254)
Hames (4-253)

Conmands (4-254)

Hail Parameters

Hetbios Parameters

Remote Login Client Parameters
Remote Login Host Parameters
Hemory Manager Parameters

Type the maximum number of simultaneous network sessions (default is 32)
[EAA F1 PO F9 [EIEHR Esc [HEAHgf Enter 1t 1 Tab JHJ§J -+ +— Ins Del Home End

Figure 8-3. NetBIOS Parameters Screen
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RAM Versus ROM

There are two ways to start NetBIOS. One way is to load NetBIOS into
memory from disk, using theET30 command. The second way is to use the
TransBIOS/NetBIOS ROM located on the network card; if you use the ROM,
then NetBIOS starts automatically when you turn on your comphiate (—

Not all network cards have TransBIOS/NetBIOS ROMSs.)

If your computer is a 286, 386, or 486, then the RAM version of NetBIOS is
considerably faster than the ROM version. For this reason, it is generally ¢
good idea to disable the TransBIOS/NetBIOS ROM and use the RAM version

All the parameters described in this section are effective with the RAM
version of NetBIOS. The parameters ao¢ effective with the ROM version
of NetBIOS.

Memory Allocation

There are no parameters to control the type of memory (conventional, shadov
or EMS) used by NetBIOS. NetBIOS automatically uses the same type of
memory as TransBIOS. Refer to the previous section in this chapter for details

Resource Allocation

These parameters are very technical in nature, and most users will not have
modify them. They control NetBIOS resources, which determine how many
different things NetBIOS can do simultaneously (for example, how many
network sessions there can be).

Invisible LAN itself makes very little use of NetBIOS (it uses TransBIOS
instead). Therefore, NetBIOS resources are needed only for application prc
grams that use NetBIOS.

Sessiongs the number of network sessions that NetBIOS supports. The
value can range from 4 to 254, and the default is 32egsionis a
“connection” between two programs on the network, that allows them to
transfer dataNote — Each active NetBIOS session requires one Trans-
BIOS session, so if you increase this parameter you should also increas
the TransBIOS sessions parameter.

Namesis the number of network names that NetBIOS supports. The
value can range from 4 to 253, and defaults to 16. Most network program:
identify themselves on the network by naidete — Invisible LAN uses

one NetBIOS name, plus one additional name if the Remote Progran
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Load Server is startetllote — Each active NetBIOS name requires one
TransBIOS name, so if you increase this parameter you should alsc
increase the TransBIOS names parameter.

Commandsis the number of NetBIOS commands that can be outstand-
ing at one time. Allowed values are 4 to 254, and the default is 32.

SUMMARY: The NetBIOS parameters control the amount of resources that
NetBIOS makes available.

Server Parameters

Theserveris the program that makes your disks and printers available to othel
users on the network. The parameters described in this section let you config
ure the server.

There are two main reasons for changing the server configuration. One is t
control the type of memory that the server uses (conventional, shadow, o
EMS). The second reason is to control the number of workstations that th
server can support, and the resources that the server provides to those wol
stations.

The server parameters are entered on the Server Parameters screen, as sh
in figure 8-4.

| C:INNET3BMNET38. INI Invisible LAN Setup |

SET SERVER PARAMETERS

Use Shadow [N] Private Files [N] UPS Monitor [N]

Use EMS [N] Urite Pipeline H UPS I-0 Port 231
Locks (Z8-1888) Local Superuser [l UPS Power Fail Eye;)

Buffers (2-64) [El Block Ctl-Alt-Del Gl Discharge Time El
(1-68)

Sessions (2-256) I Audit Trail [N] Recharge Time
(1-68)

Files (z8-1068) ECZHE Audit Trail Size [EEEQ
(5AA-5ABAA )

RPL Image File: |

Enter ¥ to load the server software into shadow RAM (memory above 648K)
JaRan g Enter T 1 Tab BIZ¥g Y N F5 F6

Figure 8-4. Server Parameters Screen
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Memory Allocation

The server can use conventional DOS memory, shadow RAM, or EMS
(expanded memory). In order to use shadow RAM, you must install a memory
manager that provides shadow RAM or upper memory. To use EMS, you mus
have expanded memory compatible with the Expanded Memory Specificatior
version 4.0.

Use Shadowspecifies whether or not the server should use shadow
RAM. EnterY if you want the server to load itself into shadow RAM.
EnterN if you want the server to load itself in conventional DOS memory.
The default value for this parameteNs

Use EMS specifies whether or not the server should use expanded
memory. If you entel, then most of the server software is loaded into
expanded memory, and the remainder is loaded into conventional DOS
memory. If you enteN, the server does not use expanded memory. The
default value for this parameterNs Note that loading the server into
expanded memory significantly reduces performance.

Note — You can specifyy for bothUse ShadowandUse EMS If you do,
then most of the server software is loaded into expanded memory, and th
remainder is loaded into shadow RAM.

Resource Allocation

These parameters control the amount of resources that the server mak
available to the network. They determine the number of workstations that cai
use the server. They also determine the number of network files and recor
locks that the server supports. Additionally, they determine the amount of
buffer space that the server allocates for network buffers.

The default values of these parameters are generally adequate for supportil
up to six workstations. You will want to increase these parameters if more thai
six workstations are using the server. You will also want to increase these
parameters if your workstations make unusually heavy demands on the serve

Buffers is the number of network buffers allocated by the server. You can
enter a number from 2 to 64; the default value is 4. Each buffer uses 2K
bytes of memory. Increasing this value will increase the speed of the
server (however, there is no benefit to providing more than 4 buffers per
workstation). For a dedicated server, we strongly recommend increasing
the value of this parameter.

Sessiongs the number of network sessions that the server supports. Thi
determines the number of workstations that can use the server. You ca
enter a number from 2 to 256; the default value is 8. It is generally a gooc
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idea to allow at least two more sessions than the number of workstations
for example, if you have 12 workstations then you should provide at least
14 sessiondNote — If you enter a number larger than 30, you will need
to increase the number of sessions that TransBIOS supports.

Files is the number of network files that can be open concurrently. This
limits the total number of files that can be opened by all workstations
using the server. You can enter a value from 20 to 1000; the default valu
is 50. Note — The number of network files is also limited by the
Filespaceparameter of the DOS SHARE program. In addition, if you
specify N for Private Files then the number of network files is also
limited by the FILES= statement in the server's CONFIG.SYS file.
(ThereforeFiles values larger than 250 are not useful unless you specify
Y for Private Files)

Private Files specifies whether or not the server should allocate a private
file table. If you specifiN, then the number of open files is limited by the
FILES= statement in the server's CONFIG.SYS file. If you spe¥ify
then the number of open filesnst limited by the FILES= statement in
the server’s CONFIG.SYS fildlote— If you allocate a private file table,
then you cannot run Windows in 386 enhanced mode on the server.

Locks is the number of record locks that the server supports. The value
can range from 20 to 1000, with 20 as the default. Record locks are use
mainly by database applicatiomdote — The number of record locks is
also limited by thé.ocks parameter of the DOS SHARE command.

Remote Program Load

This parameter is only used if you have diskless workstations in the network
With diskless workstations, you need to set up one computer in the network t

act

as a Remote Program Load Server. RBenote Program Load Server

supplies the diskless workstations with a copy of DOS and other software tha
they need.

Refer to thddOS User Manudlor further information on setting up a diskless
workstation.

8-12

TheRPL Image File parameter is used to make the server into a Remote
Program Load (RPL) Server. If you want to enable the RPL Server, you
need to enter the name of a disk file that containsoa diskette image

You must enter the complete drive and path for the file (for example,
C:\NET30\BOOT.IMG). You need to use théAKEIMG program to
create the boot diskette image file; refer to @S User Manuafor
details. If you leave this parameter blank, then the RPL Server is not
enabled.
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Note — If you are using Ultra Server, then the RPL image file must be
located in the network directory (usually C:\NET30), or in a subdirectory
of the network directory, or on a drive that is not cached by Ultra Server.

Security Options

These parameters control the operation of the security system on the servelr

Local Superuser specifies if a person working locally at the server
should be auperusemwho has full access to all server resources, regard-
less of security permissions. If you ente(the default), the local user is

a superuser. If you entél, then the local user is subjected to the same
security checking as any other user.

Block Ctl-Alt-Del specifies whether or not to deactivate@te-Alt-Del
key. If you entelY, then you can’t reboot the server by pressitrAlt-
Del.

Audit Trail specifies whether or not the server should maintasualit

trail, which is a disk file that records all server activities, such as opening
files or submitting print jobs. Refer to tb®S User Manuabr Windows
User Manualfor additional information on audit trails.

Audit Trail Size is the desired size of the audit trail file. You should enter
a number from 500 to 50000; the default is 5000. The number represent
the number of records in the audit trail file; each record occupies 48 byte:
of disk space. This parameter is only used when the server creates a ne
audit trail file. If there is an existing audit trail file, the server uses the size
of the existing file.

UPS Monitoring

The server can monitor a UPSn(interruptable Power SupplyThis allows
the server to automatically shut itself down in an orderly manner when there
is a power failure.

UPS Monitor specifies whether or not the server monitors a UPS. Enter
Y if you want the server to monitor a UPS; otherwise éxter

UPS I/O Portis the address of the I/O port that the server uses to read the
status of the UPS. You must enter the address in hexadecimal.

UPS Power Failis the signal that the UPS generates when the power
fails. By pressingr5 andF6, you can sele®&ITO_LO throughBIT7_LO
andBITO_HI throughBIT7_HI . SelectingBITO_LO means that bit 0 in
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the I/O port is low when power has failed; selec&tig§0_HI means that
bit 0 in the I/O port is high when power has failed; seleddifigl LO
means that bit 1 in the 1/O port is low when power has failed; and so on.

Discharge Timeis the amount of time, in minutes, that the server waits
before shutting down when there is a power failure. If power is restored
within this time, the server does not shut down. You can enter a numbe
from 1 to 60; the default is 5. You should select a time that ensures the
server will shut down long before the UPS batteries are exhausted.

Recharge Timeis the amount of time, in minutes, to wait before restart-
ing the server when power is restored after a shutdown. You can enter
number from 1 to 60; the default is 30. You should try to set this time large
enough to allow the UPS batteries to recharge.

Note— For a “Novell Type 1” UPS monitoring card, the I/O address is usually
231, and the power fail signal is usuayT7_Hl .

Pipeline Parameter

This parameter is highly technical in nature. You will probably not have to
change its value.

TheWrite Pipeline parameter specifies whether or not the server can use
pipelined writes during file I/O. This means that write data is cached in
the server, and the workstation is immediately given permission to pro-
ceed while the data is written to the file at a later time. This speeds up file
writes significantly. However, the write pipeline may prevent some error
conditions from being reported to the workstation (for example, a totally
full hard disk). Also, it is conceiveable that some software may not work
properly with the write pipeline enabled (although we do not know of any
such software). You can entérto enable write pipeline, ¢t to disable
write pipeline; the default i¥. Note — The server’s write pipeline is
totally separate from the disk cache’s write-back feature.

SUMMARY: The server parameters control the type and amount of mem-
ory used by the server, and the amount of resources that the server mak
available to users. They also enable the remote program load function
security options, UPS monitoring, and file write optimization.
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Print Spooler Parameters

The print spoolercontrols the printers that you share with other users on the
network. It stores user’s print jobs in {ient queueand sends the jobs to the
printer one-by-one.

The print spooler is not actually a separate program; it is part of the servel
Using the parameters described in this section, you can define which printer
you want to make available for other network users. You can also define the
size and location of the print queue.

The print spooler parameters are entered on the Print Spooler Paramete
screen, as shown in figure 8-5.

| C:\NET3B~HET38.INI Invisible LAN Setup |

SET PRINT SPOOLER PARAMETERS

Access Formn Flow
Device Hethod Feed Cntrl Break Page

Printer #1

Printer #2

Spool Files (18-1868) EZHE Direct Print [H]

Buffer Size (64-2848) [Jksi Print Priority [TEITE

Spool Directory:

sz F5 or FB to select network printer #1

[ERdr1 PEAFrY [EEEA E=c [EI8Ed Enter t 4 Tab [IEON] F5=Back F6=Hext A-E
Figure 8-5. Print Spooler Parameters Screen

Defining Printers

You can define one or two network printers. Each printer that you define is
accessible to other users on the network. If you define two network printers
then the first printer is calledetwork printer #1 and the second printer is
callednetwork printer #2If you don’t define any network printers, then other
network users cannot use your printers.

For each network printer, you have to specify the following five parameters:

Deviceis the parallel port or serial port where the printer is connected.
Using F5 andF6, you can select fromPT1, LPT2, LPT3, COM1, or
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COM2. If you don't want to define a network printer, selbBDNE.
Note — You need to enter the port name where the printer is physically
connected; in particular, for a serial printer you must eGteM1 or
COM2, even if you normally use the DOS MODE command to redirect
LPT output to the serial printer.

Access Methodspecifies the method used to access the printer port. This
parameter is used only for a parallel printer; it is ignored for a serial
printer. You can sele®ORT or BIOS. If you selectPORT, the print
spooler sends data directly to the printer port hardware. If you select
BIOS, the print spooler uses the printer BIOS (INT 17h).

Form Feedspecifies whether or not to insert a page feed command at the
end of each print job. Entéf or N; the default value i¥'. You should
always enteN if you are using a PostScript printer.

Flow Control specifies the method used to send data to a serial printer.
This parameter is ignored for a parallel printer. You can sBiEBt (for

data terminal ready or XON (for transmit-on/transmit-off or
XON/XOFB. It is outside the scope of this manual to describe the
technical differences between these two methods. However, the defaul
value ofDTR should work with most printers.

Break Pagetells the print spooler to print a break page at the start of each
print job. Thebreak pagecontains the user name, job title, date and time,
and a graphic design. If you want a break page, s&®€tl if you are
using an ASCII printer, dPOSTSCRIPT if you are using a PostScript
printer, orPCL if you are using a PCL printer. If you don’t want a break
page, seledidONE.

Important — Whenever you share a printer, you should always establish &
mapping to the shared printer, so that your own printer output will go through
the print spooler. Use the Printer Mapping Parameters screen, described lat
in this chapter, to establish the mapping.

Note — You can change the form feed and flow control settings while
Invisible LAN is running. You can also change the design of the break page
Refer to theDOS User Manuabr Windows User Manudbr details.

Note — When using a serial printer, you need to use the DOS MODE
command to configure the serial port. Using MODE, you set the baud rate
parity, number of data bits, and number of stop bits. For example, to set COM!
to 9600 baud, no parity, 8 data bits, and 1 stop bit, you would use

MODE COM1:9600,N,8,1,P

With a shared printer, you should never use the MODE command to redirec
LPT output to the serial printer (asMODE LPT1=COML1). Instead, use a
printer mapping to make LPT output go to the serial printer, through the print
spooler.
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Print Queue Configuration

Print jobs are stored on the disk in temporary files. These files areprithe
queue The files stored in the print queue are sent to the printer one-by-one.

You can use the following parameters to control the configuration of the print
queue.

Spool Filesdetermines the maximum number of files that can be in the
print queue. You can enter a number from 10 to 1000; the default value i
50.

Spool Buffer Sizeis the size of the memory buffer that is used to transfer
data from the temporary print files to the printer. You can enter a number
from 64 to 2048; the default value is 128. If you are printing ordinary text
files, the default value should be adequate. If you are printing graphics
or using a page description language (such as PostScript), you may b
able to increase printing speed significantly by increasing this parameter

Spool Directory is the disk drive and directory where the temporary print
files are stored. By default, the print spooler uses the same directory
where the Invisible LAN program files are stored. However, you can
specify a different directory by entering a full drive and path. It is highly
recommended that you use a RAMDISK for the temporary files, as this
will speed up the printing.

Note— If you are using Ultra Server, then the temporary print files must
be located in the network directory (usually C:\NET30), or in a subdirec-
tory of the network directory, or on a drive that is not cached by Ultra
Server.

Direct Print indicates whether or not you want the print spooler to use
direct printing If you enteN (the default value), then the print spooler
does not send a job to the printer until the entire job has been receive
from the workstation. If you entéf, then the print spooler can send a job
to the printer at the same time that the job is being received from the
workstation.

Print Priority determines the amount of computer processing time that
is devoted to sending jobs to the printer. You can sélé8H , ME-
DIUM, orLOW. The default iMEDIUM . A higher priority gives more
time to printing and less time to the user working locally at the server.

SUMMARY: The Print Spooler Parameters let you define which printers to
share with the network, and the characteristics of the print queue.
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Redirector Parameters

Theredirectoris the program that lets you use disks and printers belonging to
other users on the network. The parameters described in this section let yc
configure the redirector.

There are two main reasons for changing the redirector configuration. One i
to control the type of memory that the redirector uses (conventional, shadow
or EMS). The second reason is to control the number of servers that th
redirector can support, and the resources that the redirector provides t
application programs.

The redirector parameters are entered on the Redirector Parameters screen
shown in figure 8-6.

| C:\NET3B~HET38.INI Invisible LAN Setup

SET REDIRECTOR PARAMETERS

Use Shadow RAH [0 Open Files (18-288)

Use EHWS [H] FCB Open Files (8-288)
Audio Alert H Print Timeout (B-255)
Auto Remap H Buffers (B-16)

Hait for Server [ Buffer Size (128-1536) 1536

Sesszions (2-32) EN Print Buffer Size (128-1536)

Passuord |

Enter ¥ to load the redirector software into shadow RAM (memory above BG48K)
A Enter T 1 Tab EISIIIY H F5 F6

Figure 8-6. Redirector Parameters Screen

Memory Allocation

The redirector can use conventional DOS memory, shadow RAM, or EMS
(expanded memory). In order to use shadow RAM, you must install a memory
manager that provides shadow RAM or upper memory. To use EMS, you mus
have expanded memory compatible with the Expanded Memory Specificatior
version 4.0.

Use Shadow RAMspecifies whether or not the redirector should use
shadow RAM. EnterY if you want the redirector to load itself into
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shadow RAM. EnteN if you want the redirector to load itself in conven-
tional DOS memory. The default value for this parametni is

Use EMSspecifies whether or not the redirector should use expanded
memory. If you enteY, then most of the redirector software is loaded into
expanded memory, and the remainder is loaded into conventional DOS
memory. If you enteN, the redirector does not use expanded memory.
The default value for this parameteNisNote that loading the redirector
into expanded memory significantly reduces performance.

Note— You can specify for bothUse Shadow RAMandUse EMS If you
do, then most of the redirector software is loaded into expanded memory, an
the remainder is loaded into shadow RAM.

Resource Allocation

These parameters control the amount of resources that the redirector mak
available to application programs. They determine the number of servers the
the redirector can be connected to simultaneously. They also determine th
number of network files available.

The default values of these parameters are generally adequate for mo
networks. You will want to increase these parameters if you need to use mor
than six servers simultaneously. You will also want to increase these parame
ters if your application software opens an unusually large number of network
files.

Sessionss the number of network sessions that the redirector supports
This determines the number of servers that you can use simultaneousl
You can enter a number from 2 to 32; the default value is 8. It is generally
a good idea to allow at least two more sessions than the number of server
for example, if you need to use 12 servers, then you should provide a
least 14 sessions.

Open Filesis the number of network files that can be open concurrently.
You can enter a value from 10 to 200; the default value N&@— The
number specified for this parameter, plus the value specified in the
workstation’'s CONFIG.SYS file, must not exceed 250. For example, if
you have FILES=100 in your CONFIG.SYS file, then you should not
enter a number larger than 150 for this parameter.

FCB Open Filesis the maximum number of network files that can be
open concurrently using the FCB method. The value can range from 8 tc
200, and defaults to 16.
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Redirector Cache Allocation

These parameters let you allocate a cache for network files. Allocating a cach

can

improve the performance of applications that perform sequential file

access using a small record size. It can also improve performance for applic:
tions that do repeated polling, such as repeatedly attempting to lock a recor
or open a file until the record or file becomes available.

Buffers is the number of buffers to allocate for caching network files. You
can enter a number from 0 to 16; the default value is 0. Allocating buffers
can improve the performance of applications that perform sequential file
access with a small record size.

Buffer Sizeis the size of the buffers used for caching network files, in
bytes. You can enter a value from 128 to 1536; the default is 1536. In
general, larger buffers make the caching more effective.

Print Buffer Size is the size of the buffers used for caching output to
network printers, in bytes. There are always three of these buffers, on
each for LPT1, LPT2, and LPT3. You can enter a value from 128 to 1536;
the default is 128. Increasing this value may speed up printing.

Miscellaneous Parameters

The following parameters are used to control miscellaneous aspects of th
redirector configuration.
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Print Timeout is the automatic print stream truncation time, measured in

seconds. Some application programs do not send an end-of-file at the en
of a print job. With this parameter, you can specify that the redirector
automatically end the print job whenever there is no printer activity for

the specified time. You can enter a number from 0 to 255. If you enter 0,
then the automatic print stream truncation is disabled. The default value
for this parameter is 0.

Passwordis your password. You have three options: (1) You can enter
your password, in which case the password is established automaticall
when you start Invisible LAN. (2) You can enteér’ ‘into the field, in
which case the redirector prompts you to enter your password when yol
start Invisible LAN. (3) You can leave the field blank, in which case no
password is established for you when you start Invisible LAN.

Audio Alert determines whether or not Invisible LAN can use the
computer’s speaker. If you entérthe redirector beeps the speaker when
afile server is slow in responding, and the mail program beeps the speake
when you receive mail. If you enthlr then Invisible LAN does not use
the speaker at all. The default value for this parame¥ér is
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Auto Remaptells the redirector what to do when a server is re-booted. If
you enterY, the redirector automatically re-establishes its drive and
printer mappings. If you ent&\, the redirector does not re-establish the
mappings; instead, it returns the “Abort, Retry, Fail?” error message. The
default for this parameter 1.

Wait for Server tells the redirector whether or not it should wait for the
server to be started when the initial drive and printer mappings are
established. This parameter affeatdy the initial mappings established
when Invisible LAN is first started (see the next two sections of this
chapter). EnteY or N; the default value i¥'.

Note — After Invisible LAN is started, you can change the settings for print
timeout, password, and audio; refer tofl@S User Manuabr Windows User
Manualfor details.

SUMMARY: The Redirector Parameters let you control the type of memory
(DOS, shadow, or EMS) used by the redirector. They also let you allocate
resources for application programs to use, allocate a cache for networl
files, and configure miscellaneous aspects of the redirector.

Drive Mapping Parameters

A drive mappingmakes one of your drive letters refer to a server’s disk.

With the drive mapping parameters, you can definaitial drive mappings.
When you start Invisible LAN, it automatically establishes the initial drive
mappings. After Invisible LAN is started, you can change the initial drive
mappings or establish new mappings; refer to DI@S User Manualor
Windows User Manudbr instructions.

The initial drive mappings are shown on the Drive Mapping Parameters
screen, as in figure 8-7. For each possible drive letter from A: to Z:, the scree
shows the initial mapping for the drive letter. If there is no mapping for a given
drive letter, the word “Local” is shown, indicating that the drive letter refers
to a local drive rather than a network drive. By default, all drive letters are
initially local.

To change the initial drive mappings, use the arrow keys to select a drive lette
and then predsnter. You are prompted to enter the following information:

Server's hame
Server’s drive letter or shorthame
Directory path (optional)
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| C:INNET3BMNET38. INI Invisible LAN Setup |

| DRIVE MAPPINGS

SSSERVERMNC 1\
SSUINCENTSD :\ACCOUNTS
Local

=» SNSERVERMLETTERSS

LINAE F1 GINUETNY Enter [OLWNR Esc EINANGE T 1 Pglp PgDn Home End A-Z

Figure 8-7. Drive Mapping Parameters Screen

SUMMARY: The Drive Mapping Parameters let you define the initial drive
mappings that are automatically established when Invisible LAN is started.

Printer Mapping Parameters

A printer mappingmakes one of your print devices (LPT1, LPT2, or LPT3)
refer to a server’s printer.

With the printer mapping parameters, you can definénitial printer map-
pings. When you start Invisible LAN, it automatically establishes the initial
printer mappings. After Invisible LAN is started, you can change the initial
printer mappings or establish new mappings; refer tdB8& User Manual

or Windows User Manudbr instructions.

The initial printer mappings are shown on the Printer Mapping Parameters
screen, as in figure 8-8. For each possible print device, the screen shows tl
initial mapping. If there is no mapping for a given print device, the word
“Local” is shown, indicating that the print device refers to a local printer rather
than a network printer. By default, all print devices are initially local.

To change the initial printer mappings, use the arrow keys to select a prin
device, and then predsnter. You are prompted to enter the following
information:

Server’s name
Server’s network printer number (1 or 2)
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| C:\NET3B~HET38.INI Invisible LAN Setup

| ADVANCED CONFIGURATION

General Hetwork Parameters
Transbios Parameters
Server Parameters

Print Spooler Parameters
Ultra Server Parameters

Share Pa
Disk Cac PRINTER HAPPINGS

Redirect

Drive Ha
Printer LPTZ SSSERVER~1
Hail Par LPT3 ==> Local
Hetbios
Remote Login Client Parameters
Remote Login Host Parameters
¥ Memory Manager Parameters

Figure 8-8. Printer Mapping Parameters Screen

Important — Whenever you share a printer, you should always establish &
mapping to the shared printer, so that your own printer output will go through
the print spooler. Use the Printer Mapping Parameters screen to establish tt
mapping. For example, suppose your name is ESTHER, and you are sharir
your printer LPT1 as network printer #2. You would use the Printer Mapping
Parameters screen to establish a mapping for LPT1; you would enter ESTHE
as the server’'s name, and 2 as the server’s network printer number.

SUMMARY: The Printer Mapping Parameters let you define the initial
printer mappings that are automatically established when Invisible LAN is
started.

Cache Parameters

Thedisk cachés a program that speeds up the operation of hard disk drives.
It speeds up disk reads by storing disk data in memory, where it can b
accessed very quickly. It speeds up disk writes by storing write data in
memory, and then writing it out at a later time, in background. In addition, the
cache uses a track buffering technique that speeds up disk operations |
reading or writing complete disk tracks, rather than individual sectors. Also,
the cache uses an elevator seek technique that reorders disk operations
minimize the movement of the disk head.
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The cache is particularly valuable when installed on a file server, because a
the workstations using the server benefit from the increased performance. Th
parameters described in this section let you configure the cache.

There are two main reasons for changing the cache configuration. One is t
control the type and amount of memory that the cache uses. The second reas
is to fine-tune the cache to get the best performance on your system.

The cache parameters are entered on the Cache Parameters screen, as sh
in figure 8-9.

| C:\NET3B~HET38.INI Invisible LAN Setup |

| General Hetwork Parameters |
SET CACHE PARAMETERS

Code Location Transfer Size (1-64) [9 ]

Data Location Associativity (1-64) [4 ]

Data Size I Background Tasks (4-256) [ZH

Hrite Policy WRITE_BACK Delay HWrite Time (2-255) EZE

BIOS Patch H Seek Horizon (1-16) ER
|| Hemory Manager Parameters "

Press F5 or F6 to select the type of memory to use for cache program code
[EAd F1 PO F9 IS Esc [HE8Eg Enter 1 1 Tab [ F5=Back F6=Hext A-Z

Figure 8-9. Cache Parameters Screen

Memory Allocation

The cache uses two blocks of memory: cache data and cache codachide
datais where disk data is stored; it can range in size up to several megabyte
Thecache codés the actual program code, plus the track buffer; it is typically
20K bytes in size.

With these parameters, you can control the cache’s memory usage.

Cache Data Locationspecifies the type of memory used for the disk
cache data. You can sel&i¥1S, or EXTENDED, or XMS. To USEEMS,

you need to have expanded memory compatible with EMS version 4.0
EXTENDED andXMS both select extended memory, which requires a
286, 386, or 486 computer. If you chodsSXTENDED, the cache
accesses extended memory using the BIOS (INT 15) interface. If you
choose XMS, you must have an XMS device driver, such as
HIMEM.SYS; the cache accesses extended memory by calling the XMS
device driver.
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Note— If you are running Windows, you cannot BS€TENDED as the
cache data location. You should 0€dS instead.

Cache Data Sizespecifies the amount of memory to use for the cache
data, in kilobytes. If you enter a value of 0, or if you leave the field blank,
then the cache uses all available memory. The default value of this
parameter is 0.

Cache Code Locatiorspecifies the type of memory to use for the cache
code. You can select eitHe©S or SHADOW. To use shadow RAM, you
need to install a memory manager that provides shadow RAM or uppel
memory. The default value of this parametdd@S.

Fine Tuning

The following parameters let you fine-tune the operation of the cache.

Associativity controls the organization of the cache data. Because the
cache data may contain hundreds of disk tracks, it would take a long time
to search through the entire cache to determine if a given track is in the
cache or not. Therefore, the cache data is groupedsstziationswith

a small number of buffers in each association. Each track on the disk ca
be cached in only one of the associations. This way, any track can b
located by searching just one association, instead of searching the entil
cache. The value of this parameter determines the number of buffers i
each association. You can enter a number from 1 to 64; the default valu
is 4.

Write Policy determines the method that the cache uses to write data tc
the disk. You can sele@®/RITE_THROUGH , WRITE_BACK , or
DELAYED_ WRITE ; the default value ¥/RITE_BACK .

Write-throughmeans that when a program performs a disk write, the data
is physically written to the disk immediately. The program must wait until
the physical disk write is complete.

Write-backmeans that when a program performs a disk write, the data is
stored in the cache. The physical disk write is started as soon as possibl
but then completes in background. The program does not have to wait fo
the physical disk write to complete. This is the default write policy.

Delayed-writemeans that when a program performs a disk write, the data
is stored in the cache. The physical disk write does not even begin unti
several seconds later. The physical disk write is performed entirely in
background, and the program does not have to wait for the disk write.

Write-back is much faster than write-through, since programs do not have
to wait until disk writes are physically completed. Delayed-write is even

Advanced Network Configuration 8-25



faster, but you should use delayed-write with caution; you will lose data
if you turn off or reboot your computer before the delayed write is
completedNote— You can change the write policy while Invisible LAN

is running; refer to th®OS User Manualor details.

Background Tasksis the maximum number of disk tracks waiting to be
written to the hard disk. For example, entering 8 would limit the cache to
at most 8 disk tracks waiting to be written. This parameter is effective
only when the write policy is write-back or delayed-write. You can enter
a number from 4 to 256; the default value is 64.

Delay Write Time is the amount of time that the cache waits before
writing data to the disk, when the write policy is delayed-write. The time
is measured in units of 1/18 second. The default value is 54 (3 seconds]

Seek Horizonspecifies the number of operations that the cache looks at
when deciding how to reorder disk operations. When there are severa
disk operations waiting to be performed, the cache reorders the operation
S0 as to minimize the amount of disk head movement. This improves disk
performance by reducing the amount of time that the system must wai
for the disk head to move into position.

This process is calleglevator seebecause it makes the disk head move
smoothly across the disk, just as an elevator in a tall building will first go
all the way to the top and then all the way to the bottom, picking up and
dropping off people as it goes.

In deciding how to reorder operations, the disk cache does not check a
the waiting operations. Instead, this parameter specifies the number o
operations to check. You can enter a number from 1 to 16. The defaul
value is 8.

Extended Memory Access

If the cache data is installed in extended memory, the following parameter:
determine the manner in which the cache program accesses extended memc
These parameters are ignored if the cache data is installed in expande
memory.
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Transfer Size is the maximum number of disk sectors that can be
transferred to or from extended memory in one operation. Since interrupt:
are disabled during transfers to or from extended memory, specifying toc
large a value can cause the system to lose interrupts. You can enter a val
from 1 to 64; the default value is 9.

BIOS Patch determines the method that the cache uses to access e»
tended memory. If you entét, the cache uses the computer’s built-in
BIOS routines to access extended memory. If you entehe cache
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program substitutes its own BIOS routines in place of the computer’s
built-in routines. This is useful because, on many computers, the cach
program’s BIOS routines are faster than the built-in BIOS routines. Also,
some 386-based computers have bugs in the built-in BIOS that may
interfere with the operation of the cache. The default value of this
parameter i¥'.

SUMMARY: The Cache Parameters let you specify the amount and type of
memory that the cache uses. They also let you fine-tune the cache an
control the method used to access extended memory.

SHARE Parameters

The SHARE program is not actually a part of Invisible LAN. SHARE is
supplied as part of DOS. However, since SHARE is used almost exclusively
by networks, Invisible LAN has been designed to handle the loading of
SHARE. The function of SHARE is to enforce the file sharing and record
locking rules. SHARE is mandatory if you load the server program.

There are two reasons for changing the SHARE configuration. One is tc
control the type of memory that SHARE uses. The second reason is to contre
the amount of resources that SHARE makes available for the file sharing an
record locking functions.

The SHARE parameters are entered on the SHARE Parameters screen,
shown in figure 8-10. Note that these parameters are effective only if SHARE
is loaded by the Invisible LAN loadeNET30.EXE). If SHARE is loaded
from the DOS command line, then the parameters must be placed on the DC
command line.

Memory Allocation

The SHARE program can use conventional DOS memory or shadow RAM.
In order to use shadow RAM, you must install a memory manager that
provides shadow RAM or upper memory.

Use Shadow RAMspecifies whether or not the SHARE should be loaded
into shadow RAM. EnteY if you want SHARE to be loaded into shadow
RAM. EnterN if you want SHARE to be loaded into conventional DOS
memory. The default value for this parameté\.is
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IE

NHNET38HET38. INI Invisible LAN Setup

| ADVANCED CONFIGURATION

| General Hetwork Parameters

SET SHARE PARAMETERS

Use Shadow RAHM [H]

Open File Hames Space PEUELH]

Record Locks (26 |

Hail Parameters

Hetbios Parameters

Remote Login Client Parameters
Remote Login Host Parameters
Hemory Manager Parameters

program 1nto sha memnory above

[ERArL DA o [COeEA Esc SRS Enter 1 4 Tab EISINIY N FS F6
Figure 8-10. SHARE Parameters Screen

Resource Allocation

These parameters control the amount of resources that the SHARE make
available to programs. On a file server, these parameters help determine tt
number of network files and file locks that the server supports.

The default values of these parameters are generally adequate for supportil
up to six workstations. You will want to increase these parameters on a serve
that supports more than six workstations. You will also want to increase thes
parameters if your workstations make unusually heavy demands on the serve
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Open File Names Spacis the amount of memory, in bytes, that SHARE
allocates to hold the names of all open files. The default value is 2048
This block of memory must be large enough to hold the full path names
of all files that are concurrently open. Thus, on afile server, this paramete
places a limit on the number of network files that the server can suppor
(along with the serverEBiles parameter, and the FILES= statement in the
server's CONFIG.SYS fileNote — This parameter performs the same
function as théF parameter on the SHARE command line.

Note — If you are using Ultra Server, this parameter must be large
enough to accomodate all the DOS channels used by Ultra Server (see tf
Ultra Server Parameters section later in this chapter). Generally, a valu
of 6000 is adequate. For Ultra Server, unlike the standard server, thi
parameter doesot limit the number of open files.

Record Locksis the total number of record locks that SHARE supports.
The default value is 20. Record locks are used mainly by database
applications. On a file server, this parameter places a limit on the numbe
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of network file locks that the server can support (along with the server’s
Locks parameter)Note — This parameter performs the same function as
the/L parameter on the SHARE command line.

Note — For Ultra Server, unlike the standard server, this parameter doe:
notlimit the number of concurrent record locks.

SUMMARY: The SHARE Parameters let you specify the type of memory
that SHARE uses, and the amount of resources that SHARE makes avai
able.

Mail Parameters

Mail is the program that lets you send and receive short messages to or fro
other users on the network. The parameters described in this section let yc
configure the mail program. This lets you control the type of memory that mail
uses (conventional, shadow, or EMS).

The mail parameters are entered on the Mail Parameters screen, as shown
figure 8-11.

| C:\NET3B~HET38.INI Invisible LAN Setup

| ADVANCED CONFIGURATION

General Hetwork Parameters
Transbios Parameters
Server Parameters

SET HMAIL PARAMETERS

Hail Parameters

Hetbios Parameters

Remote Login Client Parameters

Remote Login Host Parameters
¥ Memory Manager Parameters

CERF1 [EAFY [EWaAEsc [ Enter 1 { Tab FEFGIY N F5 F6
Figure 8-11. Mail Parameters Screen
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Memory Allocation

The mail program can use conventional DOS memory, shadow RAM, or EMS
(expanded memory). In order to use shadow RAM, you must install a memory
manager that provides shadow RAM or upper memory. To use EMS, you mus
have expanded memory compatible with the Expanded Memory Specificatior
version 4.0.

Use Shadow RAMspecifies whether or not the mail program should use
shadow RAM. EnteY if you want mail to load itself into shadow RAM.
EnterN if you want mail to load itself in conventional DOS memory. The
default value for this parameteriis

Use EMSspecifies whether or not the mail program should use expandec
memory. If you entely, then most of the mail software is loaded into
expanded memory, and the remainder is loaded into conventional DOS
memory. If you entel, mail does not use expanded memory. The default
value for this parameter is.

Note— You can specify for bothUse Shadow RAMandUse EMS If you
do, then most of the mail software is loaded into expanded memory, and th
remainder is loaded into shadow RAM.

SUMMARY: The Mail Parameters let you specify the type of memory that
Mail uses.

Ultra Server Parameters

Ultra Serveris a special high-performance version of the file server. Ultra
Server requires a 386 or 486 computer. It is intended mainly for use as
dedicated server, however you can use it in non-dedicated mode if you wish

Ultra Server uses extended memory to maintain a cache of file data. Unlike
the disk cache, which merely stores disk sectors, the Ultra Server cache stor
file data, directory entries, file handles, and record locks. Also, the Ultra
Server cache is multitasking, which allows multiple users to access the cach
data simultaneously.

The Ultra Server parameters are entered on the Ultra Server Paramete
screen, as shown in figure 8-12. These parameters control the configuration ¢
the Ultra Server cache.

Note — When you install Ultra Server, it runs in parallel with the standard
server. In other words, both Ultra Server and the standard server are runnir
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in the computer at the same time. Ultra Server handles cached drives, whil
the standard server handles uncached drives, printing, security, and manag
ment. This means that you can bs¢hthe standard server parametandthe

Ultra Server parameters to configure your system.

| C:INNET3BMNET38. INI Invisible LAN Setup |

SET ULTRA SERVER PARAMETERS

CACHE CONFIGURATION DRIVE CACHING OPTIONS

Network File Handles (18-32768)
Record Locks (18-65535)
Directory Entries (Z2B-65535)
D08 Chanmels (18-248)

Private File Table (Y¥/N)

Data Buffer Size (512-65824)

FIXED_DISK

—ImEETSOE D

MEMORY USAGE

Maximum Extended To Use (B-15)
Hyper—Extended Start (1-4895)
Hyper—Extended Size (B-4895)

Type the maximum number of concurrent open files (default is 588)

[iAd F1 N9 [Nl Esc EIdd Enter t 4 Tab I+ «— Ins Del Home End
Figure 8-12. Ultra Server Parameters Screen

Cache Configuration

These parameters control the allocation of memory within the Ultra Server
cache. They determine the number of network files and record locks that Ultrz
Server supports. Additionally, they determine the number of directory entries
that can be retained in the cache, and they specify how Ultra Server uses DC
file handles. And they also set the size of the buffers used for holding file data

The default values of these parameters are generally adequate for mo
installations. You only have to increase these parameters in the case of a ve
heavily used server.

Network File Handlesis the number of files that network users can open
concurrently. This limits the total number of files that can be opened by
all workstations using Ultra Server. You can enter a value from 10 to
32768. The default value is 500.

Note that thé&-ILES= value in CONFIG.SYS, and tl@pen File Names
Spaceparameter of the SHARE program, have no effect on the number
of file handles supported by Ultra Server.
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Record Locksis the number of record locks that Ultra Server supports.
You can enter a value from 10 to 65535. The default value is 1000. Recort
locks are used mainly by database applications.

Note that theRecord Locks parameter of the SHARE program has no
effect on the number of record locks supported by Ultra Server.

Directory Entries is the number of directory entries that Ultra Server
holds in its cache. The value can range from 20 to 65535, with a defaul
value of 1000.

DOS Channelsis the number of DOS file handles that Ultra Server can
use to read and write the disk. You can enter a value from 10 to 240; th
default value is 50.

Whenever Ultra Server needs to read or write a disk file, it calls DOS.
Since Ultra Server allows thousands of open files, while DOS only allows
255 file handles, it is not possible for Ultra Server to use a different DOS
handle for each network file. Instead, Ultra Server only opens DOS file
handles for the most recently used files. This parameter determines hoy
many DOS file handles Ultra Server may keep open.

Important — TheOpen File Names Spacearameter of the SHARE
program must include sufficient space for all of the DOS channels. We
recommend that you s@pen File Names Spact at least 100 times the
DOS Channelsvalue.

Private File Table specifies whether or not Ultra Server should allocate
a private file table for the DOS channels. If you spebifythen the
FILES= value in CONFIG.SYS does not have to allow for the DOS
channels used by Ultra Server. If you speblfithen theFILES= value

in CONFIG.SYS must be big enough to accomodate all the DOS channel
used by Ultra Server, in addition to any other files that are open at the
server. The default value Ys

Data Buffer Sizeis the size of each data buffer in the cache, in bytes. You
can enter a number from 512 to 65024; the default value is 8192.

For best results, the buffer size should be a multiple of the disk allocatior
unit (also called the cluster size). You can@sKDSK to find out your
disk’s allocation unit. For CD-ROMs, the allocation unit is always 2048
bytes.

When Ultra Server reads data from the disk, it always reads a complet
buffer, even if the entire buffer is not immediately needed. This “read-
ahead” is very effective at speeding up CD-ROMs and other optical disks,
because these types of disk are much more efficient at doing large reac
than small reads. You can use this parameter to adjust the amount ¢
“read-ahead” that Ultra Server performs.
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Memory Usage

These parameters control the amount of extended and hyper-extended mel
ory that Ultra Server uses. As a rule, you should try to give Ultra Server as
much memory as possible.

Memory below the 1 megabyte boundary is caltediventional memory
Memory between 1 megabyte and 16 megabytes is @attedded memory
Memory above the 16 megabyte boundary is cdiigubr-extended memory
Conventional memory is the only memory that is available to DOS applica-
tions. Extended memory and hyper-extended memory are only available t
programs such as Ultra Server that run in protected mode.

When Ultra Server loads, it attempts to detect how much extended an
hyper-extended memory you have available, and it automatically uses all thi
memory it can detect (unless you specify otherwise). Ultra Server can alway.
detect how much extended memory you have. However, if you have hyper
extended memory then Ultra Server may or may not be able to detect it.

The method Ultra Server uses to detect hyper-extended memory does n
work on all computers. Also, Ultra Server can detect at most the first 49M of
hyper-extended memory (that is, memory below the 65M boundary).

The parameters described in this section let you do two things. First, you ca
control how Ultra Server uses the memory that it is able to detect automati
cally. Second, if you have hyper-extended memory that Ultra Server is unabli
to detect automatically, you can manually tell Ultra Server to use that memory
Determining What Memory Ultra Server Can Detect

You can use th8HADOW program to see how much hyper-extended mem-
ory Ultra Server will be able to detect. With no network software running, give
the command
SHADOW [E
The program displays a message similar to this:
Extended memory size: xxxxxK
In the messagexxxx indicates the total amount of extended and hyper-ex-

tended memory that Ultra Server can detect. The following table shows som
typical values:
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Amount of Hyper-

SHADOW Display EXteB‘lﬁg hemory Sﬁ;ﬁ%ﬂ?:rﬁgg ‘
Automatically Memory
15360K oM 16M
19456K 4M 20M
23552K 8M 24M
27648K 12M 28M
31744K 16M 32M
35840K 20M 36M
39936K 24M 40M
44032K 28M 44M
48128K 32M 48M
52224K 36M 52M
56320K 40M 56M
60416K 44M 60M
64512K 48M 64M
65535K 49M 65M

Controlling the Use of Detectable Memory

The following parameter controls the usage of all the memory that Ultra
Server can detect automatically, regardless of whether it is above or below th
16M boundary. If you leave the parameter blank, then Ultra Server uses all th
memory that it can detect.

Maximum Extended To Useis the maximum amount of detectable
extended and hyper-extended memory that Ultra Server can use, i
megabytes. You can enter a value from 0 to 64. If you leave the field
blank, then Ultra Server uses all available extended and hyper-extende
memory that it is able to detect. If you enter 0, then Ultra Server does no
use any of the extended and hyper-extended memory that it is able t
detect.
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Example — Suppose tha8HADOW /E returns 31744K. This means that
Ultra Server can detect 15M of extended memory and 16M of hyper-extende:
memory, for a total of 31M. Let's say that you speciiflaximum Extended

To Useof 24. Then Ultra Server will use 24M of the memory that it can detect,
leaving 7M free. On the other hand, if you leBMaximum Extended To Use
blank, then Ultra Server will use the entire 31M.

Getting Ultra Server to Use Undetectable Memory

The following two parameters specify a region of hyper-extended memory
that Ultra Server can use. This is in addition to whatever hyper-extendec
memory Ultra Server can detect automatically. The region must not overlayg
with the hyper-extended memory that can be detected automatically. You ca
use these parameters to make Ultra Server use a block of hyper-extende
memory that it is unable to detect automatically.

Hyper-Extended Startis the starting location of undetectable hyper-ex-
tended memory, in megabytes. You can enter a number from 1 to 4095
The default value is 16, which is the starting location of hyper-extended
memory.

Hyper-Extended Sizeis the amount of undetectable hyper-extended
memory you have, in megabytes. You can enter a value from 0 to 4095
the default is 0. If you enter 0, then Ultra Server only uses the memory
that it is able to detect automatically.

Example — Suppose that your computer has a total of 48M RAM, which
means it has 1M of DOS memory, 15M of extended memory, and 32M of
hyper-extended memory. Suppose tBRIADOW /E returns 15360K. This
means that Ultra Server cannot detect any of your hyper-extended memory. |
this case, you should ddyper-Extended Startto 16 andHyper-Extended
Sizeto 32. Notice that the far right-hand column of the table above gives you
the value to use fddyper-Extended Start

Example — Suppose that your computer has a total of 128M RAM, which
means it has 1M of DOS memory, 15M of extended memory, and 112M of
hyper-extended memory. Suppose tBRIADOW /E returns 65535K. This
means that Ultra Server can only detect the first 49M of hyper-extendec
memory. In this case, you should d$é¢yper-Extended Start to 65 and
Hyper-Extended Sizeto 63. Notice again that the right-hand column of the
table gives you the value to use fdyper-Extended Start. The value for
Hyper-Extended Sizeis the amount of hyper-extended memory you have,
minus the amount that is detected automatically (63 = 112 - 49).
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Drive Caching Options

Ultra Server maintains a cache of file data. For each drive in the system fror
A: to Z:, there are three possibilities: (1) the drive can be uncached; (2) the
drive can be cached as a fixed disk, which allows both reading and writing; ol
(3) the drive can be cached as a CD-ROM, which allows only reading.

Files located on uncached drives are handled by the standard server. Ult
Server only handles files that are located on cached drives.

As a special exception to these rules, Ultra Server establishes dlzakioeit
zonein the network directory (usually C:\NET30). Files located in the network
directory are never cached, even if the network directory is on a cached drive
Also, files located in subdirectories of the network directory are never cached

When Ultra Server is started, it automatically determines which drives are
present in the system, and which of those drives are CD-ROMs. By default
drives A: and B: are uncached. Each installed drive from C: to Z: is cached a
either a fixed disk or CD-ROM, depending on the type of drive installed.

Using the drive caching options, you can override the default configuration of
Ultra Server and specify how Ultra Server is to cache each drive. For eac
drive from A: to Z:, you can pre$% andF6 to select one of the following
options:

BLANK selects default caching. For A: and B:, the default is no caching.
For each installed drive from C: through Z:, the default is to cache the
drive as either a fixed disk or CD-ROM, depending on the type of drive
that is installed.

NONE tells Ultra Server not to cache the drive.

FIXED_DISK tells Ultra Server to cache the drive as a standard

read/write drive. Users can read from the drive and write to the drive
(subject to the usual security permissions). Standard rules for file sharing
and record locking are enforced.

CD_ROM tells Ultra Server to cache the drive as a read-only drive. Users
can read from the drive, but they cannot write to it. Rules for file sharing
and record locking are suspended; all data on the disk is available to al
users at all times (subject to the usual security permissions).

SUMMARY: The Ultra Server Parameters let you specify the configuration
of the Ultra Server cache, the amount of extended and hyper-extende
memory that Ultra Server uses, and the caching options for each drive.
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CHAPTER 9

Guide to Configuring
Invisible LAN

Invisible LAN has many parameters that you can use to customize its config
uration. If you are new to Invisible LAN, you may need assistance to deter-
mine which parameters you ought to change. In this chapter, we provide the
assistance by explaining what parameters should be changed to achiey

various goals.

The topics covered are:
Optimizing performance
Minimizing memory usage
Large networks

Optimizing Performance

When properly configured, Invisible LAN can deliver outstanding perfor-
mance. In this section, we give a number of suggestions that should help yo
make the network run at the fastest possible speed.

The five most important things you can do to improve network performance
are:

Install Ultra Server on the server. Ultra Server is optimized to give the
fastest possible server performance. It uses fast 32-bit code, true multi
tasking, and file-level caching.

Install the disk cache on the server. A server with a disk cache is muct
faster than one without. For fastest performance, use the delayed-writ
write policy; if you're not comfortable with delayed-write, then use the
write-back write policy. (You can use both the disk cache and Ultra Server
on the same computer.)
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Don't use the TransBIOS/NetBIOS ROM on the network card. You get
much better performance by disabling the ROM and using the RAM
version of TransBIOS/NetBIOS. (Not all network cards have a Trans-
BIOS/NetBIOS ROM.)

Don't use EMS (expanded memory) for the network software; use DOS
memory or shadow RAM instead. The network software runs slower in
EMS because of the extra overhead of page mapping. Using shado\
RAM does not affect the speed of the network.

Use a fast computer for the server, preferably a 386 or 486. This may seel
obvious, but a 386 or 486 server gives much better performance than
286 or 386SX server. The network software uses fast 32-bit instructions
when installed on a 386 or 486. An 8088-based computer should not b
seriously considered for use as a server, due to its slow speed.

The following steps also improve the performance of the network, although
not as much as the four steps listed above.

9-2

Provide as much memory as possible to Ultra Server. If your computer
has hyper-extended memory (memory above 16 megabytes), configur
Ultra Server to use the hyper-extended memory.

Allocate as much memory as possible to the disk cache. You should try tc
allocate at least 2 megabytes for the cache data. However, if you don’
have this much memory, use whatever you have; even a small cache
better than no cache at all. (If you are using both the disk cache and Ultr:
Server, we recommend allocating one-fourth of your extended memory
to the disk cache, and three-fourths to Ultra Server.)

If you have a choice of using either extended or expanded memory for the
disk cache data, use extended. Expanded memory is slower than extend:
memory because of the extra overhead of mapping pages. If you have
choice ofXMS or EXTENDED (both of which refer to extended mem-
ory), choos&eXTENDED.

On a heavily-used server, you can increase performance by increasing tt
size of the TransBIOS data segment (on the TransBIOS Parameter
screen).

On a server, you can increase performance by increasing the number «
network buffers (on the Server Parameters screen). If you can spare th
memory, allocate four buffers for each workstation. If you're low on
memory, try to allocate at least one buffer for each workstation.

On a server, use tHi2EDICATE command to set up a dedicated server.
(Refer to theDOS User Manuafor information about th®EDICATE
command.)
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The print spooler can be speeded up by placing the spool directory in :
RAM disk (on the Print Spooler Parameters screen).

If you print graphics or page description languages (such as PostScript)
you can speed up the print spooler by increasing the size of the spoc
buffer (on the Print Spooler Parameters screen).

The server runs faster when the write pipeline is enabled (on the Serve
Parameters screen).

386 control programs (such as Invisible RAM 386, Microsoft’s
EMM386, Quarterdeck’'s QEMM-386, or Qualitas’ 386-MAX) slow
down the system, because the microprocessor runs slower in virtua
mode. Don't use a 386 control program if you don't have to.

Some memory managers have the ability to replace BIOS ROMs with
faster RAM, thereby speeding up the computer system. With Invisible
RAM, use the System Memory Configuration screen to enable this
feature; with other memory managers, refer to the memory manager’s
instruction manual.

On a redirector, allocate buffers for local caching of network files, and
make them as big as possible. Also, make the print buffer size as big a
possible (on the Redirector Parameters screen).

SUMMARY: The most important things you can do to improve network
performance are: install Ultra Server; install the disk cache; don't use the
TransBIOS/NetBIOS ROM; don't put the network software in EMS; and
use fast 386 or 486 computer for the server.

Minimizing Memory Usage

A problem that many network users experience is that after loading the
network software, there isn't enough memory left to run their applications.
Invisible LAN comes with outstanding memory management capabilities, that
let you free up memory for DOS applications. In this section, we give
suggestions for freeing up as much memory as possible.

The nine things you can do that are most effective in freeing up memory are

Install a memory manager — either one of the Invisible RAM memory
managers, or a third-party memory manager such as Microsoft’s
EMM386, Quarterdeck’'s QEMM-386, or Qualitas’ 386-MAX. The mem-
ory manager actually increases the size of DOS memory, to 736K on ¢
color system, or 704K on a monochrome system. It also prostidemw
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RAM or upper memonthat can be used to load memory-resident pro-
grams outside DOS memory (shadow RAM works with both the network
software and other memory-resident programs).

Use shadow RAM for the network software. This is the best way to get
the network software out of DOS memory, since the entire network
software can be placed into shadow RAM, and there is little or no
degradation in performance.

Use EMS (expanded memory) for the network software. This is not as
good as using shadow RAM, since a portion of the network software
remains in DOS memory, and there is a reduction in performance.

If you have shadow RAM available, but not enough to hold all of the
network software, you can ubeth EMS and shadow RAM. Then most
of the software goes into EMS, and the remainder into shadow RAM.

Use shadow RAM for third-party memory resident programs and device
drivers. This frees up more DOS memory.

If you are using the disk cache, reduce your DOS BUFFERS (in CON-
FIG.SYS) to the minimum value of 4. With a cache installed, it is not
necessary to have a lot of DOS BUFFERS.

If you are using th886_VIRTUAL memory manager (Invisible RAM
386), put STACKS=0,0 in your CONFIG.SYS file.

If you aren’'t using any memory managers, enable the Trans-
BIOS/NetBIOS ROM on the network board. This frees up the DOS
memory that would otherwise be used to hold the TransBIOS program
code. (Not all boards have a TransBIOS/NetBIOS ROM.)

Some memory managers have the ability to replace unnecessary ROV
with shadow RAM (for example, many computers have a 32K ROM that
contains the computer’s setup program). These memory managers al
also able to replace unnecessary video RAM with shadow RAM (many
video adapters have 16K of video RAM that is never used). This create:
a substantial amount of additional shadow RAM, that can be used for the
network software or other memory-resident programs.

Here are some additional suggestions for reducing the network’s memon
requirements. They are not as effective as the previous nine suggestions.

9-4

Make the TransBIOS data segment as small as possible, by entering 0 f
the data segment size (on the TransBIOS Parameters screen).

Reduce the number of TransBIOS sessions (on the TransBIOS Parame
ters screen) to the minimum you actually need. Here is how to calculate
what you need: If you load the server, you need one session for eac
workstation that uses the server. If you load the redirector, you need on
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session for each server that the redirector uses. If you load the Remot
Program Load Server, you need one session for each diskless workstatio
Finally, allow two “extra” sessions. (If any of your applications open
NetBIOS sessions, you need to allow for their sessions as well; remembe
that each NetBIOS session requires one TransBIOS session.)

Reduce the number of TransBIOS names (on the TransBIOS Paramete
screen) to the minimum you actually need. TransBIOS uses 2 name!
internally, and Invisible LAN never uses more than 4 names; so a value
of 6 is always enough to run Invisible LAN. (If any of your applications
create NetBIOS names, you need to allow for their names as well;
remember that each NetBIOS name requires one TransBIOS name.)

Reduce the number of NetBIOS names, commands, and sessions (on tl
NetBIOS Parameters screen) to the minimum you actually need. Invisible
LAN never uses more than 2 NetBIOS names or 3 NetBIOS commands
If you don't load the Remote Program Load Server, then Invisible LAN

doesn’t use any NetBIOS sessions at all; if you load the Remote Progran
Load Server, you need to allow one NetBIOS session for each diskles:
workstation. (If any of your applications use NetBIOS, you need to allow
whatever number of names, commands, and sessions they require.)

Reduce the number of network buffers that the server allocates (on th
Server Parameters screen). Each buffer uses 2K bytes of RAM. Reducin
the number of buffers does not affect the number of workstations or files
that the server can support; however, it may reduce the server’s speed.

Reduce the number of server sessions (on the Server Parameters scre
to the minimum you actually need. You need one session for each
workstation that uses the server, plus two “extra” sessions.

Reduce the number of files and record locks supported by the server an
SHARE programs (on the Server and SHARE Parameter screens). Th
minimum you need depends on the application programs you run.

Reduce the size of the print queue (on the Print Spooler Parameter
screen) to the minimum you actually use. Also, you can try reducing the
size of the print spool buffer (also on the Print Spooler Parameters
screen).

Reduce the number of redirector sessions (on the Redirector Paramete
screen) to the minimum you actually need. You need one session for eac
server you use, plus two “extra” sessions.

Reduce the number of files and FCBs that the redirector supports (on th
Redirector Parameters screen). The minimum you need depends on tt
application programs you run.

Don't allocate any redirector buffers for caching network files, and
reduce the redirector’s print buffers to the minimum size (on the Redirec-
tor Parameters screen).
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SUMMARY: The most important things you can do to minimize memory
usage are: install a memory manager; use shadow RAM and/or EMS for th
network software; use shadow RAM for memory-resident programs; min-
imize DOS BUFFERS and STACKS; use the TransBIOS/NetBIOS ROM,;
and disable unnecesary ROMs.

Large Networks

The default parameter values are generally adequate for networks with si
stations or less. If you have more than six network stations, you may need t
increase some parameter values. The following guidelines should help yol
determine what parameters you need to change if you have a large number
stations.

If a server needs to support more than 6 workstations, increase the numb
of network sessions that the server can handle (on the Server Paramete
screen). Allow one session for each workstation, plus 2 “extra” sessions
If there are more than 25 workstations, then you also need to increase tt
number of network sessions that TransBIOS can handle (on the Trans
BIOS parameters screen).

If a server is supporting many workstations, consider increasing the
number of network buffers that the server allocates (on the Server Pararn
eters screen). This is not actually necessary to make the server work; bt
it helps maintain high performance as you add workstations.

If a server is supporting many workstations, you may need to increase th
number of files that the server can support. This has to be done in thre
places: the files parameter in the Server Parameters screen; the filespa
parameter in the SHARE Parameters screen; and the FILES= stateme
in the server's CONFIG.SYS file. If you need more than 255 files, you
need to configure the server to create a private file table.

For Ultra Server, if you want to increase the number of files, you only
need to change the files parameter in the Ultra Server parameters scree
The number of files that Ultra Server supports is not affected by the
SHARE filespace parameter or the FILES= value in CONFIG.SYS.

On a server that handles a lot of database operations, you may need
increase the number of record locks that the server can support. This hz
to be done in two places: the record locks parameter in the Serve
Parameters screen, and the record locks parameter in the SHARE Parar
eters screen.
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For Ultra Server, if you want to increase the number of record locks, you
only need to change the record locks parameter in the Ultra Servel
parameters screen. The number of record locks that Ultra Server suppor
is not affected by the SHARE record locks parameter.

If a redirector needs to be connected to more than 6 servers simults
neously, increase the number of network sessions that the redirector cz
handle (on the Redirector Parameters screen). Allow one session for eac
server, plus 2 “extra” sessions.

If your application software uses an unusually large nhumber of network
files, you may need to increase the number of files that the redirector ca
support (on the Redirector Parameters screen).

On a large network, you should consider using a dedicated server. £
dedicated server can devote all its time to servicing the workstations,
since it does not need to devote any time to a local user. With a dedicate
server you can allocate lots of resources, since you don't have to conserv
memory for a local user. Also, a dedicated server can make good ecc
nomic sense on a large network, because the cost of the server is spre
over many users.

SUMMARY: For networks with more than six stations, you will probably
have to increase the number of resources provided by the server an
redirector.
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CHAPTER 10

Advanced Windows
Driver Installation

Chapter 5 described the basic procedures for installing Invisible LAN For
Windows. This chapter gives more detail about installation, and fully de-
scribes all the available options.

The topics covered are:
Components of Invisible LAN
Configuring Invisible LAN
Configuring Windows
Installing the Invisible LAN icons
Special requirement for serial network printers
Special requirement for WINSTART.BAT
Special requirement for TransBIOS ROM
Installing Invisible LAN wallpaper
Selecting printer drivers

Components of Invisible LAN

Invisible LAN is actually two programs in one: Invisible LAN For DOS, and
Invisible LAN For Windows.

Invisible LAN For DOSs a network operating system for DOS-based com-
puters. It allows DOS computers to communicate over a network, sharing
disks, printers, and other resources.

Invisible LAN For Windowss a network operating system for both DOS-
based and Windows-based computers. It allows both DOS and Window:
computers to communicate over a network, sharing disks, printers, and othe
resources.

When you configure Invisible LAN, you select which of the two versions of
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the operating system you want to use.

From the user’s standpoint, Invisible LAN For Windows is an extension of
Invisible LAN For DOS. Just as Windows extends DOS to provide a multi-
tasking grapical interface, Invisible LAN For Windows extends Invisible
LAN For DOS to provide support for graphics and multitasking.

Invisible LAN For Windows is fully compatible with Invisible LAN For DOS.
Both operating systems can exist on the network at the same time, and the
can communicate with each other to share data and resources.

Invisible LAN For DOS

Invisible LAN For DOS has six memory-resident componevisnory-resi-
dentmeans that the components remain in your computer’s memory while you
run other programs. The six memory-resident DOS components are:

1. Redirector— Lets you use disks and printers that are attached to other
computers on the network.

2. Server— Allows other computers on the network to use your disks
and printers.

3. Disk Cache— Speeds up hard disks by storing disk data in the
computer’s memory.

4. Mail — Sends and receives messages to other users on the network.

5. Memory Manager — Uses your computer’s memory-management
hardware to provide more memory for DOS applications.

6. TransBIOS and NetBIOS — Controls the network hardware and
allows programs to communicate on the network.

You can use these components in any combination you want. When yol
configure Invisible LAN For DOS, you select which components you want to
use. The selected components are loaded into memory automatically whe
you start Invisible LAN.

Invisible LAN For Windows

Invisible LAN For Windows also uses the six memory-resident components
listed above, although most of them are replaced with special Windows-com
patible versions. The redirector, server, disk cache, and mail programs all hav
special versions for Windows. When you configure Invisible LAN to support
Windows, these special Windows versions are automatically loaded in plac
of the standard DOS versions.

In addition, Invisible LAN For Windows adds a seventh memory-resident
component:
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7. Windows Network Driver — A program that links Windows to
Invisible LAN. The network driver lets Windows communicate with the
network software and access network functions. The network driver alsc
contains the Windows Network Manager, a graphical program that you
use to manage the network.

Unlike the other memory-resident components, the Windows network driver
doesnotload when you start Invisible LAN. The network driver loads when
you start Windows, and remains in memory as long as Windows is running
When you exit from Windows, the network driver automatically unloads from
memory.

Since the network driver is only loaded while Windows is running, the
network driver does not take up any DOS memory.

SUMMARY: Invisible LAN is two operating systems in otevisible LAN

For DOSworks on DOS-based computers, wHitgisible LAN For Win-
dowsworks on both DOS-based and Windows-based computers. When yol
configure Invisible LAN, you select which operating system you want to
use. Invisible LAN For DOS includes six memory-resident components:
redirector, server, disk cache, mail, memory manager, and Trans:
BIOS/NetBIOS. Invisible LAN For Windows adds a seventh component:
the Windows network driver. The network driver enables Windows to
communicate with Invisible LAN, providing full compatibility between
Windows and the network. The network driver also contains the Windows
Network Manager.

Configuring Invisible LAN

When installing Invisible LAN, you specify which components you want to
use. You also specify whether or not to load the Windows version of Invisible
LAN.

You use theSETUP30program to configure Invisible LAN. Your configura-
tion is stored on disk in the Invisible LAN initialization file, which is usually
called NET30.INI. The following paragraphs explain how to configure Invis-
ible LAN properly so that it can run with Windows.

Enabling Windows Support

If you want to run Windows, you have to enable the Windows support in
Invisible LAN. This is done with thEETUP30program. There are two places
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in SETUP30where you can enable Windows support:
In theEasy Configuration section ofSETUP3Q

In the Advanced Configuration section ofSETUP3Q underGeneral
Network Parameters

The Windows Support option selects which version of Invisible LAN you
want to use. Entey for Windows Support to select Invisible LAN For
Windows. EnteN for Windows Support to select Invisible LAN For DOS.

If you enterN, then you cannot run Windows; you can only run DOS. If you
enterY, then you can run both DOS and Windows. Be aware that en¥éring
increases the amount of memory used by Invisible LAN, because of the extr
program code required to support Windows.

It is not necessary to enable Windows support on all your network computers
You only have to enable Windows support on the computers that run Win-
dows.

Disk Cache Configuration

When you configure the Invisible LAN disk cache, you have to specify the
location of the cache data. There are three possible locaBdfS; EX-
TENDED, andXMS.

(EMS refers to expanded memofgXTENDED and XMS both refer to
extended memorEXTENDED andXMS differ in the method that the cache
uses to access the extended memeXTENDED specifies that the cache
should access extended memory via the computer’'s BAMIS. specifies that

the cache should access extended memory via an XMS device driver, such:
Microsoft's HIMEM.SYS.)

When you install Invisible LAN For DOS, you can use any of the three
possible locations.

When you install Invisible LAN For Windows, you can only E&dS or
XMS. You cannot usEXTENDED. This is not a problem, because you must
install Microsoft’s HIMEM.SYS in order to run Windows, and HIMEM.SYS
provides XMS memory that you can use for the cache.

When you install the cache in XMS memory, make sure that you leave enoug
XMS free to run Windows. By default, the cache leaves 1 megabyte of XMS
free, which is the bare minimum required to run Windows in 386 enhanced
mode. You will probably want to reduce the cache size, to leave more XMS
memory for Windows.
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Shadow RAM and Expanded Memory Utilization

You can load some or all of Invisible LAN into shadow RAM (also called
upper memory) and/or expanded memory (also called EMS).

Invisible LAN For Windows offers the same memory utilization features as
Invisible LAN For DOS. When configuring Invisible LAN for Windows, you
can load some or all of the network software into shadow RAM and/or
expanded memory.

The only restriction is that the Windows version of the redirector cannot load
into expanded memory. @&nload into shadow RAM.) If you try to load the
Windows redirector into expanded memory, it automatically uses DOS mem:-
ory instead.

Note — To run Windows in 386 enhanced mode, you need to have some fre
shadow RAM (also calledpper memory Invisible LAN can squeeze itself
into shadow RAM so well, that there may be none left for Windows. In this
case, you must either configure the memory manager to create more shadc
RAM, or else move some of the Invisible LAN modules into conventional
DOS memory.

Invisible RAM Memory Managers

Invisible RAM is memory-management software that increases the memorn
available to DOS programs. Depending on your hardware, Invisible RAM
may be able to frontfill (expand DOS memory beyond 640K), create shadow
RAM (extra memory located between 640K and 1M), and/or create expande
memory. Invisible LAN comes with seven versions of Invisible RAM, each
designed for different memory hardware.

Invisible RAM is intended to be used with DOS. Invisible RAM is not a
Windows memory manager. In most cases, you should not use Invisible RANM
if you are going to run Windows. However, yoan use Invisible RAM with
Windows subject to the following restrictions:

You cannot use Invisible RAM if you run Windows in 386 enhanced
mode.

If you run Windows in standard mode, you cannot use Invisible RAM 386
(the version of Invisible RAM that uses the 386 virtual mode). The other
six versions of Invisible RAM can be used.

You cannot increase DOS memory beyond 640K while Windows is
running — not even within a DOS session. You must configure Invisible
RAM to disable frontfill, or else ru' GAON before starting Windows.

You can load memory-resident programs into shadow RAM before start-
ing Windows. You cannot load programs into shadow RAM after starting
Windows.
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If you have a 386 or 486 computer, and you need to use a memory manage
you should use Microsoft's EMM386 (or another Windows memory man-
ager). Using EMM386 together with MS-DOS 5.0 provides most of the
capabilities of Invisible RAM, and is compatible with all modes of Windows.

Server Configuration

If you load the file server and you allocate a private file table, or if you load
Ultra Server, then you cannot run Windows in 386 enhanced modeariou
run Windows in standard mode.

The default server configuration dagst allocate a private file table. There-
fore, this restriction will only arise if you have taken action to explicitly
allocate a private file table or select Ultra Server. (Private file tables are use
to increase the number of file handles beyond the DOS limit of 255.)

SUMMARY: When configuring Invisible LAN, you have to enable the
Windows Support option if you want to run Windows. This is done in the
SETUP30program. In general, Invisible LAN For Windows has the same
configuration options as Invisible LAN For DOS. There are, however, a
few restrictions: (1) If you load the disk cache, the cache data location mus
be XMS or EMS. (2) The Windows version of the redirector cannot load
into expanded memory. (3) Invisible RAM cannot be used with Windows
386 enhanced mode. (4) Except for Invisible RAM 386, it is possible to use
Invisible RAM with Windows standard mode, subject to certain limitations.
(5) If you load the server and allocate a private file table, or if you load Ultra
Server, then you cannot run Windows in 386 enhanced mode.

Configuring Windows

When you install Windows, you configure it for your system. As part of the
configuration process, you specify which network you are using, and install
the Windows network driver.

You use the Windows Setup program to configure Windows. Your configura-
tion is stored on disk, in two files named WIN.INI and SYSTEM.INI.

There are two ways to install Windows on a netwst&nd-aloneandshared

A stand-alone installation is just like a normal, non-network installation of
Windows. In a stand-alone installation, you copy the Windows program files
onto your own hard disk. This gives you a private copy of Windows for your
own exclusive use.
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In a shared installation, you copy the Windows program files onto a file
server’s disk. Several users can share this copy of Windows. With a share
installation, it is not necessary for each user to have a private copy o
Windows.

Shared installations generate a lot of network traffic. Therefore, we recom-
mend using stand-alone installations whenever possible.

It is not necessary to install Windows the same way on every network
computer. Some computers can run stand-alone installations, while others ru
shared installations.

Important — The procedures described in this section are for Windows
versions 3.0, 3.1, and 3.11. They are not for Windows For Workgroups. If you
are using Windows For Workgroups, refer to README.TXT or WORK-
GRP.TXT for instructions.

Stand-Alone Windows Installation

A stand-alone Windows installation is performed in two steps. First, you
install Windows on your hard disk and configure Windows for your system.
Second, you install the Windows network driver.

The stand-alone installation can be performed either with or without the
network running. We recommend doing it without the network running.

Note— In Windows version 3.0, there is a bug in the Windows Setup program
that makes it impossible to install the Windows network driver at the same
time you install the rest of Windows. You must install the network driver
separately from the rest of Windows, as described here. In Windows versiol
3.1, it is possible to install the network driver at the same time you install the
rest of Windows.

Installing Windows

To install Windows, you need to copy the Windows program files onto your
hard disk, configure Windows for your computer, and modify your CON-
FIG.SYS file. All these tasks are performed with the Windows Setup program.

Follow the instructions in your Microsoft Windows User’s Guide for running
the Windows Setup program.

The Windows Setup program may ask you what type of network you are
using. At this time, you should select “No Network.”
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Installing the Invisible LAN Windows Driver (Quick Method)

After installing Windows, you are ready to install the Invisible LAN Windows
network driver. Thenetwork driveris the program that links Windows and
Invisible LAN together. With the network driver installed, you have the full
functionality of Invisible LAN For Windows.

Installing the network driver involves copying several files from your Invisi-
ble LAN directory to your Windows directory, and modifying your WIN.INI
and SYSTEM.INI files. It also creates an Invisible LAN group in Program
Manager. The Invisible LAN group contains icons that you can use to acces
network functions while running Windows.

There are three ways to install the network driver. You can use the Invisible
LAN Quick Setup program, or you can use the Windows Setup program, ol
you can install the driver manually. The following steps describe how to install
the driver using the Invisible LAN Quick Setup program. The next two
sections describe the other methods.

The following instructions assume that your DOS PATH includes the directory
where Invisible LAN is installed (usually C:\NET30).

Step 1. SeledRun from the Program Managele menu.
Step 2. Type “QSETUPW” and choddK .

Step 3. A dialog box appears, asking if you want to install the Windows
network driver for Invisible LAN. Choos8K to install the driver.

Step 4. Wait while QSETUPW installs the driver and creates the Invisible
LAN group. This will take approximately 20 seconds.

Step 5. When the installation is complete, QSETUPW displays a dialog
box informing you that you have to restart Windows for the changes to
take effect. Chooseesto restart Windows.

Installing the Invisible LAN Windows Driver (Automatic
Method)

After installing Windows, you must install the Invisible LAN Windows
network driver. The previous section described how to use the Invisible LAN
Quick Setup program to install the driver.

It is also possible to install the network driver using the Windows Setup
program, instead of using the Invisible LAN Quick Setup program. To install
using the Windows Setup program, proceed as follows:

Step 1. Make sure that Windows is not running. If Windows is running,
exit Windows and return to DOS.
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Step 2. Change to the directory where Windows is installed. For example
if Windows is installed in C:\WINDOWS, you would enter the following
commands:

C:
CD WINDOWS

Step 3. Start the Windows Setup program by typing:
SETUP

Step 4. The Windows Setup program displays a list of the equipment ir
your computer. Sele®etwork from the list and pressnter.

Step 5. The program displays a list of networks. Sé€doer and press
Enter.

Step 6. The program asks you to insert a disk containing the network
driver. Type the name of the directory where you have installed Invisible
LAN (usually C:\NET30) and predsnter. You do not have to insert a
disk.

Note— Setup requires the following files that are included with Invisible
LAN: OEMSETUP.INF, ISNET.DRV, ISNET.HLP, and
NET30APP.EXE. Make sure your Invisible LAN directory contains these
files.

Step 7. The program displays another list of networks. Seleisible
LAN (for Windows 3.0, 3.1, and 3.11and pres&nter.

Step 8. The program may ask you to insert the Invisible LAN Driver Disk.
Type the name of the directory where you have installed Invisible LAN
(usually C:\NET30) and pre&nter. You do not have to insert a disk.

Step 9. SelecAccept Configuration, and follow the instructions on-
screen to complete the setup.

The following instructions create the Invisible LAN group in Program Man-
ager. They assume that your DOS PATH includes the directory where Invisible
LAN is installed (usually C:\NET30).

Step 10. Start Windows and go to Program Manager. $&lecirom the
Program ManagerBile menu.

Step 11. Type “SETUPW” and chod®K.

Step 12. A dialog box appears, asking if you want to create a Progran
Manager group for Invisible LAN. Choo$2K to create the group and
install the icons.
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Installing the Invisible LAN Windows Driver (Manual Method)

After installing Windows, you must install the Invisible LAN Windows
network driver. The previous two sections described how to use the Invisible
LAN Quick Setup program or the Windows Setup program to install the
driver.

It is also possible to install the network driver manually, instead of using one
of the Setup programs. To install the driver manually, proceed as follows:

Step 1. Copy the files listed below into your WINDOWS or WIN-
DOWS\SYSTEM directory (you can use either directory):

ISNET.DRV
ISNET.HLP
NET30APP.EXE

Step 2. Add or change the following lines in your SYSTEM.INI file:

[boot]
network.drv = isnet.drv

[boot.description]
network.drv = Invisible LAN (for Windows 3.0, 3.1, and 3.11)

[386enh]

network = *vnetbios, *dosnet
FileSysChange = off
InDOSPolling = TRUE
INT28Critical = TRUE
ReflectDosInt2A = FALSE
UniqueDOSPSP = FALSE
LPT1AutoAssign =0
LPT2AutoAssign =0
LPT3AutoAssign =0
PerVMFILES = 0
TimerCriticalSection = 1000
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Step 3. Add or change the following lines in your WIN.INI file:

[windows]
Spooler = yes

[spooler]
netupdate = yes
netspool = yes

If you don’t know how to modify your WIN.INI and SYSTEM.INI files, refer
to the documentation that comes with Microsoft Windows.

The following instructions create the Invisible LAN group in Program Man-
ager. They assume that your DOS PATH includes the directory where Invisible
LAN is installed (usually C:\NET30).

Step 4. Start Windows and go to Program Manager. Selecfrom the
Program ManagerBile menu.

Step 5. Type “SETUPW” and choo®K .

Step 6. A dialog box appears, asking if you want to create a Progran
Manager group for Invisible LAN. Choo$2K to create the group and
install the icons.

Shared Windows Installation

In a shared Windows installation, you copy all the Windows program files
onto a file server’s disk, so that several users can access them. This eliminat
the need for each user to have his or her own copy of Windows. This als
makes it possible to run Windows on floppy-based computers and diskles:
workstations.

A shared Windows installation is accomplished in two steps. First, you copy
all the Windows files to a directory on the file server’s disk. Second, you set
up Windows on each workstation that accesses the shared copy.

Important — On a shared Windows installation, it is necessary for the
Windows swap file to be on a local drive. During Windows Setup, you can
specify the location of the Windows swap file. If you need to change the
location of the Windows swap file, click on the Control Panel icon in Program
Manager, then click on the 386 Enhanced icon, and then choose Virtua
Memory.
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Copying Windows to the File Server

Follow these steps to copy the Windows files to the file server:

Step 1. Create a directory on the server’s disk. This directory will be usec
to hold the shared copy of Windows.

Step 2. Copy all the files from your Windows distribution diskettes to the
directory on the server’s disk.

You also have to expand the files, since Microsoft supplies the files in
compressed format. A program called EXPAND.EXE is included with
Windows. You use EXPAND.EXE to expand the files as you copy them.
Refer to the Microsoft Windows User’s Guide for instructions on how to
expand the Windows program files.

If you are using Windows 3.1, you can copy and expand the Windows
files with the comman&ETUP /A. Refer to the Microsoft Windows
User’s Guide for instructions on usiSgETUP /A

Step 3. Copy the files listed below from your Invisible LAN directory to
the directory that contains the shared copy of Windows. (These files are
not compressed, SO No expansion is hecessary.)

DRVMAP.EXE
ICW.HLP
ICW.EXE
ICWLB.DLL
ISNET.DRV
ISNET.HLP
NET30APP.EXE
PRTMAP.EXE
PSDEMON.EXE
QSETUPW.EXE
SETUPW.EXE
WALL30.BMP

Step 4. Make all the files in the shared copy of Windows read-only. This
can be done with the following DOS command:

ATTRIB +R **
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Setting Up Windows on a Workstation

After installing the shared copy of Windows on the file server, you are ready
to set up Windows on the workstations.

Each workstation must have a private disk directory. The private directory car
be on the file server, or it can be on the workstation’s local disk. The private
directory holds Windows files that contain information relevant to the partic-
ular workstation. For example, the private directory contains the workstation’s
WINL.INI and SYSTEM.INI files.

Follow this procedure to install Windows on a workstation:

Step 1. Start the network and establish a drive mapping that gives yol
access to the shared copy of Windows.

Step 2. Change to the directory where the shared copy of Windows i
located.

Step 3. Start the Windows Setup program with the following command:

SETUP IN

Step 4. If you are running Windows version 3.1, the Setup program gives
you the option oExpress Setupr Custom SetuseleciCustom Setup

Step 5. The Setup program displays a list of the equipment in the
workstation. Selediletwork from the list and predsnter.

Step 6. The program displays a list of networks. Sé€doer and press
Enter.

Step 7. The program asks you to insert a disk containing the network
driver. Type the name of the directory where you have installed Invisible
LAN and pres€nter. You do not have to insert a disk.

Note — Setup requires the file OEMSETUP.INF that is included with
Invisible LAN. Make sure your Invisible LAN directory contains this file.

Step 8. The program displays another list of networks. Seleisible
LAN and pres&nter.

Step 9. SelecAccept Configuration, and follow the instructions on-
screen to complete the setup.

After completing the setup, change the workstation’s DOS PATH to include
both the private Windows directory and the shared Windows directory, in that
order.

Then use the following instructions create the Invisible LAN group in Pro-
gram Manager.
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Step 10. Start Windows and go to Program Manager. $&lecirom the
Program ManagerBile menu.

Step 11. Type “SETUPW” and chod®K.

Step 12. A dialog box appears, asking if you want to create a Progran
Manager group for Invisible LAN. Choo$2K to create the group and
install the icons.

SUMMARY: There are two ways to install Windows: stand-alone and
shared. In a stand-alone installation, you have a copy of the Windows
program files on your own hard disk. To perform a stand-alone installation,
you first perform a normal non-network installation of Windows, and then
install the Invisible LAN Windows network driver. The network driver can
be installed either by using the Invisible LAN Quick Setup program, or by
using the Windows Setup program, or by manually copying some files and
modifying the WIN.INI and SYSTEM.INI files.

In a shared installation, a copy of Windows is installed on a file server so
that several users can share it. To install Windows on the server, you cop
and expand all the Windows files onto the server’s disk, and then copy som
of the Invisible LAN files. Then you use the Windows Setup program with
the /N parameter to install Windows on each workstation that needs to us
the shared copy of Windows.

Special Requirement for Serial Network
Printers

If you are going to run the server, and you plan to share COML1 as a networ
printer, you must manually add the following line to your SYSTEM.INI file:

[386enh]
COM1AutoAssign =0

If you are going to run the server, and you plan to share COM2 as a networ
printer, you must manually add the following line to your SYSTEM.INI file:

[386enh]
COM2AutoAssign =0
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If you don't know how to modify your SYSTEM.INI file, refer to the
documentation that comes with Microsoft Windows.

SUMMARY: If you install the server and you want to share a serial printer,
you must place a line into the SYSTEM.INI file as shown above.

Special Requirement for WINSTART.BAT

WINSTART.BATS a batch file that Windows executes automatically when it
starts. If you have a WINSTART.BAT file, you must place the following
command into the WINSTART.BAT file:

WINSTRT

You can place the WINSTRT command anywhere in the WINSTART.BAT
file. This is necessary to allow the network redirector to process WINST-
ART.BAT correctly.

SUMMARY: If you have a WINSTART.BAT file, you must insert the
WINSTRT command into WINSTART.BAT.

Special Requirement for TransBIOS ROM

If you are using the TransBIOS/NetBIOS ROM on your network board, you
must install a special program called RIPLMEM.EXE. RIPLMEM.EXE is a
program written by Microsoft that allows Windows to run on diskless work-
stations. Although RIPLMEM.EXE is designed for diskless workstations, it is
actually required whenever you use the TransBIOS/NetBIOS ROM, regard-
less of whether or not you actually boot from the network.

There is a copy of RIPLMEM.EXE on your Invisible LAN distribution disks,
in a subdirectory called RIPLMEM. You will also find a text file called
RIPLMEM.TXT which contains instructions for installing RIPLMEM.EXE.

Note — Since diskless workstations always use the TransBIOS/NetBIOS
ROM, you must always install RIPLMEM.EXE if you are running Windows
on a diskless workstation.
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SUMMARY: If you are using the TransBIOS/NetBIOS ROM, you must
install RIPLMEM.EXE.

Installing Invisible LAN Wallpaper
(Optional)
Optionally, you can use the Invisible LAN logo as wallpaper for your Win-
dows desktop.
To install the Invisible LAN wallpaper, proceed as follows:
Step 1. Copy the file WALL30.BMP into your Windows disk directory.

Step 2. Open the Windows Control Panel and double-click on the
Desktopicon.

Step 3. Select WALL30.BMP in thé/allpaper section, and select the
Tile option.

Step 4. ChooseKk.

On a VGA display, your screen background is filled with 80 copies of the
Invisible LAN logo.

SUMMARY: You can use the Invisible LAN logo as wallpaper for your
Windows desktop.

Selecting Printer Drivers

When you configure Windows, you must install the correct printer drivers for
the printers that you plan to use. Then, when you print from a Windows
application, the print output is converted into a form appropriate for the
particular printer.

When you print to a network printer, you must use the printer driver that
corresponds to the printer on which the actual printing will occur.

For example, suppose that a server has a PostScript printer. Suppose tha
workstation has LPT2 mapped to the server’s printer. Then, when you instal
Windows on the workstation you must install the PostScript printer driver and
connect it to port LPT2.
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SUMMARY: When printing from Windows, you must use the appropriate
printer driver for the printer on which the document is ultimately printed.
In the case of a network printer, you must install and activate the printer
driver that corresponds to the server’s printer.
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Part 3

Invisible RAM Memory Management






CHAPTER 11

Introduction to
Invisible RAM

Invisible RAM is a shadow RAM manager. It is a software package that
provides additional memory to DOS applications. It also lets you load mem-
ory-resident programs outside of DOS memory.

In addition, Invisible RAM is an expanded memory manager. It lets you run
application programs that are designed to take advantage of expanded mer
ory.

There are seven different versions of Invisible RAM, each designed for a
different type of memory hardware. Each version of Invisible RAM is opti-
mized to fully exploit the capabilities of your memory hardware.

This chapter covers the following topics:
What Invisible RAM does for you
Hardware requirements
Memory configuration information

What Invisible RAM Does For You

The Invisible RAM software does three things for you:

Invisible RAM increases the size of DOS memory from the normal 640K
up to 736K on a color system, or 704K on a monochrome system. This
process is calleftontfill.

Invisible RAM lets you load memory-resident programs and device
drivers (including the Invisible LAN software) outside of DOS memory,
so that they do not use up memory that you need for your application
programs. As much as 256K of memory can be made available to mem
ory-resident programs and device drivers outside of DOS memory; this
memory is calledhadow RAM

If your hardware permits, Invisible RAM acts as an expanded memory
manager, compatible with the expanded memory specification (EMS)
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version 4.0. You can make many megabytes of expanded memory avalil
able to applications such as Lotus 1-2-3, Desqview, and Ventura Pub:
lisher.

The exact amount of additional memory you get varies depending on wha
hardware you have installed in your computer. Invisible RAM includes pro-
grams that let you determine what hardware you have installed, and configur
the system to match your exact needs.

SUMMARY: Invisible RAM increases the size of DOS memory, creates
shadow RAM that is used to load memory-resident programs outside of
DOS memory, and acts as an expanded memory manager.

Hardware Requirements

There are seven versions of Invisible RAM, each of which supports a differen
type of hardware. The seven versions, and their hardware requirements, are

11-2

Invisible RAM for the NEAT Chipset Requires a 286 or 386SX based
computer with the NEAT chipset, and at least 1 megabyte of RAM. The
NEAT chipset is manufactured by a company called Chips and Technol-
ogies. It provides shadow RAM, expanded memory, and extended mem
ory.

Invisible RAM for the AT/386 Chipset Requires a 386 based computer
with the AT/386 chipset, and at least 1 megabyte of RAM. The AT/386
chipset is manufactured by a company called Chips and Technologies. |
provides shadow RAM and extended memory.

Invisible RAM 386— Requires a 386, 386SX, or 486 based computer
with at least 2 megabytes of RAM. Invisible RAM 386 works by switch-
ing the microprocessor into t1886 virtual modethus, Invisible RAM

386 is also called the 386 virtual mode memory manager. Invisible RAM
386 converts part of your computer’s extended memory into expandec
memory and shadow RAM.

Invisible RAM for Invisible EMS- Requires an Invisible EMS memory
board. The Invisible EMS board is manufactured by Invisible Software,
and it provides expanded memory and shadow RAM. Invisible EMS
features true EMS 4.0 hardware, and is a good way to add memor)
management to computers with no other memory management hardwar
built-in.
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Invisible RAM for Generic EMS— Requires any expanded memory
system compatible with EMS 4.0. Invisible RAM for Generic EMS is
designed to work in conjunction with your existing expanded memory
hardware. Invisible RAM adds shadow RAM capability to your expanded
memory.

Invisible RAM for the SCAT Chipset Requires a 286 based computer
with the SCAT chipset, and at least 1 megabyte of RAM. The SCAT
chipset is manufactured by a company called Chips and Technologies. |
provides shadow RAM, expanded memory, and extended memory.

Invisible RAM for the PEAK Chipset Requires a 386 or 486 based
computer with the PEAK chipset, and at least 1 megabyte of RAM. The
PEAK chipset is manufactured by a company called Chips and Technol-
ogies. It provides shadow RAM and extended memory.

SUMMARY:The seven versions of Invisible RAM support seven different
hardware configurations, so you can select the version that matches yol
hardware.

Memory Configuration Information

In this section we present information about memory in the PC. This informa-
tion will help you to understand what Invisible RAM does, and it will help you
to understand the Invisible RAM parameters that are described in later char
ters.

Conventional Memory

The IBM PC can address 1024K bytes of memory. This 1024K is divided into
segmentseach containing 16 bytes. Thus, there are 65,536 different segment:
It is conventional to number the segments usifgexadecimahumbering
system (dase-1umber system with digits that range from 0 to 9 and A to
F). Thus, segments are numbered from 0000 to FFFF.

Segments 0000-9FFF are reserved for DOS. This istémglard DOS 640K
area, also known asonventional DOS memary

Segments BO0O-BFFF are reserved for the video system. Segments BOO!
B7FF are used for monochrome screens, and segments B800-BFFF are us
for color screens. Segments AO0O-AFFF are used by the high-resolutior
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graphics modes of VGA and EGA video systems.

The highest-numbered segments (FFFF down) are used feysteen BIOS

a ROM which is physically located on the motherboard. The size of the systen
BIOS can range from a little as 8K to as much as 128K. Most AT-type
computers have either a 64K BIOS which occupies segments FOO0-FFFF, ¢
a 32K BIOS which occupies segments F800-FFFF. Most XT-type computers
have an 8K BIOS which occupies segments FEOQO-FFFF.

Segments from CO000 to the bottom of the BIOS are available for use by
plug-in adapter boards. Many adapters locate ROM in this area.

Extended Memory

The 286, 386, 386SX, and 486 microprocessors can address more than o
megabyte of memory. Memory beyond one megabyte is caheshded
memory

Like conventional memory, extended memory is numbered in segments. Ol
the 286 and 386SX, there can be up to 15 megabytes of extended memoi
occupying segments 10000 to FFFFF. On the 386 and 486, there can be up
4095 megabytes of extended memory, occupying segments 10000 t
FFFFFFF.

Unfortunately, extended memory is not directly accessible to DOS. This is
because the microprocessor must be switched into a special mode of oper
tion, calledprotected modein order to access the extended memory. DOS

cannot operate in protected mode, and so DOS cannot use extended memo

Note — With Invisible RAM 386, your computer’s extended memory is
converted into memory that DOS programs can use. Some of the extende
memory is used to increase the size of DOS menfagtfill), and create
shadow RAM that can be used by memory-resident programs and devic
drivers. The rest of the extended memory can be converte@iptnded
memory which can be used by many application programs.

Expanded Memory

Expanded memoris a method for adding as much as 32 megabytes of
memory, while remaining within the 1024K addressing limit of the PC.
Expanded memory is also calleS memoryfor Expanded Memory Spec-
ification) or LIM memory (for Lotus-Intel-Microsoft, the companies that
originally defined expanded memory).

The expanded memory is divided imiages each 16K bytes in size. Since
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expanded memory can be as large as 32 megabytes, there can be as man
2048 pages.

The PC’s 1024K address space is divided intp&gge frameseach 16K bytes

in size. Each page frame acts as a “window” into the expanded memory. Th
memory hardware allows any page frame to map into any page. Software ca
change the mapping at any time, so that every page frame can view any pz
of the expanded memory. As a result, a handful of 16K byte page frames ca
provide access to many megabytes of memory.

Not all of the 64 page frames can be used to access the expanded memory. |
example, some of the page frames are required for the system BIOS, plug-i
adapter boards, and the video system. A page frame may be used to acce
expanded memory only if it does not conflict with any equipment installed in
the computer. Typically, page frames available for expanded memory are
located in the area from segment C0QO0 to the start of the BIOS, and, if the
video system permits, in the area AOOO-AFFF.

Application programs do not exercise direct control over the expanded mem
ory page frames. Instead, they make requests to a program caéiegdhded
memory manageiThe expanded memory manager is responsible for manip-
ulating the expanded memory hardware.

Every expanded memory system provides at least four 16K page frame:
arranged in a contiguous 64K block of memory. This is calledtdradard
EMSarea. For example, the standard EMS area may consist of four 16K pag
frames located in segments D000-D3FF, D400-D7FF, D800-DBFF, and
DCO00-DFFF; notice that the page frames form a contiguous 64K block from
D000 to DFFF.

Some expanded memory systems provide additional page frames beyond tl
four standard page frames. The additional page frames are cakmthéreed
EMSarea. They may not be contiguous. Enhanced EMS page frames can |
created wherever there is a 16K block of memory that is not being used fo
some other purpose. For example, there may be enhanced EMS windows
segments A000-A3FF, A400-A7FF, A800-ABFF, AC00-AFFF, C800-CBFF,
and CCOO0-CFFF; notice that they are not all contiguous.

Some expanded memory systems also create enhanced EMS page fram
within the DOS 640K area. This allows certain programs, such as Desqview
to provide multitasking by changing the mapping of conventional DOS mem-
ory.

Note — The NEAT and SCAT chipsets have a built-in expanded memory
controller, so you do not need a separate expanded memory board. The NEA
chipset’'s expanded memory controller only supports the four standard EMS
page frames. The SCAT chipset's expanded memory controller allows 3z
EMS page frames, in segments 4000-9FFF and DOOO-EFFF.

Note — The AT/386 and PEAK chipsets do not have a built-in expanded
memory controller.
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Note — Invisible RAM 386 can create expanded memory page frames
anywhere in the PC’s address space. Therefore, it supports both standard a
enhanced EMS page frames, and it creates enhanced EMS page frames wit!
the DOS memory space.

Note — Invisible EMS supports both standard and enhanced EMS page
frames.

Shadow RAM And High RAM

We have explained how a page frame acts as a window into expande
memory. By calling the expanded memory manager, software can use a pag
frame to access any 16K byte page of expanded memory.

With Invisible RAM, it is possible to make some page frames acdessda
16K page of memory. Such page frames are caliadow RAMr high RAM

A page frame used for shadow RAM or high RAM cannot access any 16K
page of expanded memory; it only accesses one, fixed, unchangeable 16
page of memory.

From a hardware standpoint, shadow RAM is exactly the same as high RAM
The difference between shadow RAM and high RAM lies in the way they are
utilized by software.

Shadow RAM is used by tH&EHADOW programs supplied with Invisible
RAM (see theDOS User Manuafor details), and by the Invisible LAN
operating system. THESHADOW programs let you load TSR’s (terminate-
stay-resident programs) and DOS device drivers into the shadow RAM. Also
the Invisible LAN software has the ability to load itself into the shadow RAM.
In either case, more DOS memory is freed up for application programs. Notice
that you don’t need specially-designed TSR’s or device drivers in order to ust
shadow RAM;LSHADOW works with ordinary TSR’s and device drivers.

High RAM is used only by specially-designed programs. It cannot be used by
LSHADOW or by Invisible LAN. If you don't have any programs that are
designed to work with high RAM, then there is no use in creating any high
RAM.

Note— All versions of Invisible RAM can create shadow RAM or high RAM

in any of the 24 page frames that occupy segments A0O00-FFFF. In the case
the NEAT, AT/386, SCAT, and PEAK chipsets, this is done using special
hardware that is built-in to the chipset. In the case of Invisible RAM 386,
Invisible EMS, and Generic EMS, this is done using the same page-mappin
mechanism that is used to create expanded memory page frames.
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SUMMARY: The PC’s one-megabyte address space is divided imtadgit
frames each 16K bytes in size. The first 640K is always used for DOS. The
remaining 384K is used for BIOS ROMs, video RAM, expanded memory
“windows”, shadow RAM, and high RAM. Expanded memory “windows”
arepaged so any window can access any part of the expanded memory
Shadow RAM is used for memory-resident programs, including the Invis-
ible LAN software.
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CHAPTER 12

Memory Hardware
Configuration

This chapter describes how to configure your memory hardware so it is read
to run the Invisible RAM memory manager. In most cases, all you'll have to
do is verify that you have the correct hardware.

We describe the configuration process separately for each of the seven typ
of Invisible RAM:

The NEAT chipset
The AT/386 chipset
The SCAT chipset
The PEAK chipset
386 virtual mode
Invisible EMS
Generic EMS

Please refer to the appropriate section of this chapter for your memon
hardware.

The NEAT Chipset

The NEAT chipset supports shadow RAM, expanded memory, and extende:
memory. Before installing Invisible RAM, you must configure the NEAT
chipset to specify how much of each type of memory you want to have. The
actual configuration is done using your computer’s set-up program. After the
NEAT chipset is configured, you can install Invisible RAM.

The configuration you select depends on the following two factors:
The total amount of RAM installed in your motherboard.
The amount RAM you want to use for expanded memory.

The following sections describe how to select the appropriate configuration.
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Determining Total RAM

In order to configure the NEAT chipset correctly, you need to know how much
RAM you have installed on the motherboard.

To determine the amount of RAM on the motherboard, type the command
SHADOW /C
The SHADOW program produces a display similar to the following:

Chips and Technologies chipset: NEAT version B.
Total RAM on motherboard: 1024K.
640K to 1M memory relocation: Disabled.
Shadow RAM: Available.
Expanded memory controller: Disabled.

The second line shows the amount of RAM on the motherboard; it can rang
from 512K to 8192K. In the above example, there is 1024K RAM on the
motherboard.

Stop— You need at least 1024K RAM to use Invisible RAM. If there is less
than 1024K total RAM, you can'’t use Invisible RAM.

If You Have Exactly 1024K Total RAM

This section describes the options available to you if you éeaetly1024K
RAM on the motherboard. If you haveorethan 1024K, skip ahead to the
next section.

With exactly 1024K RAM on the motherboard, you can elect to bitier
shadow RAMor expanded memory, but not both:

If you elect to have shadow RAM, you can load memory-resident pro-
grams and device drivers into the shadow RAM and you can increase
DOS memory size above 640K, but you can't use expanded memory
applications.

If you elect to have expanded memory, you can use expanded memor
applications, but you can’t load memory-resident programs and device
drivers outside DOS memory, and you can't increase DOS memory size
above 640K.

The following paragraphs describe how to use your computer’s set-up pro
gram to select the option you want.
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Option 1 — Shadow RAM

With this option, you can load memory-resident programs and device drivers
into shadow RAM, and you can increase DOS memory beyond 640K. How-
ever, you can't use the NEAT chipset’s built-in expanded memory controller.

To select this option, start your computer’s set-up program. The procedure fo
starting the set-up program varies from one computer to the next. Some set-L
programs are loaded in from disk, while others are built-in to the computer anc
activated by pressing a special key when the computer is started.

Once the set-up program is started, configure the NEAT chipset as follows:
For “640K to 1M memory relocation,” select “Disabled.”
For “Expanded memory controller,” select “Disabled.”

If your set-up program has a selection for “RAS timeout,” select “En-
abled.”

After running the set-up program, re-boot your computer to put the new
configuration into effect.

Option 2 — Expanded Memory

With this option, you can use the NEAT chipset’s built-in expanded memory
controller to run expanded memory applications. However, you can’t load
memory-resident programs or device drivers into shadow RAM, and you can’
increase DOS memory beyond 640K.

To select this option, start your computer’s set-up program. The procedure fo
starting the set-up program varies from one computer to the next. Some set-L
programs are loaded in from disk, while others are built-in to the computer anc
activated by pressing a special key when the computer is started.

Once the set-up program is started, configure the NEAT chipset as follows:
For “640K to 1M memory relocation,” select “Enabled.”
For “Expanded memory controller,” select “Enabled.”

For “EMS I/O port address,” you can select any of the following: 208,
218, 258, 268, 2A8, 2B8, or 2E8. You must select an I/O address that i
not used by any equipment in your computer. In most cases, we recorm
mend selecting “208.”

For “EMS memory address,” you can select any of the following: C000,
C400, C800, CC00, D000, D400, D800, DCO00, or EO00. You must select
the address of a 64K block of memory that is not used by any equipmen
in your computer. In most cases, we recommend selecting “E000.”
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For “EMS size,” select “less than 1M RN @te — Some set-up programs
use “0.5M” to indicate “less than 1M.”)

If your set-up program has a selection for “RAS timeout,” select “En-
abled.”

After running the set-up program, re-boot your computer to put the new
configuration into effect.

If You Have More Than 1024K Total RAM

This section describes the options available to you if you hawe than
1024K RAM on the motherboard. If you haggactly 1024K, refer to the
previous section.

With more than 1024K RAM on the motherboard, you always have shadow
RAM available. The only decision you need to make is whether or not you
want to have expanded memory. If you elect to have expanded memory, yo
need to decide how much you want to have; any RAM not used for expande
memory automatically becomes extended memory.

The following paragraphs describe how to use your computer’s set-up pro
gram to select the option you want.

Option 1 — No Expanded Memory

With this option, you can load memory-resident programs and device drivers
into shadow RAM, and you can increase DOS memory beyond 640K. How-
ever, you can't use the NEAT chipset’s built-in expanded memory controller.
All RAM beyond the first 1024K is configured as extended memory.

To select this option, start your computer’s set-up program. The procedure fo
starting the set-up program varies from one computer to the next. Some set-L
programs are loaded in from disk, while others are built-in to the computer anc
activated by pressing a special key when the computer is started.

Once the set-up program is started, configure the NEAT chipset as follows:
For “640K to 1M memory relocation,” select “Disabled.”
For “Expanded memory controller,” select “Disabled.”
Ifb)llo(ljjr set-up program has a selection for “RAS timeout,” select “En-
abled.”

After running the set-up program, re-boot your computer to put the new
configuration into effect.
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Option 2 — Expanded Memory

With this option, you can use the NEAT chipset’s built-in expanded memory
controller to run expanded memory applications. You can also load memory:
resident programs and device drivers into shadow RAM, and you can increas
DOS memory beyond 640K.

To select this option, start your computer’s set-up program. The procedure fo
starting the set-up program varies from one computer to the next. Some set-L
programs are loaded in from disk, while others are built-in to the computer anc
activated by pressing a special key when the computer is started.

Once the set-up program is started, configure the NEAT chipset as follows:
For “640K to 1M memory relocation,” select “Disabled.”
For “Expanded memory controller,” select “Enabled.”

For “EMS I/O port address,” you can select any of the following: 208,
218, 258, 268, 2A8, 2B8, or 2E8. You must select an I/O address that i
not used by any equipment in your computer. In most cases, we recorm
mend selecting “208.”

For “EMS memory address,” you can select any of the following: C000,
C400, C800, CC00, D000, D400, D800, DCO00, or EQ00. You must select
the address of a 64K block of memory that is not used by any equipmen
in your computer. In most cases, we recommend selecting “E000.”

For “EMS size,” select the amount of RAM you want to use for expanded
memory. The choices are “less than 1M,” “1M,” “2M,” “3M,” “4M,”
“5M,” “6M,” and “7M.” (Note — Some set-up programs use “0.5M” to
indicate “less than 1M.”) The maximum value you can select is the total
amount of RAM on the motherboard, minus 1024K. (For example, if
there is 4096K RAM, the maximum EMS size you can select is 3072K,
which is the same as 3M.) If you select less than the maximum possible
size, the remaining RAM automatically becomes extended memory.

If your set-up program has a selection for “RAS timeout,” select “En-
abled.”

After running the set-up program, re-boot your computer to put the new
configuration into effect.

Set-Up Program Problems

On rare occasions, there may be problems with a NEAT chipset compute
when you attempt to change the configuration of the system. This happen
mostly with older versions of NEAT computers. For example, there may be &
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problem when you add or remove expansion boards, add or remove memor
or change the Invisible RAM parameters. The computer may “remember” the
old configuration and refuse to adapt itself to the new configuration, even if
you run the computer’s set-up program.

We have included a program callEdRCMOS that completely erases the
computer’s old configuration. If you have problems changing the configura-
tion of a NEAT chipset computer, rteLRCMOS. Then you can run the
computer’s set-up program, and establish the desired new configuration.

Caution — After runningCLRCMOS, you will have to set up the computer
from scratch (entering memory size, diskette drive types, fixed disk drive type
numbers, and so on). Don't r@LRCMOS unless you know how to do this.

SUMMARY: The NEAT chipset is very flexible. It supports shadow RAM,
expanded memory, and extended memory. You use your computer’s set-u
program to configure the NEAT chipset, in order to select the combination
of memory you want.

The AT/386 Chipset

The AT/386 chipset supports shadow RAM, and extended memory. All you
have to do is verify that you have the AT/386 chipset, and at least 1024K RAM
on the motherboard.

To determine the amount of RAM on the motherboard, type the command
SHADOW /C

The SHADOW program produces a display similar to the following:

Chips and Technologies chipset: AT/386 version B.
Total RAM on motherboard: 1024K.
Shadow RAM: Available.

The second line shows the amount of RAM on the motherboard; it can rang
from 1024K to 16384K. In the above example, there is 1024K RAM.

If the SHADOW display is correct, you may proceed to use Invisible RAM.

SUMMARY: The AT/386 chipset supports shadow RAM and extended
memory.
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SCAT Chipset Configuration

The SCAT chipset is used in 286-based computers. It supports shadow RANM
expanded memory, and extended memory. Before installing Invisible RAM,
you must configure the SCAT chipset to specify how much of each type of
memory you want to have. The actual configuration is done using your
computer’s set-up program. After the SCAT chipset is configured, you can
install Invisible RAM.

Invisible RAM for the SCAT chipset can create shadow RAM, high RAM, or
ROM copy in any of the 24 page frames in segments AOOO-FFFF. In addition
it can create paged EMS memory in the 32 page frames in segments 400
9FFF and DO0O-EFFF.

The configuration you select depends on the following two factors:
The total amount of RAM installed in your motherboard.
The amount RAM you want to use for expanded memory.

The following sections describe how to select the appropriate configuration.

Determining Total RAM

In order to configure the SCAT chipset correctly, you need to know how much
RAM you have installed on the motherboard.

To determine the amount of RAM on the motherboard, type the command

SHADOW /C
The SHADOW program produces a display similar to the following:

Chips and Technologies chipset: SCAT version A.
Total RAM on motherboard: 4096K.
640K to 1M memory relocation: Disabled.
Shadow RAM: Available.
Expanded memory controller: Enabled.
EMS memory size: 1024K.
Expanded memory I/O ports: Enabled.
EMS 1I/O port address: 208.

The second line shows the amount of RAM on the motherboard; it can rang
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from 512K to 8192K. In the above example, there is 4096K RAM on the
motherboard.

Stop—You need at least 1024K RAM to use Invisible RAM. If there is less
than 1024K total RAM, you can'’t use Invisible RAM.

If You Have Exactly 1024K Total RAM

This section describes the options available to you if you éeaetly1024K
RAM on the motherboard. If you haveorethan 1024K, skip ahead to the
next section.

With exactly 1024K RAM on the motherboard, you can elect to bitier
shadow RAMor expanded memory, but not both:

If you elect to have shadow RAM, you can load memory-resident pro-
grams and device drivers into the shadow RAM and you can increase
DOS memory size above 640K, but you can't use expanded memory
applications.

If you elect to have expanded memory, you can use expanded memor
applications, but you can’t load memory-resident programs and device
drivers outside DOS memory, and you can't increase DOS memory size
above 640K.

The following paragraphs describe how to use your computer’s set-up pro
gram to select the option you want.

Option 1 — Shadow RAM

With this option, you can load memory-resident programs and device drivers
into shadow RAM, and you can increase DOS memory beyond 640K. How-
ever, you can't use the SCAT chipset’s built-in expanded memory controller.

To select this option, start your computer’s set-up program. Once the set-u
program is started, configure the SCAT chipset as follows:

For “640K to 1M memory relocation,” select “Disabled.”

After running the set-up program, re-boot your computer to put the new
configuration into effect.

Option 2 — Expanded Memory

With this option, you can use the SCAT chipset’s built-in expanded memory
controller to run expanded memory applications. However, you can’t load
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memory-resident programs or device drivers into shadow RAM, and you can’
increase DOS memory beyond 640K.

To select this option, start your computer’s set-up program. Once the set-u
program is started, configure the SCAT chipset as follows:

For “640K to 1M memory relocation,” select “Enabled.” This gives you
384K of extended and/or expanded memory.

Select an “Extended memory boundary” to define the top address of
extended memory. Select “No boundary” if you want 384K of extended
memory. Select “1M” if you want 384K of expanded memory. Select
“1.25K” if you want 256K of extended memory and 128K of expanded
memory.

After running the set-up program, re-boot your computer to put the new
configuration into effect.

If You Have More Than 1024K Total RAM

This section describes the options available to you if you hawe than
1024K RAM on the motherboard. If you haggactly 1024K, refer to the
previous section.

With more than 1024K RAM on the motherboard, you always have shadow
RAM available. The only decision you need to make is whether or not you
want to have expanded memory. If you elect to have expanded memory, yo
need to decide how much you want to have; any RAM not used for expande
memory automatically becomes extended memory.

To configure the chipset, start your computer’s set-up program. Once the
set-up program is started, configure the SCAT chipset as follows:

Select an “Extended memory boundary” to define the top address of
extended memory. Select “No boundary” if you want all memory beyond

the first megabyte to be extended memory. Select “1M” if you want all

memory beyond the first megabyte to be expanded memory. Othel
boundary values give you a mix of extended and expanded memory.

After running the set-up program, re-boot your computer to put the new
configuration into effect.

SUMMARY: The SCAT chipset is very flexible. It supports shadow RAM,
expanded memory, and extended memory. You use your computer’s set-u
program to configure the SCAT chipset, in order to select the combination
of memory you want.
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PEAK Chipset Configuration

The PEAK chipset supports shadow RAM and extended memory. All you
have to do is verify that you have the PEAK chipset, and at least 1024K RAM
on the motherboard.

Invisible RAM for the PEAK chipset can create shadow RAM, high RAM, or
ROM copy in any of the 24 page frames in segments A000-FFFF. PEAK doe:
not support paged EMS memory.

To determine the amount of RAM on the motherboard, type the command

SHADOW /C
The SHADOW program produces a display similar to the following:

Chips and Technologies chipset: PEAK version D.
Total RAM on motherboard: 4096K.
Shadow RAM: Available.
Cache: Enabled.
Cache size: 256K.

The second line shows the amount of RAM on the motherboard; it can rang
from 1024K to 16384K. In the above example, there is 4096K RAM on the
motherboard.

If the SHADOW display is correct, you may proceed to use Invisible RAM.

SUMMARY: The PEAK chipset supports shadow RAM and extended
memory.

386 Virtual Mode

The 386 virtual mode supports shadow RAM, expanded memory, and ex
tended memory. It works by taking part of your computer’s extended memory;
and converting it into shadow RAM and expanded memory.

Invisible RAM 386 is the version of Invisible RAM that supports the 386
virtual mode. Before installing Invisible RAM 386, you need to verify that you
have the required hardware.
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Microprocessor Type

Invisible RAM 386 requires that you have a 386, 386SX, or 486 microproces-
sor.

Check your computer and make sure that it has the correct type of microprc
cessor. Many computers display the microprocessor type when they ar
powered on.

Determining Extended Memory Size

To determine the amount of extended memory in the computer, type the
command

SHADOW [E
The SHADOW program produces a display similar to the following:

Extended memory size: 3072K.

The display shows the amount of extended memory in the system. In the abo\
example, there is 3072K (3 megabytes) of extended memory.

Stop— You need at least 1024K of extended memory to use Invisible RAM
386.

Check Extended Memory Applications

Check your system to see if any of your any applications use extendet
memory. The most common extended memory applications are disk cach
programs (including the Invisible LAN disk cache), and RAMDISK programs
(such as VDISK).

If you have any extended memory applications, take note of the total extende
memory they require. You will need this information when you install Invisi-
ble RAM 386.
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SUMMARY: Invisible RAM 386 takes advantage of the virtual mode of the
the 386, 386SX, and 486 microprocessors. In the virtual mode, part of you
computer’s extended memory is converted into expanded memory anc
shadow RAM.

Invisible EMS

Invisible EMS is an expanded memory board manufactured by Invisible
Software. It supports shadow RAM and expanded memory.

To install the Invisible EMS board, follow the instructions in the Invisible
EMS User Manual which comes with the board.

The Invisible RAM program for Invisible EMS is in a file called
IEMSEMM.SYS. A copy of this file is included with Invisible LAN. Another
copy of thisfile is included with the Invisible EMS board. You should compare
the dates on the two files; use whichever one is more recent.

SUMMARY: The Invisible EMS board provides expanded memory and
shadow RAM.

Generic EMS

Invisible RAM for Generic EMS is designed to work in conjunction with any
EMS 4.0 hardware. Invisible RAM adds shadow RAM and frontfill features
to your existing EMS 4.0 hardware.

The following sections describe how to configure your existing EMS 4.0 so
that it can accomodate Invisible RAM.

Install the Underlying EMS

Invisible RAM for Generic EMS requires that you have EMS 4.0 hardware
and software in your computer. Your existing EMS hardware and software is
called theunderlying EMS Invisible RAM runs “on top of” the underlying
EMS.

Install your EMS hardware and software in accordance with the
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manufacturer’s instructions. Installing the software generally involves placing
a DEVICE= statement in the CONFIG.SYS file. After installing the EMS
software, you may have to reboot your computer.

After installing the underlying EMS, use tis$1ADOW program to verify
that it is correctly installed. Type the command

SHADOW /X

The SHADOW program produces a display similar to the following:

Expanded Memory Manager: Installed.
Version number: 4.0.
Total expanded memory: 2048K.
Free expanded memory: 1824K.
EEMS (enhanced EMS) functions: Available.

The first line shows that your EMS software is installed, and the second line
shows its version number. Invisible RAM requires version number 4.0 or
higher.

The third line shows the total amount of expanded memory you have, and th
fourth line shows the amount of free expanded memory.

The last line shows if your expanded memory software supports the enhance
EMS functions. Invisible RAM does not require the enhanced EMS functions,
so it doesn’t matter if they are available or not.

Check the Memory Map

With the underlying EMS installed, display the memory map by entering the
command

SHADOW /M

The SHADOW program produces a display similar to the following:
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0000-9FFF DOS RAM
AO000-B7FF ENHANCED-EMS
B800-BFFF VIDEO RAM
CO00-C5FF ROM

C600-C7FF

C800-D7FF STANDARD-EMS
D800-EFFF ENHANCED-EMS
FOOO-FFFF BIOS

Look for areas of memory label&tNHANCED-EMS. Invisible RAM can
convert these areas into shadow RAM. If there are no areas |dfdled
HANCED-EMS, then Invisible RAM is probably not going to be useful for
you.

Note — If there are no areas labeleNlHANCED-EMS, then you may not
have true EMS 4.0 hardware. There has been confusion in the industry
because some manufacturers sell EMS 4.0 software with old-style EMS 3.
hardware. To havENHANCED-EMS, you need true EMS 4.0 hardware. If
you believe that you have true EMS 4.0 hardware, but there is still no

ENHANCED-EMS, check to see if your EMS software is correctly config-
ured.

Invisible RAM for Generic EMS has two basic configurations:

You can convert all thENHANCED-EMS regions into shadow RAM,
while leaving thesTANDARD-EMS regions for use by expanded mem-

ory applications. This configuration gives you both shadow RAM and
expanded memory.

You can convert both thENHANCED-EMS regions and th&TAN-
DARD-EMS regions into shadow RAM. This gives you an extra 64K of
shadow RAM, however, the expanded memory functions are disabled
With this configuration, you have shadow RAM but no expanded mem-
ory.
The Invisible RAM configuration is selected with the memory manager
parameters, described in chapter 13.

Checking for Frontfill

Frontfill is the process of increasing DOS memory beyond 640K. In most
cases, DOS memory can be increased to 736K on a color system, or 704K ¢
a monochrome system.

In order to perform frontfill, you must haBNHANCED-EMS beginning at
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memory address A00O. If the memory map does not dEHEWANCED-

EMS at memory address A00O, you may be able to create it by reconfiguring
your EMS software. The following sections describe two procedures that may
work.

Using an “Include” Parameter

Many expanded memory managers accept a parameter that lets you tell tt
software where to create paged EMS memory. Usually, the parameter is calle
something like “include,” and is often abbreviated to the lett&kith the
“include” parameter, you may be able to force your EMS software to create
ENHANCED-EMS at memory address A0QO.

Example — Suppose that your EMS software is called EMM.SYS. You may
be able to createNHANCED-EMS at memory address A00O by putting the
following line in the CONFIG.SYS file:

DEVICE=EMM.SYS INCLUDE=A000-AFFF

Using VGA2CGA.SYS

If you have an EGA or VGA video system, your EMS software may refuse to
createENHANCED-EMS at memory address A000, even if you use an
“include” parameter. This is because EGA and VGA use memory locations
AOO0O0-AFFF as video RAM for the high-resolution graphics modes. Your
EMS software may be designed to check for the presence of EGA or VGA
and refuse to use memory locations A00O to AFFF if an EGA or VGA is
installed.

You can overcome this limitation by using the device driver VGA2CGA.SYS.
What this device driver does is disable the high-resolution graphics modes. |
effect, it “tricks” your EMS software into thinking that you have a CGA video
system, instead of the EGA or VGA. You need to install VGA2CGA.SYS
immediatelybeforeyou install your EMS software.

Example — Suppose that your EMS software is called EMM.SYS. You may
be able to creatENHANCED-EMS at memory address A00O by installing
VGA2CGA.SYS as shown:

DEVICE=VGA2CGA.SYS
DEVICE=EMM.SYS

You may have to use both VGA2CGA.SYS and an “include” parameter, as
follows:

DEVICE=VGA2CGA.SYS
DEVICE=EMM.SYS INCLUDE=A000-AFFF
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Note — After VGA2CGA.SYS is installed, the high-resolution graphics
modes are disabled. When you install Invisible RAM, the high-resolution
graphics modes are re-enabled.

SUMMARY: Invisible RAM for Generic EMS works in conjunction with
any EMS 4.0 hardware. It converts the enhanced EMS page frames int
shadow RAM. Frontfill can be provided if there are enhanced EMS pages
at memory address AQQO.
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CHAPTER 13

Advanced Memory
Configuration

This chapter describes all the parameters that are available for configuring th
Invisible RAM memory managers.

The memory managers can be configured to match your exact requirement
There are seven different memory managers, each designed for a differel
type of memory hardware. Each memory manager is designed to fully exploi
your hardware’s capabilities.

All the parameters can be adjusted using the Invisible LAN Setup prograrn
(SETUP30. The parameters are stored in the Invisible LAN initialization file,
and they go into effect the next time you start Invisible LAN.

The topics covered in this chapter are:

Selecting a memory manager

Page frames

Memory manager parameters

System memory configuration

386 control program parameters
Parameters that control the network software are described separately, |
chapter 8.

Note — There are two ways to load an Invisible RAM memory manager. It
can be loaded by thdET30 command when you start Invisible LAN, or it
can be loaded from the CONFIG.SYS file. These parameters only apply whel
Invisible RAM is loaded by thET30 command. If Invisible RAM is loaded
from CONFIG.SYS, then the parameters must be placed into the CON-
FIG.SYS file; refer to the text file INVRAM.TXT for details.
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Page Frames

Before discussing the various parameters, we present some basic informatic
about page frames and the types of memory that Invisible RAM can create.

The IBM PC can address a total of 1024K of memory. Invisible RAM divides

this

1024K into 64page frameseach 16K in size. The first page frame

occupies segments 0000-03FF, the second page frame occupies segme
0400-07FF, and so on; the last (sixty-fourth) page frame occupies segmen
FCOO0-FFFF.

Within each page frame, Invisible RAM can potentially create one of four
types of memory:

Paged EMS memoryA page frame set up as paged EMS memory can

access any 16K of expanded memory. In effect, the page frame acts as
“window” into the expanded memory. The window can be moved under
software control. Page frames set up as paged EMS memory can be ust
by any application that is designed to use expanded memory.

Shadow RAMA page frame set up as shadow RAM contains a fixed 16K
block of memory. Page frames set up as shadow RAM can be used to loz
DOS device drivers and TSRs (terminate-stay-resident programs) outsid
of DOS memory. The programsLSHADOW.COM and
LSHADOW.SY'S provide access to shadow RAM. Also, Invisible LAN
can load itself into shadow RAM.

High RAM. A page frame set up as high RAM contains a fixed 16K block
of memory. High RAM is very similar to shadow RAM, except that high
RAM cannot be accessed with thEHADOW programs. High RAM
can only be used by specially-designed application programs.

ROM Copy.A page frame set up as ROM copy is filled with RAM that
contains a copy of whatever ROM was originally located in the page
frame; the ROM itself is disabled. This speeds up the execution of ROM
code, because RAM is faster than ROM.

The biggest difference among the five versions of Invisible RAM is their
capabilities and limitations in how page frames can be used. Here is «
summary of the differences:

13-2

Invisible RAM for the NEAT chipset can only use the 24 page frames that
lie within segments AO0O-FFFF, that is, the page frames that lie outside
the DOS 640K area. Moreover, only four of these page frames can be use
for paged EMS memory. However, all 24 page frames can be used fo
shadow RAM, high RAM, and ROM copy.

Invisible RAM for the SCAT chipset can create shadow RAM, high
RAM, or ROM copy in any of the 24 page frames in segments A00O0-
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FFFF. In addition, it can create paged EMS memory in the 32 page frame
in segments 4000-9FFF and DOO00-EFFF.

Invisible RAM for the AT/386 or PEAK chipset can only use the 24 page

frames that lie within segments AO0O-FFFF, that is, the page frames tha
lie outside the DOS 640K area. Paged EMS memory is not supported
However, all 24 page frames can be used for shadow RAM, high RAM,
and ROM copy.

Invisible RAM 386 (for 386 virtual mode) is the most flexible. It can use
all 64 page frames, and it can make any type of memory in each pag
frame.

Invisible RAM for the Invisible EMS memory board can create paged

EMS memory, shadow RAM, or high RAM in any available page frame

(it cannot create ROM copy). However, the available page frames are
limited by the design of the computer. In most cases, the available pag
frames occupy one of the following address ranges: AO0OO-DFFF; or
AO000-EFFF; or 8000-DFFF; or 8000-EFFF.

Invisible RAM for Generic EMS can create shadow RAM or high RAM
in any available page frame (it cannot create ROM copy). Creation of
paged EMS memory is not an issue for Generic EMS, since the underly
ing expanded memory manager provides paged EMS memory. The avail
able page frames are determined by the expanded memory manager.

SUMMARY: Memory is divided intgpage frameseach 16K bytes in size.
In each page frame, Invisible RAM can potentially created paged EMS
memory, shadow RAM, high RAM, or ROM copy.

Memory Manager Parameters

The Invisible RAM parameters are entered on two screens. The Memory
Manager Parameters screen controls the overall configuration of the memor
manager. The System Memory Configuration screen controls the use of eac
individual page frame.

This section describes the Memory Manager Parameters screen, as shown
figure 13-1. The next section describes the System Memory Configuratior
screen.

Note — In most cases, you only have to adjustiMemory Manager and
Configuration fields. The other fields automatically assume default values
that are correct for most installations.
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Memory Manager

The Memory Manager field selects one of the Invisible RAM memory
managers. The optional memory managers can reduce network memory re
quirements and increase the memory available to DOSFBsmnd F6 to
select one of the choices in the following table.

Table 13-1. Invisible RAM Memory Managers

Parameter Hardware

NONE No memory manager.

Invisible RAM, for 286- and 386SX-based computers

NEAT_CHIPSET with the NEAT chipset from Chips and Technologies.

Invisible RAM, for 386-based computers with the AT/386

AT/386_CHIPSET chipset from Chips and Technologies.

Invisible RAM, for 286-hased computers with the SCAT

SCAT_CHIPSET chipset from Chips and Technologies.

Invisible RAM, for 386- and 486-based computers with
the PEAK chipset from Chips and Technologies.

Invisible RAM 386, for any 386-, 386SX-, and 486-based
computers with at least 2MB RAM. This choice installs

PEAK_CHIPSET

386_VIRTUAL both a memory manager, and a 386 control program that
switches the processor into virtual mode.
Invisible EMS expanded memory board. This memory
INVISIBLE_EMS board is manufactured by Invisible Software.
GENERIC_EMS Invisible RAM Generic, which can be used with any EMS

4.0 hardware.

Configuration

The Configuration field selects one of three basic configurations. In effect,
this field establishes the default configuration for Invisible RAM. The other
parameters act to modify the default configuration selected by this field.
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Figure 13-1. Memory Manager Parameters Screen

EMS_ONLY selects an expanded memory only configuration, with no
shadow RAM. Invisible RAM creates paged EMS memory in as many
page frames as possible.

EMS_AND_SHADOW selects a configuration that supports both ex-
panded memory and shadow RAM. Invisible RAM locates all available
page frames. Four of the page frames are set up as paged EMS memo
and the rest are set up as shadow RAM.

SHADOW_ONLY selects a shadow RAM only configuration, with no
expanded memory support. Invisible RAM locates all available page
frames, and sets them up as shadow RAM. This configuration creates a
additional 64K of shadow RAM, as compared to
EMS_AND_SHADOW.

Note — The AT/386 and PEAK versions of Invisible RAM only support the
SHADOW_ONLY configuration, since the AT/386 and PEAK chipsets do
not have an EMS controller.

Note — The Generic EMS version of Invisible RAM does not support
EMS_ONLY. Both EMS_AND_SHADOW and SHADOW_ONLY are
supported; if you specifBHADOW_ONLY then the underlying expanded
memory manager is disabled.
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Standard EMS Area Control

There are two types of paged EMS page frastasidardandenhancedThe
standard EMS page frames always form a contiguous block of memory, calles
thestandard EMS area

By default, there are four standard EMS page frames, arranged in a contiguol
64K block. Invisible RAM automatically selects an appropriate starting ad-
dress. All other EMS page frames automatically become enhanced EMS pag
frames.

Most expanded memory applications use only the standard EMS page frame
Very few require any enhanced EMS page frames.

With the Frame Address and Frame Sizefields, you can customize the
location and size of the standard EMS area.

Note — These fields are valid only for Invisible RAM 386, Invisible EMS,
and the SCAT chipset. In the case of the NEAT chipset, the location of the
standard EMS area is set with your computer’s setup program.

Frame Address

The Frame Addressparameter specifies the starting address of the standarc
EMS area. Us€5 andF6 to select a value.

If you selectAUTO, then Invisible RAM automatically determines the start-
ing address of the standard EMS area.

Example — If you would like to place the 64K standard EMS area in
segments E000-EFFF, sel&f00.

Note — TheFrame Addressfield does not create paged EMS memory. It
only specifies which paged EMS memory should be used as standard EM
page frames. If you need to create paged EMS memory, use the Syste
Memory Configuration screen described later in this chapter. (However, if you
selectEMS_AND_SHADOW for Configuration, then theFrame Address

field specifies which page frames to use as paged EMS memory; remainin
page frames are used as shadow RAM.)

Frame Size

The Frame Sizefield specifies the size of the standard EMS area. Normally,
the standard EMS area consists of 4 page frames (64K). Howevdfrauitie
Sizeyou can adjust the size from a minimum of 2 page frames to a maximun
of 12 page frames. Note that there must be a contiguous block of paged EM
memory large enough to hold the specified standard EMS ared&Sswl

F6 to select a value.
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Note — Most expanded memory applications (including Invisible LAN)
won't work if the value oframe Sizeis different from 4.

DOS Memory Control

By default, Invisible RAM automatically makes DOS memory as large as
possible. Thé-rontfill Size, Code Location andlnitial VGA State param-
eters let you alter this behavior, if you so desire.

Frontfill Size

The Frontfill Size parameter lets you control the total size of DOS memory.
In most cases, Invisible RAM automatically increases the size of DOS mem:
ory to 704K on a monochrome system, or 736K on a color system. This
process is callettontfill. With theFrontfill Size parameter, you can control
the amount of frontfill.

UsingF5 andF6, you can selectlrontfill Size of 0, 640, 704, or 736; or you
can leave the field blank.

If you leave the field blank, then Invisible RAM automatically makes
DOS memory as large as possible.

If you selectO, then Invisible RAM does not change the size of DOS
memory.

If you select640, then Invisible RAM sets the size of DOS memory to
640K.

If you select704, then Invisible RAM sets the size of DOS memory to
704K.

If you select736, then Invisible RAM sets the size of DOS memory to
736K.

Note — Page frames not used for frontfill become available for use as page
EMS memory, shadow RAM, or high RAM.

Note— If you have VGA or EGA video, you can still specififantfill Size

larger than 640. When Invisible RAM first loads, DOS memory size is limited
to a maximum of 640K (unless you specdFF for Initial VGA State).
However, Invisible RAM remembers the value you specifiedFiontfill

Size and DOS memory size is increased to the specified value when you rul
VGAOFF (refer to theDOS User Manualor details abouVGAOFF).
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Code Location

When there is shadow RAM in the system not used for frontfill, Invisible
RAM can copy itself into the shadow RAM. This is controlled byGloele
Location parameter.

Using F5 andF6, you can select@ode Locationof SHADOW or DOS.

If you specifySHADOW, then Invisible RAM copies itself into shadow
RAM. This frees up approximately 9K of additional DOS memaory.

If you specifyDOS, then Invisible RAM remains in DOS memory.

SHADOW is the default value dfode Location

Initial VGA State

Initial VGA State lets you specify whether high-resolution VGA or EGA
graphics should be enabled or disabled. Disabling high-resolution graphic:
allows DOS memory size to be increased above 640K.

UsingF5 andF6, you can select dnitial VGA State of ON or OFF.
If you specifyON, then VGA or EGA high-resolution graphics is enabled.
If you specify OFF, then VGA or EGA high-resolution graphics is
disabled.

ON is the default value dhitial VGA State .

Note — Regardless of the value you specify Ifatial VGA State , you can
useVGAON andVGAOFF to enable and disable high-resolution graphics as
needed. Refer to tH2OS User Manuafor details.

Note—lInitial VGA State is ignored if you don't have a VGA or EGA video
system.

Internal Expanded Memory Parameters

The Contexts Handles andNon-standard Pageparameters adjust certain
internal parameters of the expanded memory manager. Generally, they al
needed only for special applications.

Handles

The Handles parameter controls the number of EMS handismdlesare
used by expanded memory application programs to request memory from th
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expanded memory manager. Generally, you need one or two handles for eax
expanded memory application that is running concurrently in the computer.

The default value dflandlesis 64, which should be adequate for almost any
application. However, if an application reports that there are no expandec
memory handles available, increase the valu¢anfdles

This parameter is valid for NEAT chipset, SCAT chipset, Invisible RAM 386,
and Invisible EMS.

Contexts

The Contexts parameter controls the number of EMS conte@tsitextsare
used by some (but not all) expanded memory application programs.

The default value dfontextsis 64, which should be adequate for almost any
application. However, if an application reports that there are no expandec
memory contexts available, increase the valueaftexts

This parameter is valid for NEAT chipset, SCAT chipset, Invisible RAM 386,
and Invisible EMS.

Non-Standard Page

The Non-standard Pageparameter lets you create enhanced EMS page
frames with non-standard page frame numbers. This is used only with IBM
DOS 4.0 fiot with MS-DOS 4.0), to use the expanded memory features of
DOS.

This parameter is valid for SCAT chipset, Invisible RAM 386, and Invisible
EMS.

You can create page number 254, or page number 255, or both. You need
create page number 254 if you want to use VDISK or FASTOPEN in ex-
panded memory. You need to create page number 255 if you want to us
BUFFERS in expanded memory.

Note — Non-standard Pagedoes not create paged EMS memory. It merely
specifes that one or two of the enhanced EMS page frames should be reserv
for DOS (note thafNon-standard Pagecan't use a standard EMS page
frame). If necessary, use the System Memory Configuration screen, describe
later in this chapter, to create paged EMS memory.

Note — This parameter is not very useful when Invisible RAM is loaded by
the NET30 command. To use the non-standard pages, you need to loa
Invisible RAM from CONFIG.SYS; refer to INVRAM.TXT for details.
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Extended Memory Emulation

TheExtended Emulation Sizeparameter is used only with Invisible EMS. It
lets you use part of your expanded memory to emulate extended memory. Th
lets you run extended memory applications, such as the VDISK RAMDISK
program.

Any expanded memory used to emulate extended memory is not available fc
use by expanded memory applications.

If you are not using extended memory emulation, enter O ifEtbtended
Emulation Sizefield. The default value dExtended Emulation Sizeis 0.

Note— Don’t use extended memory emulation if there is any actual extendec
memory in your system. Extended memory emulation is not valid if you select
SHADOW_ONLY for Configuration.

Example — To use 512K of expanded memory as extended memory, ente
512 in theExtended Emulation Sizefield.

Technical note— The extended memory emulator only works with programs
that access extended memory through interrupt INT 15H functions 87H anc
88H. It does not work with programs that actually switch the processor into
protected mode.

Hardware Configuration and Test

Thel/O Port andTest Levelparameters specify the configuration and testing
of the memory hardware.

Test Level

When the memory manager is loaded, it automatically performs a test of th
memory. Two tests are provided: a short test and a long test. Since the long te
can take an annoyingly long time, fhest Levelparameter is provided to let
you select the memory test you want.

Using F5 andF6, you can select from three options:
If you selectSHORT, the memory manager always uses the short test.
If you selec. ONG, the memory manager always uses the long test.

If you selectDEFAULT , the memory manager performs the long test
after a cold boot (power-on), and the short test after a warm boot (Ctrl-
Alt-Del).
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Note — We have found that with some versions of BIDEFAULT always
results in the long test. If you find this happens on your computer, simply use
SHORT to get the short test.

I/O Port

Thel/O Port parameter is used with Invisible EMS, to specify the I/O address
used to access the Invisible EMS board. The value specified must match th
I/0 address you selected with the on-board DIP switch. UsrandF6, you

can select from 208, 218, 248, 258, 2A8, 2B8, 2E8, and 2F8. The default valu
is 208.

SUMMARY: The Memory Manager Parameters screen lets you control the
configuration of the memory manager. In addition to selecting its overall
configuration, you can also control DOS memory allocation, standard EMS
page frame allocation, internal memory manager resources, and hardwat
configuration and test.

System Memory Configuration

The Invisible RAM parameters are entered on two screens. The Memory
Manager Parameters screen controls the overall configuration of the memor
manager. The System Memory Configuration screen controls the use of eac
individual page frame.

This section describes the System Memory Configuration screen, as shown i
figure 13-2. The previous section described the Memory Manager Parametel
screen.

Note — In most cases, you can leave this screen blank. Invisible RAM
automatically determines a default memory configuration that is correct for
most installations.

The System Memory Configuration screen lets you specify the usage of the
24 page frames that span addresses A000 to FFFF. Each page frame is 1
bytes in size. There is one field on the screen for each page frame; the fiel
labeledA00Qis for page frame A000-A3FF; the field labelet00is for page
frame A400-A7FF; and so on.

In each field, you usE5 andF6 to select the desired usage of the page frame.
There are seven options:
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Figure 13-2. System Memory Configuration Screen

If you leave the field blank, then Invisible RAM automatically determines
whether or not the page frame is available; and if the page frame is
available, Invisible RAM uses it in the default manner (either paged EMS
memory or shadow RAM, depending on the value selecteddofigu-

ration on the Memory Manager Parameters screen).

EXCLUDE tells Invisible RAM not to use the page frame, even if
Invisible RAM thinks that the page frame is available.

DEFAULT_RAM tells Invisible RAM to use the page frame in the
default manner (either paged EMS memory or shadow RAM), even if
Invisible RAM thinks that the page frame is unavailable.

INCLUDE tells Invisible RAM to use the page frame for paged EMS
memory. The paged EMS memory can be used by expanded memor
applications, including the Invisible LAN software.

SHADOW_RAM tells Invisible RAM to use the page frame for shadow
RAM. The shadow RAM can be used to hold the Invisible LAN software,
as well as other memory-resident programs and device drivers.

HIGH_RAM tells Invisible RAM to use the page frame for unpaged high
RAM. The high RAM can be used only by specially designed applica-
tions.

ROM_COPY disables any ROM in the page frame, and replaces it with
RAM; and the contents of the ROM is copied into the RAM. This speeds
up the execution of ROM code.

The remainder of this section presents a further discussion of these option
and examples of their use.
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Note— Page frames in the address range 0000 to 9FFF can also be controlle
however, this requires that you install Invisible RAM in the CONFIG.SYS
file. Refer to INVRAM.TXT for details.

Note — You can display a complete memory map of your system by giving
the command

SHADOW /M

This memory map can help you figure out how to customize your memory
allocation. Refer to th@OS User Manualfor a full description of the
SHADOW program.

EXCLUDE

TheEXCLUDE option lets you exclude one or more page frames. This means
Invisible RAM does not use the specified page frames.

Normally, Invisible RAM automatically excludes all page frames that are
already used by other equipment in the computer. However, Invisible RAM
may not be able to detect all other equipment in the computer. BXith
CLUDE, you can tell Invisible RAM not to use page frames that are required
for other equipment.

Example — A VGA video board can support both color and monochrome
video modes, regardless of what type of monitor you use. In color text mode
memory locations B800-BFFF contain video RAM, while memory locations
B0O00-B7FF are “empty.” In monochrome text mode, memory locations BOOO-
B7FF contain video RAM, while memory locations B800-BFFF are “empty.”
Normally, when Invisible RAM is loaded, it takes over the “empty” half of the
video RAM area (BOOO-BFFF). This causes a conflict, and crashes the systen
if you switch from color to monochrome mode or vice-versa. So, if you need
to switch between color and monochrome modes on a VGA, you need ftc
exclude the entire video RAM area from B0O0O to BFFF. To do this, select
EXCLUDE for page frameB000 B400 B800, andBCOO.

Example — The IBM VGA graphics adapter uses memory locations CAQ00-
CATF. (Non-IBM graphics adapters dotuse these locations. Also, the VGA
that is built in to IBM PS/2 computers daest use these locations.) Invisible
RAM is not able to detect this memory usage, and so it won't automatically
exclude these locations. So, if you have an IBM VGA graphics adapter, you
must selecEXCLUDE for page framé&800.

Example — Many debugger boards (for example, Periscope) use memory
locations that cannot be detected by Invisible RAM. If the debugger board
uses memory locations DO00-D7FF, you would sdie6CLUDE for page
framesD000andD400.
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Example— This example applies only to Invisible RAM 386, Invisible EMS,
and Generic EMS. If you have EGA or VGA graphics, Invisible RAM by
default uses memory locations AO0O-AFFF as shadow RAM. This allows you
to disable and enable high-resolution graphics with WAOFF and
VGAON programs. If you never disable high-resolution graphics, you can
free up an additional 64K of expanded memory by telling Invisible RAM not
to use memory locations AOOO-AFFF. To do this, sedie¢CLUDE for page
framesA000, A400, A800, andACOO.

Note— There is a special consideration in usinggdKE€LUDE with Generic
EMS. With Generic EMS, there is an underlying expanded memory managel
Most memory managers have an “exclude” parameter of their own. If you
need to exclude some memory, it is probably better to put the exclude
parameter on the underlying expanded memory manager, if possible.

DEFAULT_RAM

TheDEFAULT_RAM option lets you tell Invisible RAM to use one or more
page frames. Invisible RAM uses the page frame in the default manner; the
is, Invisible RAM uses the page frame for either paged EMS memory or
shadow RAM, depending on the value of @anfiguration parameter.

By default, Invisible RAM locates all available page frames and uses them ir
the default manner. So the main useD&FAULT _RAM s to tell Invisible
RAM to use a page frame where Invisible RAM can't tell that the page frame
is available.

Example — This example applies to NEAT chipset, AT/386 chipset, SCAT
chipset, PEAK chipset, and Invisible RAM 386. With monochrome video,
segments BO00-B7FF are used as video RAM. However, with some mono
chrome video boards, segments B400-B7FF are never used by the vide
system. You can let Invisible RAM use these segments by specBEng
FAULT _RAM for page framé&400.

Example — This example applies to NEAT chipset, AT/386 chipset, SCAT
chipset, PEAK chipset, and Invisible RAM 386. With color video, segments
B800-BFFF are used as video RAM. However, with some color video boards
segments BCOO-BFFF are never used by the video system. You can le
Invisible RAM use these segments by speciffili§FAULT _RAM for page
frameBCOO0.

Example — This example applies to NEAT chipset, AT/386 chipset, SCAT
chipset, PEAK chipset, and Invisible RAM 386. Many computers have a setuy
program in ROM, occupying segments FOO0-F7FF. The setup program is nc
required during normal computer operation. Therefore, you can make ar
additional 32K available to Invisible RAM by enteriBgFAULT _RAM for

page frame&000andF40Q
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Example— This example applies to Invisible EMS. Some AT-type computers
allow the use of segments EOO0-EFFF, and some don't. By default, Invisible
EMS does not use segments EQO00-EFFF when installed in an AT-type comr
puter. If your computer allows the use of segments EO00-EFFF, you can tel
Invisible EMS to use these segments by sele@EBBEAULT _RAM for page
framesE000, E400, E800, andECOO.

INCLUDE

TheINCLUDE option lets you set up one or more page frames as paged EMS
memory. This means applications designed to use expanded memory are ak
to use the page frames.

This parameter is only valid for SCAT chipset, Invisible RAM 386, and
Invisible EMS. (For the NEAT chipset, the location of paged EMS memory is
determined by your computer’s setup program.)

By default, Invisible RAM sets up all unused page frames as paged EMS
memory or shadow RAM. So the two main usedNXELUDE are:

To create paged EMS memory in a page frame where Invisible RAM
can't tell that the page frame is available.

To create paged EMS memory in a page frame that Invisible RAM would
otherwise set up as shadow RAM.

Example — This example applies to SCAT chipset and Invisible RAM 386.
With monochrome video, segments BO00-B7FF are used as video RAM
However, with some monochrome video boards, segments B400-B7FF can k
converted into paged EMS memory. To do this, spebi§LUDE for page
frameB400.

Example — This example applies to SCAT chipset and Invisible RAM 386.
With color video, segments B800-BFFF are used as video RAM. However,
with some color video boards, segments BCOO-BFFF can be converted int
paged EMS memory. To do this, spedMCLUDE for page fram&COO0.

Example— This example applies to Invisible EMS. Some AT-type computers
allow the use of segments EOOO0-EFFF, and some don't. By default, Invisible
EMS does not use segments EQO00-EFFF when installed in an AT-type cormr
puter. If your computer allows the use of segments EO00-EFFF, you can tel
Invisible EMS to create paged EMS memory in these segments by selectin
INCLUDE for page frameE000, E400, E800, andECOO.

Example — EGA and VGA graphics adapters use segments A000-AFFF for
high-resolution graphics. By default, Invisible RAM sets up these segments
as shadow RAM, so that you can use high-resolution graphics. If you want tc
use segments AO0O-AFFF as paged EMS memory, you canlsélt¢tiDE

for page frame#£000, A400, A800, andACO00. Note that using AOOO-AFFF

as paged EMS memory permanently disables the high-resolution graphics
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you can’'t useVGAON. (Refer to theDOS User Manualfor additional
information on using EGA or VGA graphics.)

SHADOW_RAM

The SHADOW_RAM option lets you set up one or more page frames as
shadow RAM. The shadow RAM can be used to hold memory-resident
programs and device drivers, thus freeing up DOS memont. SHADOW
programs allow access to the shadow RAM; refer t®tOE User Manudfor
details. Shadow RAM can also be used for the Invisible LAN operating
system, by specifying the appropriate parameters in the Invisible LAN Setug
program.

In most cases, you can allocate required shadow RAM by selecting
EMS_AND_SHADOW or SHADOW_ONLY for the Configuration pa-
rameter on the Memory Manager Parameters screen. So the two main uses
SHADOW_RAM are:

To create shadow RAM in a page frame where Invisible RAM can't tell
that the page frame is available.

To create shadow RAM in a page frame that Invisible RAM would
otherwise set up as paged EMS memory.

Example — This example applies to NEAT chipset, AT/386 chipset, SCAT
chipset, PEAK chipset, and Invisible RAM 386. With some monochrome
video boards, you can get an extra 16K bytes of shadow RAM by turning or
shadow RAM in the region from B400 to B7FF. To do this, select
SHADOW_RAM for page fram@&400.

Example — This example applies to NEAT chipset, AT/386 chipset, SCAT
chipset, PEAK chipset, and Invisible RAM 386. With some color video
boards, you can get an extra 16K bytes of shadow RAM by turning on shadov
RAM in the region from BCOO to BFFF. To do this, seBEtADOW_RAM

for page fram@&CO00.

Example — This example applies to NEAT chipset, AT/386 chipset, SCAT
chipset, PEAK chipset, and Invisible RAM 386. Many computers have a setuy
program in ROM, occupying segments FOOO-F7FF. The setup program is nc
required during normal computer operation. Therefore, you get an extra 32K
of shadow RAM by selectingHADOW_RAM for page frame§000 and
F400.

Example— This example applies to Invisible EMS. Some AT-type computers
allow the use of segments EOO0-EFFF, and some don't. By default, Invisible
EMS does not use segments EQO00-EFFF when installed in an AT-type cormr
puter. If your computer allows the use of segments EO00-EFFF, you get al
extra 64K of shadow RAM by selecti@8HADOW_RAM for page frames
EO00, E400, E800, andECOO.
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Example — This example applies to Invisible RAM 386 and Invisible EMS.
Suppose you select tiEMS ONLY configuration, so that Invisible RAM
creates paged EMS memory in all available page frames. If you would like tc
have 32K of shadow RAM at address C800, you would specify
SHADOW_RAM for page frame€800andCCO0O0.

Note — The LSHADOW programs can use shadow RAM much more
efficiently if the shadow RAM is organized in one large, contiguous block,
rather than a number of smaller blocks. When allocating shadow RAM, try to
allocate large blocks rather than small blocks.

HIGH_RAM

The HIGH_RAM option lets you set up one or more page frames as high
RAM. High RAM cannot be used by expanded memory applications, it cannot
be accessed with the&sHADOW programs, and it cannot be used by Invisi-
ble LAN. High RAM can only be used by specially-designed programs.

By default, Invisible RAM never creates high RAM. So, if you want to have
high RAM, you must create it explicitly with thdl GH_RAM option.

Example— Suppose you want 32K of high RAM at address C800. You would
specifyHIGH_RAM for page frame€800andCCO0OQ.

ROM_COPY

The ROM_COPY option lets you copy ROM code into RAM. The ROM in
the page frame is disabled, and replaced with RAM; and the contents of th
ROM is copied into the RAM. This speeds up the execution of ROM code,
since RAM is faster than ROM.

This parameter is only valid for NEAT chipset, AT/386 chipset, SCAT chipset,
PEAK chipset, and Invisible RAM 386.

By default, Invisible RAM does not perform any ROM copy; so if you want
ROM copy, you must explicitly request it with tfiROM_COPY option.
Exception— If you are using the TransBIOS/NetBIOS ROM on the network
card, Invisible RAM automatically detects it and performs a ROM copy for
the TransBIOS/NetBIOS ROM.

Example — Many computers have the system BIOS located at addresse:
F800-FFFF. You can speed up the system BIOS by copying it into RAM. To
do this, seledROM_COPY for page frameE800andFCOO.

Example — Many EGA or VGA video cards have a video BIOS ROM at
addresses C000-C5FF. You can speed up video operations by copying it int
RAM. To do this, seledROM_COPY for page frame€000andC400,
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SUMMARY: The System Memory Configuration screen lets you control
the use of each individual page frame.

386 Control Program Parameters

Invisible RAM 386 is structured differently from the other versions of Invisi-
ble RAM. Invisible RAM 386 consists of two programs:386 control
program and anemory manageiThe memory manager is configured using
the Memory Manager Parameters screen and the System Memory Configur:
tion screen, as described in the previous sections. The 386 control program h
its own separate parameters, controlled from the 386 Control Program Paran
eters screen shown in figure 13-3.

| C:\NET3B~HET38.INI Invisible LAN Setup |

|| ADVANCED CONFIGURATION
SET 386 CONTROL PROGRAM PARAMETERS

Reserved Extended Hemory Size DHA Channe l
Buffer Size

Provide XHS Interface
XMS Program Minimum (B-63)
Stacks (8-64)

Stack Size (32-512)

Alternate EMS Registers (B-255)

BIOS Size

MEMOrY prograns
IyaRam g Enter T 1 Tab paggg—+ +— Ins Del Home Eng

Figure 13-3. 386 Control Program Parameters Screen

The 386 control program parameters are fairly technical in nature. Except fo
allocating extended memory, you will probably not have to change these
parameters from their default values.
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Extended Memory Allocation

The Reserved Extended Memory Sizgparameter lets you reserve part of
your extended memory for use by extended memory applications, such as tt
VDISK RAMDISK program and the Invisible LAN disk cache. The rest of
your extended memory is converted to expanded memory and shadow RAN

The reserved extended memory begins at segment address 10000, ir
mediately above the first megabyte of memory. For example, suppose yol
have 3 megabytes of extended memory, occupying segments 10000 throug
3FFFF. If you specify 1024 foReserved Extended Memory Sizethen
segments 10000 through 1FFFF are reserved for extended memory applic
tions, while segments 20000 through 3FFFF are converted into expande
memory and shadow RAM.

The default value dReserved Extended Memory Sizés 0.

Example — Suppose you want to use the Invisible LAN disk cache in
extended memory, and you want to allocate 2048K (2 megabytes) for the
cache data. You would enter 2048 Reserved Extended Memory Size

Technical note— The reserved extended memory works with programs that
access extended memory through interrupt INT 15H functions 87H and 88H
or through DMA. It does not work with programs that actually switch the

processor into protected mode.

High Memory Area XMS Interface

The Provide XMS Interface parameter allows programs to access the high
memory area using the Microsoft XMS interface.

The high memory areas the first 64K of extended memory. This area of
extended memory is special, because DOS programs can access it direct
Certain DOS applications are designed to make use of the high memory are

Microsoft has developed an interface specification, ca{liég that allows
programs to use the high memory area. If you eYitéor Provide XMS
Interface, then Invisible RAM 386 installs an XMS interface; this allows
programs to utilize the high memory area. If you eNtgthe XMS interface

is not installed.

Only one program at a time can use the high memory area. For this reason, tl
XMS Program Minimum lets you specify the minimum size, in kilobytes,
that a program must have in order to use the high memory area. This allow
you to exclude small programs from the high memory area, thereby ensurin
that big programs can obtain access to the high memory area. This ca
optimize your use of memory.
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The default value cXMS Program Minimum is O.

Example — Suppose that you want to limit the use of the high memory area
to programs that use at least 48K out of the 64K available. You would ente
48 for XMS Program Minimum .

Note — Microsoft distributes a device driver called HIMEM.SYS that pro-
vides access to the high memory area. You cannot use HIMEM.SYS with
Invisible RAM 386. TheProvide XMS Interface parameter is eeplacement

for the HIMEM.SYS device driver. ThéMS Program Minimum parameter

is equivalent to the “/HMAMIN=" parameter supported by HIMEM.SYS.

Note— When you include the XMS interface, Invisible RAM 386 automati-
cally allocates 64K of extended memory. It is not necessary tBesgrved
Extended Memory Sizeto allocate extended memory for use as the high
memory area.

Note — TheReserved Extended Memory Siz@arameter is equivalent to
the “/INT15=" parameter supported by some versions of HIMEM.SYS.

EMS Alternate Register Sets

The Alternate EMS Registers parameter selects the number of alternate
register sets available to expanded memory applications.

Expanded memory works by mapping each 16K page frame into any 16K
page of expanded memory (refer to chapter 11 for detail®gister setis
simply a complete set of mappings for all the page frames in the system. Thz
is, a register set contains information that specifies which expanded memor
page is mapped into each page frame.

There is always at least one register set. If there is more than one register s
then itis possible to quickly switetl the page mappings simply by switching
from one register set to another. This is very useful in multitasking systems
such as Desqview, because it allows each task to define its own expande
memory page mappings in a separate register set. Then you can switch quick
from one task to another simply by switching register sets.

TheAlternate EMS Registersparameter specifies the number of register sets
to allocatein additionto the standard register set. The default value is 7.

Example — To allocate 32 alternate register sets (for a total of 33 register
sets), enter 32 foklternate EMS Registers
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Interrupt Stack Frame Allocation

DOS versions 3.2 and later include a STACKS command that can be place
in the CONFIG.SYS file. The STACKS command allocates stack frames that
are used to process hardware interrupts. Whenever a hardware interru
occurs, DOS automatically switches from the application program'’s stack to
one of the interrupt stack frames. The reason for this is that many applicatiol
programs do not provide enough stack space to handle hardware interrupts.

The DOS STACKS command includes two parameters that let you specify the
number of interrupt stack frames, and the size (in bytes) of each stack frame

Invisible RAM 386 provides its own interrupt stack frames. When using
Invisible RAM 386, you use its own stack frames instead of the stack frame:
provided by DOS. To do this, you specify the command STACKS=0,0 in order
to tell DOS not to allocate any interrupt stack frames.

TheStacksandStack Sizeparameters replace the two parameters in the DOS
STACKS commandStacksspecifies the number of interrupt stack frames to
allocate.Stack Sizespecifies the size in bytes of each interrupt stack frame.
The default values are 16 fStacks and 128 fofStack Size

Example — To allocate 32 stack frames, each 256 bytes in size, enter 32 fo
Stacksand 256 foiStack Size

Note — DOS versions 3.1 and earlier do not have a STACKS command, anc
do not allocate any interrupt stack frames. When using DOS version 3.1 0
earlier, you would not place a STACKS=0,0 command in the CONFIG.SYS
file. Invisible RAM 386 always allocates its own interrupt stack frames,
regardless of which version of DOS you use.

BIOS ROM configuration

The system BIOSs a ROM located on the computer’s motherboard. It
occupies the highest segment addresses in the computer, from FFFF on dow
For example, a 64K BIOS ROM would occupy addresses FO00-FFFF.

Many BIOS ROMs contain a setup program which is not necessary during
normal computer operation. With tB¢OS Size parameter, you can deacti-
vate any unnecessary portion of the computer’s BIOS, thereby freeing uy
more space for shadow RAM. UBB andF6 to select the desired BIOS size.

If you leave the field blank, then no portion of the BIOS ROM is deactivated.
The default is to leave the field blank.

Example — Suppose you have a 64K BIOS ROM, but the lower half (from
segment FOOO to F7FF) is a setup program. In this case, you only need to reta
32K of the BIOS ROM. You would select 32 BIOS Size

Advanced Memory Configuration 13-21



DMA Data Buffer Allocation

DMA (Direct Memory Acce$ss a method for transferring data between the
computer’s memory and a peripheral device such as a disk drive, tape drive
or network.

The computer has several builttiMA channelsvhich are used to perform
the data transfer. The number and capabilities of the DMA channels van
depending on the type of computer you have:

On computers with the Industry Standard Architecture (ISA), the standarc
PC AT design, there are seven DMA channels. Channels 0 to 3 perforn
8-bit data transfers, and are able to transfer up to 64K bytes in a single
operation. Channels 5 to 7 perform 16-bit data transfers, and are able t
transfer up to 128K bytes in a single operation. There is no channel 4.

On computers with the Micro Channel Architecture (MCA), there are

eight DMA channels, numbered 0 to 7. All channels can perform either
8-bit or 16-bit data transfers. When performing 8-bit transfers, they are
able to transfer up to 64K bytes in a single operation. When performing
16-bit transfers, they are able to transfer up to 128K bytes in a single
operation.

With Invisible RAM 386 installed, the DMA channels cannot transfer data
directly between an application’s memory and a peripheral device. Instead
Invisible RAM 386 uses a separat&ta buffer

When transferring data from an application’'s memory to a peripheral
device, Invisible RAM 386 first copies the data from the application’s
memory to the data buffer, and then uses DMA to transfer the data fron
the buffer to the peripheral device.

When transferring data from a peripheral device to an application’s
memory, Invisible RAM 386 first uses DMA to transfer the data from the
peripheral device to the data buffer, and then copies the data from th
buffer to the application’'s memory.

There is a separate data buffer for each DMA channel. The buffers are locate
in extended memory, so they do not take up any DOS memory. Each buffe
must be big enough to hold the largest DMA transfer that is ever performec
on the corresponding DMA channel. For example, the buffer for DMA chan-
nel 2 must be at least as large as the largest DMA transfer that is eve
performed on DMA channel 2.

With theDMA Channel Buffer Size parameters, you can specify the size of
each DMA channel’s data buffer. There are eight data entry fields, so you cal
specify the buffer size for each channel. You can specify a buffer size rangin
from OK to 128K bytes.
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The minimum, maximum, and default buffer sizes are determined as follows:

For all channels, the minimum buffer size is OK, with the following two
exceptions: (1) For channel 2, the minimum buffer size is 9K. (2) If the
hard disk uses DMA, the minimum buffer size for the hard disk’s DMA
channel is 64K.

For channels 0 to 3 on ISA computers, the maximum buffer size is 64K.
For channel 4 on ISA computers, the maximum buffer size is OK.

For channels 5 to 7 on ISA computers, and for channels 0 to 7 on MCA
computers, the maximum buffer size is 128K.

For all channels, the default buffer size is 12K, with the following two
exceptions: (1) On ISA computers, the default buffer size for channel 4 is
OK. (2) If the hard disk uses DMA, the default buffer size for the hard
disk's DMA channel is 64K.

With theDMA Channel Buffer Size parameters, if you specify a buffer size
less than the permitted minimum, Invisible RAM 386 automatically uses the
minimum. Similarly, if you specify a buffer size larger than the permitted
maximum, Invisible RAM 386 automatically uses the maximum.

If you enter the value 12, Invisible RAM always uses the default value.

Example — You have a tape drive that uses DMA channel 3. The tape drive
transfers data 48K bytes at a time. To specify a buffer size of 48K bytes fol
DMA channel 3, enter 48 f@MA Channel Buffer Size 3

Example — You can free up memory by specifying a buffer size of OK for
unused DMA channels. This frees up 12K bytes per channel, which become
available for use as expanded memory. For example, if you have no peripher:
devices that use DMA channels 0, 5, 6, or 7, you can enter DNz
Channel Buffer Size QDMA Channel Buffer Size 5 DMA Channel Buffer

Size § andDMA Channel Buffer Size 7.

SUMMARY: The 386 Control Program Parameters screen lets you specify
parameters for the 386 Control Program, which is a part of Invisible RAM
386. The parameters let you reserve extended memory, provide an XM:
interface, allocate hardware interrupt stack frames and alternate EMS
register sets, and configure the DMA buffers.
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APPENDIX A

Invisible LAN
CONFIG.SYS
Reference

Install the first Invisible LAN device driver (must be the first device driver
installed in CONFIG.SYS):

DEVICE=CACHE30.SYS

Load device driver into shadow RAM:
DEVICE=LSHADOW.SYS [/A] filename [ parameters ]

IA Alter BIOS memory variable
filename Name of device driver to load
parameters Parameters for device driver being loaded

Install the second Invisible LAN device driver (must be the last device driver
installed in CONFIG.SYS):

DEVICE=N30DEV.SYS

Install device driver to disable high-resolution EGA or VGA graphics:

DEVICE=VGA2CGA.SYS

Invisible LAN CONFIG.SYS Reference Al
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APPENDIX B

Index

3

386 control program
seelnvisible RAM 386
386 control program parameters, 13-18
BIOS size, 13-21
DMA buffer size, 13-22
EMS register sets, 13-20
reserved extended memory, 13-19
stack size, 13-21
stacks, 13-21
XMS interface, 13-19
386 virtual mode
seelnvisible RAM
seelnvisible RAM 386

A

A386SRM.SYS device driver

see alsdnvisible RAM
access method (for printer)

see als@rint spooler parameters
ANSI.SYS DOS device driver, 2-9
applications

seeTransBIOS parameters
associativity

seecache parameters
AT/386 chipset, 1-7, 11-2, 11-6

configuring, 12-6

see alsdnvisible RAM
ATTRIB DOS command, 10-12
audio

seespeaker

Index
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automatic print stream truncation
seeprint stream truncation
automatic remapping, 8-5
see alsaedirector parameters

B

background tasks
seecache parameters
beeper
seespeaker
bell
seespeaker
BIOS, 11-4, 13-21
BIOS patch
seecache parameters
blackout zone
seeUltra Server
boot diskette image file
seeimage file
buffer
seedisk buffer
seevideo buffer
buffer size
seeprint spooler parameters
seeUltra Server parameters
buffers
seeserver parameters
BUFFERS DOS command, 2-9, 2-11, 7-6, 13-9
bulletin board, 1-4, 1-13
private message, 1-13
public message, 1-13
reply chain, 1-13
sending to group, 1-13
store-and-forward mail, 1-13

C

C386EMM.SYS device driver
see alsdnvisible RAM
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see alsdnvisible RAM 386
cache, 1-4,1-7 to 1-8

configuration, 8-23

data location, 2-6, 5-3, 10-4

data size, 2-7, 10-4

installing, 8-2
CACHE command, 1-9
cache parameters, 8-23

associativity, 8-25

background tasks, 8-26

BIOS patch, 8-26

code location, 8-25

data location, 6-5 to 6-6, 8-24, 10-4

data size, 8-25, 10-4

delay write time, 8-26

seek horizon, 8-26

transfer size, 8-26

write policy, 8-25
CACHE.SYS device driver, 7-5
CACHE/30

seecache
CACHE30.SYS device driver, 2-9, 7-5, A-1
caching options

seeUltra Server parameters
channels

seeUltra Server parameters
CLRCMOS command, 12-6
code location

seecache parameters

seememory manager parameters

seeTransBIOS parameters
commands

seeNetBIOS parameters
CONFIG.SYS, 2-9, 6-5, 7-5t0 7-8
configuration (memory)

seememory manager parameters
configuration (network software)

advanced configuration, 8-1
configuring

for large networks, 9-6

for maximum speed, 9-1

for minimum memory usage, 9-3
conflicts (memory)

seememory manager parameters
conventional memory, 11-1, 11-3
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CP386.SYS device driver
see alsdnvisible RAM
see alsdnvisible RAM 386

D

data location

seecache parameters

seeeasy configuration

seeTransBIOS parameters
data size

seecache parameters

seeeasy configuration

seeTransBIOS parameters
data terminal ready

seeflow control
default RAM

seememory manager parameters
DEVICE DOS command, 7-5, 12-13
device driver, 7-5
direct memory access

seeDMA
directory entries

seeUltra Server parameters
directory path, 8-21
disk buffer, 7-6
disk cache

seecache
diskless workstation, 1-8, 10-15
DMA (direct memory access), 13-22

see als@86 control program parameters
DMA channel

seeTransBIOS parameters
DOS, 1-1
DOS 4.0

expanded memory support, 13-9
DOS 5.0

using high memory area, 6-5
DOS memory

seeconventional memory
DOS=HIGH command, 6-5
DOS=UMB command, 6-2
drive letter, 7-6, 8-21
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drive mappings, 1-2
displaying (command), 3-3
initial, 8-21

DTR
seeflow control

E

easy cache configuration
data location, 10-4
data size, 10-4
easy configuration
data location, 2-6
data size, 2-7
network hardware type, 2-5
network printer definition, 2-6
program selection, 2-5 to 2-6
software version, 2-4
user name, 2-4
using expanded memory for network software, 2-7
using shadow RAM for network software, 2-7
Windows support, 2-6, 5-2, 10-3
EGA
seeenhanced graphics adapter
electronic mail
seemail
EMS
seeexpanded memory
EMS register sets
see386 control program parameters
enhanced EMS, 11-5, 12-14
enhanced graphics adapter, 11-4, 12-15, 13-7 to 13-8, 13-14 to 13-15, 13-1
see alsdiigh-resolution graphics
EVERYONE
see als@roup
exclude
seememory manager parameters
expanded memory, 1-6, 11-1, 11-4, 13-2, 13-4, 13-15
using for cache, 2-6, 8-24, 10-4
using for mail, 8-30
using for network software, 2-7, 6-3
using for redirector, 8-19
using for server, 8-11
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using for TransBIOS, 8-5
using with Invisible LAN For Windows, 10-5
with Invisible EMS, 13-4
with Invisible RAM 386, 13-4
with NEAT chipset, 12-2 to 12-3, 12-5, 13-4
with SCAT chipset, 12-8, 13-4
expanded memory manager, 11-5
see alsdGeneric EMS
see alsdnvisible RAM
extended emulation
seememory manager parameters
extended memory, 11-4, 12-11
converting to conventional memory, 11-4, 12-10, 13-19
converting to expanded memory, 11-4, 12-10, 13-19
converting to shadow RAM, 11-4, 12-10, 13-19
using for cache, 2-6, 6-5 to 6-6, 8-24, 10-4
using for Ultra Server, 8-33
with Invisible RAM 386, 13-19
with NEAT chipset, 12-4 to 12-5

F

FASTOPEN DOS command, 13-9
FCBs
seeredirector parameters
FCBS DOS command, 2-9, 7-7
file buffer
seedisk buffer
file control block, 7-7
file handle, 7-7
file locks
seerecord locks
file server
seeserver
files
seeredirector parameters
seeserver parameters
seeUltra Server parameters
FILES DOS command, 2-9, 2-11, 7-7, 8-19
filespace
seeSHARE parameters
flow control (for serial printer)
see als@rint spooler parameters
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form feed (for printer)

see als@rint spooler parameters
frame address

seememory manager parameters
frame size

seememory manager parameters
frontfill (memory), 1-6, 11-1, 12-14, 13-7
frontfill size

seememory manager parameters

G

GEMSSRM.SYS device driver
see alsdnvisible RAM
general parameters, 8-2
network hardware type, 8-2
program selection, 8-2 to 8-3
software version, 8-2
user name, 8-2
Windows support, 5-2, 8-3, 10-3
Generic EMS, 11-3, 11-6
configuring, 12-12, 12-14
underlying expanded memory manager, 12-12, 13-14
see alsdnvisible RAM
graphics
seehigh-resolution graphics
group
use in bulletin board, 1-13

H

handle
seefile handle
handles
seememory manager parameters
hardware type
seeeasy configuration
seegeneral parameters
help, 3-4, 7-2

Index
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high memory area (XMS), 13-19
using for DOS 5.0, 6-5
high RAM, 11-6, 13-2, 13-17
see alsanemory manager parameters
high-resolution graphics, 11-3, 13-8, 13-14 to 13-15
conflict with frontfill, 12-15
see alsanemory manager parameters
HIMEM.SYS, 6-5
configuring for cache, 6-6
hot key, 1-9
hyper-extended memory
using for Ultra Server, 8-33

1/0O port
seememory manager parameters
seeTransBIOS parameters
IEMSEMM.SYS device driver, 12-12
see alsdnvisible RAM
include
seememory manager parameters
initialization file, 2-4, 4-2, 7-1
creating, 2-4, 4-2, 7-2t0 7-3
modifying, 4-1, 7-3
specifying, 4-2, 7-2
installation
seesetup program
installing Invisible LAN For Windows
advanced installation, 10-1
components of Invisible LAN, 1-4, 1-11, 10-1
configuring Invisible LAN, 10-3
configuring Windows, 10-6
copying Windows to file server, 10-12
disk cache configuration, 10-4
diskless workstation, 10-15
enabling Windows support, 10-3
Invisible LAN icon installation, 10-8, 10-10
Invisible LAN wallpaper installation, 10-16
network driver installation, 10-8, 10-10
printer drivers, 10-16
quick-start, 5-1
quick-start Invisible LAN icon installation, 5-3
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quick-start network driver installation, 5-3
quick-start network installation, 5-2
quick-start Windows installation, 5-2
serial network printers, 10-14
server configuration, 10-6
setting up Windows on workstation, 10-13
starting the software, 5-4
TransBIOS ROM, 10-15
using expanded memory, 10-5
using Invisible RAM, 10-5
using shadow RAM, 10-5
Windows installation (shared), 10-11
Windows installation (stand-alone), 10-7
WINSTART.BAT, 10-15

Invisible EMS, 1-7, 11-2, 11-6
configuring, 12-12, 13-11, 13-15t0 13-16
see alsdnvisible RAM

Invisible LAN icon
installing, 5-3, 10-8, 10-10

Invisible RAM, 1-4, 1-6 to 1-7, 11-1
expanded memory, 11-1
for 386 virtual mode, 11-2, 13-3, 13-6, 13-9
for AT/386 chipset, 11-2, 13-3, 13-5
for Generic EMS, 11-3, 13-3, 13-5
for Invisible EMS, 11-2, 13-3, 13-6, 13-9 to 13-11
for NEAT chipset, 11-2, 13-2, 13-9
for PEAK chipset, 11-3, 13-3, 13-5
for SCAT chipset, 11-3, 13-2, 13-6, 13-9
installing in setup program, 13-3
using with Invisible LAN For Windows, 10-5
see als@86 control program parameters
see als@xpanded memory
see alsdrontfill (memory)
see alsanemory manager parameters
see alsshadow RAM

Invisible RAM 386, 11-2, 11-4, 11-6, 13-3, 13-6, 13-9, 13-18
386 control program, 13-18
386 virtual mode, 12-10

Invisible RAM parameters
see386 control program parameters
seememory manager parameters

IRQ level
seeTransBIOS parameters

ISNET.DRYV, 10-9 to 10-10, 10-12

ISNET.HLP, 10-9 to 10-10, 10-12
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L

LASTDRIVE DOS command, 2-9, 2-11, 7-6
local disk, 1-3
local printer, 1-3
locks

seerecord locks
LSHADOW command, 11-6, 13-2
LSHADOW.SYS device driver, 11-6, 13-2, A-1

M

mail, 1-4, 1-9
configuration, 8-29
installing, 2-5, 8-3
mail parameters, 8-29
using expanded memory, 8-30
using shadow RAM, 8-30
main menu
seesetup program
manager, 1-4, 1-10
automatic print stream truncation, 1-10
drive mappings, 1-10
group definitions and security, 1-10
main menu, 1-10
miscellaneous security, 1-11
poll network, select machine, 1-10
print queue contents, 1-10
print spooler status, 1-10
printer mappings, 1-10
server usage statistics, 1-11
shorthame definitions and security, 1-10
user definitions and security, 1-10
MAP command, 1-9, 3-4
connecting to network disk without shortname, 3-2
connecting to network printer, 3-2
disconnecting from network disk, 3-3
disconnecting from network printer, 3-3
displaying network resources, 3-3
memory (general information), 11-3
memory address
seeTransBIOS parameters
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memory manager
seelnvisible RAM
memory manager parameters, 13-3, 13-11
code location, 13-8
configuration, 13-4
contexts, 13-9
default RAM, 13-14
exclude, 13-13
extended emulation, 13-10
frame address, 13-6
frame size, 13-6
frontfill size, 13-7
handles, 13-8
high RAM, 13-17
I/0O port, 13-11
include, 13-15
initial VGA state, 13-8
memory manager, 13-4
non-standard page, 13-9
ROM copy, 13-17
shadow RAM, 13-16
test level, 13-10
see alsdnvisible RAM
memory manager selection
seegeneral parameters
memory relocation
seeNEAT chipset
menu system
seesetup program
MODE DOS command, 8-16
configuring the serial port, 8-16
redirecting parallel printer output, 8-16

N

N30DEV.SYS device driver, 2-9, 7-5, A-1
names
seeNetBIOS parameters
seeTransBIOS parameters
NEAT chipset, 1-7, 11-2, 11-6
configuring, 12-1
expanded memory controller, 11-5, 12-3 to 12-5
memory relocation, 12-3 to 12-5
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RAS timeout, 12-3 to 12-5

resetting configuration, 12-5

see alsdnvisible RAM
NEATEMM.SYS device driver

see alsdnvisible RAM
NET30 command, 3-1, 4-2, 7-2
NET30.INI

seeinitialization file
NET30APP.EXE, 5-3, 10-8 to 10-10, 10-12
NetBIOS, 1-4, 1-14, 8-8

ROM, 8-9, 13-17
NetBIOS parameters, 8-8

commands, 8-10

names, 8-9

sessions, 8-9
NETCLOCK command, 1-9
network disk, 1-3

connecting, 3-2

disconnecting, 3-3
network hardware type

seeeasy configuration

seegeneral parameters
network operating system, 1-1
network printer, 1-3

connecting, 3-2

disconnecting, 3-3

see als@rinter number
network printer #1, 2-6, 8-15

see alsamiscellaneous security
network printer #2, 2-6, 8-15

see alsamiscellaneous security
network printer definition

seeeasy configuration

seeprint spooler parameters
network protocol, 1-14, 8-8
non-standard page

seememory manager parameters
NW command, 1-9

O

OEMSETUP.INF, 10-9, 10-13
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optimizing
for large networks, 9-6
for maximum speed, 9-1
for minimum memory usage, 9-3

P

packet size
seeTransBIOS parameters
page (memory)
seeexpanded memory
page frame, 11-5 to 11-6, 13-2, 13-11, 13-20
paged EMS memory
seeexpanded memory
parameters, 7-1, 8-1
386 control program, 13-18
cache, 8-23
initial drive mappings, 8-21
initial printer mappings, 8-22
mail, 8-29
memory manager, 13-3, 13-11
NetBIOS, 8-8
print spooler, 8-15
redirector, 8-18
server, 8-10
SHARE, 8-27
TransBIOS, 8-3
Ultra Server, 8-30
password
see alsaedirector parameters
PATH DOS command, 2-11
PEAK chipset, 1-7, 11-3, 11-6
configuring, 12-10
polls
seeTransBIOS parameters
PQ command, 1-9
print device
seedevice name
print queue, 1-5to 1-6
see als@rint spooler
print spooler, 1-4 to 1-6
configuration, 8-15
see alsdlow control (for serial printer)
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see alsdorm feed (for printer)
see als@rint queue
print spooler parameters, 8-15
access method, 8-16
break page, 8-16
buffer size, 8-17
direct print, 8-17
initial flow control state, 8-16
initial form feed state, 8-16
network printer definition, 2-6, 8-15
print priority, 8-17
spool directory, 8-17
spool files, 8-17
print stream truncation
see alsaedirector parameters
printer mappings, 1-2
displaying (command), 3-3
initial, 8-22
printer number, 8-22
private files
seeserver parameters
seeUltra Server parameters
program selection
seeeasy configuration
seegeneral parameters
protected mode, 11-4
protocol
seenetwork protocol
PSETUP command, 1-9

R

record locks
seeserver parameters
seeSHARE parameters
seeUltra Server parameters

redirector, 1-3, 1-5, 7-6
configuration, 8-18
installing, 8-3

redirector parameters, 8-18
automatic remapping, 8-21
buffer size, 8-20
buffers, 8-20
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FCBs, 8-19
files, 8-19
initial audio state, 8-20
initial print stream truncation, 8-20
password, 8-20
print buffer size, 8-20
sessions, 8-19
using expanded memory, 8-19
using shadow RAM, 8-18
wait for server, 8-21
remote program load image
seeserver parameters
remote program load server, 1-4, 1-8
configuration, 8-12
see alsamage file
reserved extended memory
see386 control program parameters
seeeasy memory configuration
resident program
seememory-resident program
responses
seeTransBIOS parameters
retry limit
seeTransBIOS parameters
RIPLMEM, 10-15
ROM, 11-4
ROM copy, 13-2, 13-17
see alsanemory manager parameters
RPL
seeremote program load server

S

SCAT chipset, 1-7, 11-3, 11-6
configuring, 12-7
expanded memory controller, 11-5
extended memory boundary, 12-9
memory relocation, 12-8 to 12-9
segment (memory), 11-3
server, 1-4 to 1-5
configuration, 8-10
installing, 2-6, 8-2
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server parameters, 8-10

audit trail, 8-13

audit trail size, 8-13

block ctrl-alt-del, 8-13

buffers, 8-11

files, 8-12

local superuser, 8-13

private files, 8-12, 10-6

record locks, 8-12

remote program load image, 8-12
sessions, 8-11

UPS discharge time, 8-14

UPS I/O port, 8-13

UPS monitor, 8-13

UPS power fail, 8-13

UPS recharge time, 8-14

using expanded memory, 8-11
using shadow RAM, 8-11

write pipeline, 8-14

see als@rint spooler parameters
see alsdJltra Server parameters

setup program, 1-5, 2-1
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386 control program parameters, 13-18
advanced configuration, 7-3, 8-1

cache parameters, 8-24, 10-4

copying files, 2-2

easy cache configuration, 10-4

easy configuration, 2-4, 5-2, 10-3
general parameters, 5-2, 8-2, 10-3
initial drive mappings, 8-21

initial printer mappings, 8-22

loading initialization file, 2-4, 4-1 to 4-3, 7-3
mail parameters, 8-29

memory manager parameters, 13-3
modifying CONFIG.SYS, 2-9, 7-5
NetBIOS parameters, 8-8

print spooler parameters, 8-15
redirector parameters, 8-18

saving initialization file, 2-8, 4-1, 4-3, 7-4
server parameters, 8-10

SHARE parameters, 8-27

starting, 2-1, 4-1, 7-2

system memory configuration, 13-11
TransBIOS parameters, 8-3

Ultra Server parameters, 8-30
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SETUP30 command
seesetup program
SHADOW command

chipset information, 12-2, 12-6 to 12-7, 12-10

expanded memory information, 12-13
extended memory information, 12-11
memory map, 12-13, 13-13

shadow RAM, 1-6, 11-1, 11-6, 13-2, 13-4, 13-16

loading device drivers, 11-6

loading memory-resident programs, 11-6
using for cache, 8-25

using for mail, 8-30

using for memory manager, 13-8

using for network software, 2-7, 6-1
using for redirector, 8-18

using for server, 8-11

using for SHARE, 8-27

using for TransBIOS, 8-5

using with Invisible LAN For Windows, 10-5

with AT/386 chipset, 13-4

with Generic EMS, 13-4

with Invisible EMS, 13-4

with Invisible RAM 386, 13-4

with NEAT chipset, 12-2 to 12-5, 13-4

with PEAK chipset, 13-4

with SCAT chipset, 12-8, 13-4

see alsanemory manager parameters
shadow RAM information

seeSHADOW command
SHARE command, 2-2

configuration, 8-27

installing, 8-2
SHARE parameters, 8-27

filespace, 8-28

record locks, 8-28

using shadow RAM, 8-27
shortname

use in initial drive mappings, 8-21
software version

seeeasy configuration

seegeneral parameters
speaker

see alsaedirector parameters
spool directory

seeprint spooler parameters

Index

B-17



spool files

seeprint spooler parameters
spooler

seeprint spooler
stack size

see386 control program parameters
stacks

see386 control program parameters
STACKS DOS command, 2-9, 2-11, 7-8, 13-21
standard EMS, 11-5, 12-14, 13-6
starting Invisible LAN, 3-1, 4-2, 7-2
SYSTEM.INI, 10-10, 10-14

T

test level

seememory manager parameters
track buffer

seecache
TransBIOS, 1-4, 1-14, 8-3, 8-8

ROM, 8-4, 10-15, 13-17
TransBIOS parameters, 8-3

applications, 8-6

code location, 8-5

data location, 8-5

data size, 8-5

DMA channel, 8-7

I/0O port, 8-7

IRQ level, 8-7

memory address, 8-7

names, 8-6

packet size, 8-7

polls, 8-6

responses, 8-6

retry limit, 8-5

sessions, 8-6
transfer size

seecache parameters
TRUNCATE command, 1-9
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U

Ultra Server, 1-4, 1-14
blackout zone, 8-36
configuration, 8-30
installing, 2-5, 8-2
Ultra Server parameters, 8-30
buffer size, 8-32
channels, 8-32
directory entries, 8-32
extended memory, 8-34
files, 8-31
hyper-extended size, 8-35
hyper-extended start, 8-35
private files, 8-32
record locks, 8-32
see alscserver parameters
underlying expanded memory manager
seeGeneric EMS
UPS discharge time
seeserver parameters
UPS I/O port
seeserver parameters
UPS monitor
seeserver parameters
UPS power fail
seeserver parameters
UPS recharge time
seeserver parameters
user name
seeeasy configuration
seegeneral parameters

V

VDISK DOS device driver, 13-19
VDISK.SYS DOS device driver, 13-9 to 13-10
version
seeeasy configuration
seegeneral parameters
VGA
seevideo graphics array
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VGA2CGA.SYS device driver, 12-15, A-1

VGAOFF command, 13-14

VGAON command, 13-14

video
seeenhanced graphics adapter
seehigh-resolution graphics
seevideo graphics array

video buffer, 11-3

video graphics array, 11-4, 12-15, 13-7 to 13-8, 13-13 to 13-15, 13-17
see alsdnigh-resolution graphics

video RAM
seevideo buffer

W

wait option
see alsaedirector parameters
WALL30.BMP, 10-12, 10-16
wallpaper, 10-16
WIN.INI, 10-10
window (memory)
seeexpanded memory
Windows Control Panel
printer drivers, 10-16
wallpaper, 10-16
Windows Network Manager, 1-4, 1-11
about box, 1-12
bulletin board, 1-12
drive mappings, 1-11
help, 1-12
logon, 1-11
mail, 1-12
polling, 1-11
preferences, 1-11
print queue contents, 1-12
print spooler status, 1-12
printer mappings, 1-11
security, 1-12
server usage statistics, 1-12
Windows printer drivers, 10-16
WINSTART.BAT, 10-15
WINSTRT command, 10-15
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write pipeline

seeserver parameters
write policy

seecache parameters
write-back

seecache parameters
write-through

seecache parameters

X

XMS

using for cache, 2-6, 6-6, 8-24, 10-4
XMS interface

see386 control program parameters
XON/XOFF

seeflow control
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